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Introduction

Flexibility is required when considering the O&M and charging aspects for IMS.  This paper discusses some of the requirements and discusses a potential solution.

Requirements for IMS charging and provisioning

1.
Number and name issues

Portability of user public identities is likely to be a requirement within IMS to enable users to have the freedom to change network operator as they require.  The solutions developed within IMS charging should take the ability to solve such requirements into account from the outset to ensure that decisions are not taken which could prevent portability in the future.

2.
User ‘groupings’ in IMS

Frequently within networks, operators wish to ‘group’ users together (for example for corporate customers) to enable common O&M procedures and charging to be easily applied.  This allows simpler charge and management procedures to be applied, operators can more easily identify the groups of users.   The charging and O&M decisions for IMS should take this requirement into account.

3.
Retail and service provider groupings

While users may be quite willing to stay with one operator (and retain the same public identity), they frequently wish to move between service providers, retailers and sellers etc as the different offers on tariffs and handsets change.  The ability of the charge and O&M system to easily ‘group’ the users into the relevant service provider grouping is of benefit to operators.  The solutions developed within 3GPP should incorporate a solution for this requirement.

4.
‘Trial’ services (including e.g. prepay) and ‘special’ mobiles

Within many networks it is often useful to earmark certain users to allow them to have special access e.g. to trial services.  Also it should be possible to easily differentiate between users and ‘group’ them (e.g. prepay/post pay), in effect users’ charging information is treated in a ‘special’ way.  The charge records produced from certain users can be rapidly disregarded, treated specially or handled normally.   The solutions developed for IMS should take this into account.

5.
Re-provisioning of service and ‘lost USIM’ card case

The ability of operators to rapidly provide service (and re-provide service) to users is essential.  This is especially true in the case where the user’s sim card is lost/stolen.  The IMS system must be able to rapidly re-provide the customers service without the user having to be allocated a ‘new’ identity.  In the case of stolen cards it should also be possible to ensure that attempted usage of the stolen card does not impact correct usage of the re-issued card. 

In a similar vain, it should be possible to re-allocate identities.   For example if David Smith has a unique public identity with an operator but he cancels his service, it should be possible (at a later time) to re-allocate David Smith’s identity to a new David Smith (we have many Smiths in the UK!).  The failure to support this requirement will lead to erosion of the available identities that may be issued to users.

6.
Multiple public user identities 

In the cases that a user has multiple public identities it should be possible for the different charges to be grouped together onto a common bill, likewise it should be possible to differentiate between charges for different public identities.  

7.
Availability of IMSI

Users of IMS may also be users of CS Domain and when using PS Domain to carry IMS information will also require PS Domain subscriptions.  To ease charging, and also to minimise the impact of the IMS charging on legacy charging systems it should be possible for the Charge records produced by the IMS elements to include the user’s IMSI (if applicable).  This will ease the processing that is required to enable the PS Domain charging information and the IMS charging information to be linked on a user basis.

Potential solution

The use of a private user identity allocated to the user could resolve the problems outlined above.  The private identity could be used in requirement 1 above (portability issues) to allow the operator to identify the user in isolation to the public identity.

In the different grouping requirements (2 to 4 above) private identities could allocated to users in the relevant groups to allow the operator systems to determine how to treat the different user information (charging records etc).

For the re-provision and ‘lost USIM’ case (5) the use of private identities will enable operators to ‘cancel’ the old private identity and re-allocate a new private identity to the user (this is the similar case to re-allocation of the IMSI in contemporary systems).

In the multiple public user identity case (6) the private user identity can be used to identify the actual user for charging (the public user identity can also be used within the charging system to allocate charges accordingly).

Conclusions

The requirements above should be taken into account during the developments of 23.815.  Solutions to the issues should address these requirements.

Proposal

The private identity should be considered among the possible solutions to be resolved for IMS Charging and provisioning.
