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BACKGROUND

This document is a revision of S2-01-2502 which was discussed and “noted” in Vancouver.

INTRODUCTION

The Presence Service is believed to be an enabler for other applications/services. In order to permit widespread uptake of these other services, it is necessary that the Presence Service is:

a)
based on a scalable architecture;

b)
permits multi vendor operation within a network;

c)
permits operation between networks; etc.

Hence it is important that someone in one network can watch a person in another network. This document outlines some part of an architecture that permits this and describes an example of a message sequence.

As we explained the interoperability issue for presence service above, the key method to solve this issue here is how to get a request from a watchER in one network to the watchED person’s presence server in a different network. The following Fig.1 shows how this can be achieved. 

This sequence relies on:

a)
the A party have a trusted relationship with their Watcher application;

b)
the B party having a trusted relationship with their Presence Server; and

c) there being a trusted relationship between the network with the Watcher Application and the network with the Presence Server. It is expected that this trust is based on a secure relationship between the Border Gateways of the A and B party networks. This relationship might utilise e.g. IPsec (this is a matter for SA 3).

Changes from S2-01-2502

a)
The message flow sequence has been redrawn to (hopefully) be clearer.

b)
The Gateway Presence server has been renamed “Incoming Gateway Presence Server”. The IGPS is used to allow multiple points of ingress into a PLMN, and, to allow the request from the watcher to be routed to the correct presence server. This type of functionality avoids the need to inform other networks if/when additional presence servers are added to a network, or, when groupd of subscribers are moved from one presence server to another.

c)
an “Outgoing Gateway Presence Server” has been added. The intention of this device is to avoid the need for all Watcher Applications to have “MSISDN to network name” mapping tables for the whole world. Instead, the Watcher Application need only determine whether the Presence Server is internal or external to its own network. The OGPS is the device that derives B’s network name from B’s MSISDN.

d)
inter-network security is provided by the Border Gateways. This might - or might not - be physically co-located with the OGPS and IGPS. These devices are not intended to study the contents of the messages, eg they only perform IPsec handling.

















Fig.1 Proposed Interoperability Method Data Flow Diagram
Abbreviations:

WA:

Watcher application

OGPS:
Outgoing Gateway Presence Server

BG:

Border Gateway

IGPS:
Incoming Gateway Presence Server

PS
:

Presence Server

1. The A party asks Watcher Application A “is B attached”? The A party identifies B by B’s MSISDN.


2
Watcher Application A ‘authenticates’ A and, e.g., checks their prepay credit status

3
Watcher Application A determines that B’s MSISDN does not belong to the same network as Watcher Application A.

4
Watcher Application A sends a “Presence query for B” to B’s_MSISDN@Outgoing_Gateway_Presence_Server.Network_of_A.

5
The Outgoing Gateway Presence Server derives B’s network name from B’s MSISDN.

6
The Outgoing Gateway Presence Server sends a “Presence query for B” to B’s_MSISDN@Incoming_Gateway_Presence_Server.Network_of_B.

7
The Incoming Gateway Presence Server asks some HSS functionality to provide the address of B’s presence server

8
HSS functionality returns the address of B’s presence server is returned.

9
“Presence query for B” is sent to B’s_MSISDN@B’s_presence_server.Network_of_B.

10
Process request (e.g. check A is one of B’s buddy’s and B still wants A to watch him/her).

11
Raise charge record for A against A’s network.

12
Send B’s status back to Watcher Application A.

13
Watcher Application A provides an answer to A.

3  CONCLUSION

This paper proposes a method to permit the presence service to work between different operators. We hope it will be agreed.
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12. B party status sent to Watcher Application A
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6. “presence query for B”
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