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1 Introduction

OSA is one of the toolboxes that can be used to implement and deploy applications that provide services to end-users. Within OSA interfaces are defined that provide access, among other things, to network capabilities and can be used either by the network operator or by 3rd party service providers.

In case a service (or application) is provided by a 3rd party service provider, the user can either:

· directly subscribe to the service with the 3rd party service provider, or

· subscribe to the service with the network operator. In this way the service is part of the portfolio of the network operator.

The first case conforms with the 3rd party service provider acting as Value-Added Service Provider (VASP) in the Virtual Home Environment (VHE), while the latter case conforms to the 3rd party acting as a Home Environment Value-Added Service Provider (HE-VASP).

The main difference between the two models is where subscription information is managed: either in the operator’s network (e.g. Home Environment) or in the 3rd party service provider’s system.

At the moment, the OSA APIs do not distinguish between the two situations. This contribution shows how OSA could be enhanced so that subscription management will be eased for HE-VASP applications.
2 Examples of possible evolutions

In this section, examples are taken from the OSA call control SCFs. However, the reader should note that similar examples could also be taken from other SCFs.

At the moment, in order to be notified about call events, an application has to explicitly subscribe to them, using the following method: CreateNotification(). One of the associated parameter is the address of the user to which the notification applies. When the event occurs, the application will be notified with reportNotification().
A particular event is the one that will lead to the initial invocation of the OSA application in the context of a call or session. In the CS domain, such event is tightly linked to a CAMEL trigger. In the IMS, it will be closely related to an ISC message filtered by the S-CSCF towards the OSA SCS.

The implicit assumption with this approach is that the 3rd party service provider influences CAMEL triggers and ISC filters, as it actually requests to set or activate them in the network. The API therefore assumes that somehow the triggers will be set in the network (HLR/HSS).

This approach is mainly geared towards the case where the user directly subscribes to the service with the 3rd party service provider. 

As an example, if users X, Y and Z successively subscribe to an unconditional session forwarding service implemented by an OSA application over a certain period of time, this application may have to call the method CreateNotification()for each of X, Y and Z, and this for the same call event (e.g. incoming session attempt). As soon as one of the users unsubscribes to or deactivates the service, the application needs to use destroyNotification().

In the case where the user subscribes to the service with the network operator, the latter knows which users are subscribed to which OSA application and in principle the OSA application should not need explicit provisioning in addition.

Instead of subscribing to network events user per user, the OSA application may use an alternate method whose semantic would be:


Notify me when there is an incoming call attempt for any subscribed user

When the OSA SCS notifies the application, part of the notification information is the identity or address of the subscribed user.

Advantages of this method:

· It can be used only once, at the beginning of the application (addition of new users is managed by the network, no additional provisional actions needed by the application)

· There is no need to use destroyNotification(): unsubscriptions are managed by the network. However a general unsubscription method can be provided.

· The network can have more control over the users the application provides services to (it decides for which users the application needs to be invoked, instead of letting the application define it by itself). This provides intrinsic security in the API.

To summarize, a new mechanism taking into account the fact that the network manages subscription information permits to both simplify the OSA application and provide more control to the network.

One step further can be achieved when the network operator and the 3rd party service provider agree a priori on the events of interest for the application. This agreement might be part of the service level agreement signed between the two parties.

With this approach, there is no need for the application to use a CreateNotification()or similar method: it is notified whenever the network decides it.

This approach makes the application slightly simpler, but it also has the advantage to remove the implicit relationship for trigger / filter control between the OSA application and the user profile in the HLR/HSS (i.e. triggers, filters) when it is not needed
. As a result, there is a better integration of corresponding OSA applications in the CAMEL and IMS service architectures (for services controlled by the network operator).

While this section took call control as an example, the approach is more generic and can also be used with other OSA SCFs (e.g. user interaction, data session control, user status, user location).

3 Proposal

It is proposed to extend OSA SCFs with a mechanism that takes into account the fact that in some configurations subscription information is managed by the network.  Such extensions can simplify the development of OSA applications, as well as improve control of the network over OSA applications.

In the context of VHE, these extensions might be used by HE-VASPs and (a priori) not VASPs.

They should be studied case by case, SCF by SCF. The way to implement these extensions is left to CN5. However, it is felt that they might be grouped into interfaces inheriting from the existing ones (e.g. call manager for call control SCFs).

If accepted, Ericsson will propose changes to TS 23.127.














































