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SA3 would kindly like to thank CN1 for their LS contained in N1-011430.

The latest version of TS33.203 (v060) has up to this date adopted the current working assumption in CN1 that the IMPI shall be transported in the From field in the REGISTER message.

The change of working assumption in CN1 to transport the user identity i.e. the IMPI in an EAP packet rather than in the From field does not introduce any security implications that concern SA3. Hence it is the current understanding of SA3 that CN1 can adopt this new working assumption and that the Release 5 date is not affected by this change from an SA3 point of view. 

The TS33.203 will be updated accordingly and in line with another request from CN1 that SA3 shall not define protocol solutions and keep the signalling flow at an informational level, cf. S3-010410. It is recognised by SA3 that where to put the IMPI in a SIP message is a Stage 3 issue.

However SA3 would like to point out that the scenario with 3rd party registrations proposed by CN1 do create some security concerns e.g. authentication issues. SA3 kindly require CN1 to keep SA3 informed on this issue such that the security requirements can be defined appropriately. The current understanding of SA3 is that 3rd party registrations will not be supported for Release 5.

For the groups that have been copied the S3-010452 is for your information.

S3 thanks CN1 for the continued attention to IMS security issues and looks forward to continued fruitful activities with CN1 on these issues.
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