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There are three sections in 23.060 which have to be considered regarding the handling of real-time PDP contexts in case of RAB or Iu release and the re-establishment.

Sections 9.2.3.4 and 9.2.3.5 describe the handling in case of RAB or Iu release. 

The maximum bit rate of real-time PDP contexts shall be downgraded to 0 kbit/s. After coverage is regained the MS should start the MS-Initiated PDP Context Modification procedure or the PDP Context Deactivation Initiated by MS procedure.

Section 9.2.5.2 describes the re-establishment: The MS initiates the re-establishment of RABs by using the Service Request (Service Type = Data) message.

Section 6.12.1 describes the Service Request procedure.

In this section only an SGSN-initiated PDP context modification is used. Regarding section 9.2.3.4 and 9.2.3.5 the MS shall initiated the context modification for real-time PDP contexts.
This CR incorporates the following points:
· MS-initiated PDP context modifiction is added to the Service Request procedure (section 6.12.1).

· The behaviour of the MS after regaining the radio connection is deleted, because section 9.2.5.2 with section 6.12.1 describes the behaviour.
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Clarification of re-establishment handling of preserved real-time PDP contexts.
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6.12
Service Request Procedure (UMTS only)

The Service Request procedure is used by a 3G‑MS in PMM‑IDLE state to request the establishment of a secure connection to a 3G‑SGSN. The MS in PMM‑IDLE state initiates this procedure in order to send uplink signalling messages (e.g., Activate PDP Context Request), user data, as paging response, or after the MS has regained radio coverage. This procedure is also used by an MS in PMM‑CONNECTED state to request resource reservation for active PDP contexts.

6.12.1
Service Request Initiated by MS Procedure

The MS in PMM‑IDLE state sends the Service Request message to the 3G‑SGSN in order to establish the PS signalling connection for the upper layer signalling or for the resource reservation for active PDP context(s). After receiving the Service Request message, the 3G‑SGSN may perform authentication, and it shall perform the security mode procedure. After the establishment of the secure PS signalling connection to a 3G‑SGSN, the MS may send signalling messages, e.g., Activate PDP Context Request, to the 3G‑SGSN, or the 3G‑SGSN may start the resource reservation for the active PDP contexts depending on the requested service in the Service Request message. An MS in PMM‑CONNECTED state also requests the resource reservation for the active PDP contexts through this procedure.
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Figure 49: Service Request Initiated by MS Procedure

1)
The MS establishes an RRC connection, if none exists for CS traffic.

2)
The MS sends a Service Request (P‑TMSI, RAI, CKSN, Service Type) message to the SGSN. Service Type specifies the requested service. Service Type shall indicate one of the following: Data or Signalling. At this point, the SGSN may perform the authentication procedure.


If Service Type indicates Data, a signalling connection is established between the MS and the SGSN, and resources for active PDP context(s) are allocated, i.e., RAB establishment for the activated PDP context(s).


If Service Type indicates Signalling, the signalling connection is established between the MS and the SGSN for sending upper-layer signalling messages, e.g., Activate PDP Context Request. The resources for active PDP context(s) are not allocated.

3)
The SGSN shall perform the security functions if the MS in PMM-IDLE state initiated the service request.

4)
If the network is in PMM-CONNECTED state and the Service Type indicates Data, the SGSN shall respond with a Service Accept message towards the MS, in case the service request can be accepted. In case Service Type indicates Data, the SGSN sends a Radio Access Bearer Assignment Request (NSAPIRAB ID(s), TEID(s), QoS Profile(s), SGSN IP Address(es)) message to re-establish radio access bearer for every activated PDP context.

5)
The RNC indicates to the MS the new Radio Bearer Identity established and the corresponding RAB ID with the RRC radio bearer  setup procedure.

6)
SRNC responds with the Radio Access Bearer Assignment Response (RAB ID(s), TEID(s), QoS Profile(s), RNC IP Address(es)) message. The GTP tunnel(s) are established on the Iu interface. If the RNC returns a Radio Access Bearer Assignment Response message with a cause indicating that the requested QoS profile(s) can not be provided, e.g., "Requested Maximum Bit Rate not Available", the SGSN may send a new Radio Access Bearer Assignment Request message with different QoS profile(s). The number of re-attempts, if any, as well as how the new QoS profile(s) values are determined is implementation dependent.

7) For each RAB re-established with a modified QoS profile, the SGSN initiates a PDP Context Modification procedure to inform the MS and the GGSN of the new negotiated QoS profile for the corresponding PDP context.
8) For each RAB using streaming or conversational traffic class with maximum bitrate of 0 kbit/s (e.g. after 'RNC-Initiated PDP Context Modification Procedure') the MS starts the MS-Initiated PDP Context Modification procedure or the PDP Context Deactivation Initiated by MS procedure to inform the CN whether to re-activate or to delete the PDP contexts.
9)
The MS sends the uplink packet.

For Service Type = Signalling, the MS knows that the Service Request message was successfully received in the SGSN when the MS receives the RRC Security Mode Control Command message.

For Service Type = Data, in PMM-IDLE, the MS knows that the Service Request was successfully received when the MS receives the  RRC Security Mode Control Command message from the RNC; in PMM-CONNECTED state, the MS knows that the Service Request was successfully received when the MS receives the Service Accept message.

Note:
The reception of the Service Accept message does not imply the successful re-establishment of the RAB(s). 

For any Service Type, in case the service request cannot be accepted, the network returns a Service Reject message to the MS with an appropriate cause value.

For Service Type = Data, in case the SGSN fails to re-establish RAB(s) for the PDP context(s), the SGSN determines if an SM procedure, such as SGSN-Initiated PDP Context Modification or PDP Context Deactivation, should be initiated. The appropriate action depends on the QoS profile of the PDP context and is an operator choice.

NEXT MODIFICATION

9.2.3.4
RNC-Initiated PDP Context Modification Procedure

The RNC can request the release of the Iu connection (see subclause "Iu Release Procedure") e.g., due to a break of the radio connection or due to user inactivity. After Iu Release the PDP contexts are modified as follows:

-
In the SGSN, for a PDP context using background or interactive traffic class, the PDP context is preserved with no modifications.

-
In the SGSN, for a PDP context using streaming or conversational traffic class, the PDP context is preserved, but the maximum bit rate is downgraded to 0 kbit/s (for both uplink and downlink) when the associated RAB is released. The SGSN sends an Update PDP Context Request (TEID, QoS Negotiated) message to the GGSN to set the maximum bit rate to 0 kbit/s in the GGSN. The value of 0 kbit/s for the guaranteed bit rate indicates to the GGSN to stop sending packets to the SGSN for this PDP context.

The following procedures shall be performed in the MS when radio coverage is lost:

-
For a PDP context using background or interactive traffic class, the PDP context is preserved even if RRC re-establishment procedures have failed.

-
For a PDP context using streaming or conversational traffic class, the PDP context is preserved, but the maximum bit rate is downgraded to 0 kbit/s (for both uplink and downlink) when the RRC re-establishment procedure has failed. After coverage is regained the MS should re-activate the PDP context and re-establish the RAB (refer to section "Re-establishment of RABs").
9.2.3.5
RAB Release-Initiated Local PDP Context Modification Procedure

The RNC can request a RAB to be released through the RAB Release procedure on the streaming or conversational traffic class bearers without releasing the Iu connection when there is a break in the radio connection. After the RAB(s) release the SGSN shall modify the PDP context as follows.

-
In the SGSN, for a PDP context using streaming or conversational traffic class, the PDP context is preserved, but the maximum bit rate is downgraded to 0 kbit/s (for both uplink and downlink) when the associated RAB is released. The SGSN sends an Update PDP Context Request (TEID, QoS Negotiated) message to the GGSN to set the maximum bit rate to 0 kbit/s in the GGSN. The value of 0 kbit/s for the guaranteed bit rate indicates to the GGSN to stop sending packets to the SGSN on this PDP context.

The following procedures shall be performed in the MS when radio coverage is lost:

-
For a PDP context using streaming or conversational traffic class, the PDP context is preserved, but the maximum bit rate is downgraded to 0 kbit/s (for both uplink and downlink) when the RRC re-establishment procedure has failed. After coverage is regained the MS should re-activate the PDP context and re-establish the RAB (refer to section "Re-establishment of RABs").
The radio access bearer shall be released by the RNC only when RRC re-establishment is not any longer possible. Therefore the change happens simultaneously in the MS and in the SGSN.
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