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Problem Statement:

1. RSVP is optional in both the UE and GGSN.

2. The standard separates between the multimedia Call establishement procedures and QoS establishment procedures.

3. The current standard mandates that multimedia session be established using SIP, the UMTS bearer services/resources be allocated, and the PDP context be modified prior to any RSVP signalling can be initiated to ensure the reservation of resources between the Sender and Receiver.

4. Assuming that the originating UE/GGSN is RSVP capable but both the UE and GGSN at the terminating side are not RSVP capable.  The originating side will initite  RSVP PATH messages only to be discarded by the terminating network/UE.  This will result in dropped calls due to the expiration (time out) of the resources, allocated to both sides during the session establishment phase, due to lack of responses (i.e., RSVP RESV message) from the RSVP non-capable terminating side. 

5. The standard currently is lacking any dialog mechanism to exchange the necessary capabilities between subscribers/networks at both ends.  This lack of negotiation scheme will be magnified by the addition of optional protocols, services, and features.

Solution:

1. The standard needs a mechanism to indicate whether the GGSN is RSVP capable or not.

2. The standard needs a mechanism to indicate whether the UE is RSVP capable or not.

3. The standard needs a negotiation mechanism to regulate the RSVP Sender/Receive Proxy operation.

4. The standard needs a mechanism to identify the media flows that require RSVP QOS.

Proposal:

1. An extension to the existing UMTS call (session) setup mechanism by which the originating user (UE#1) shall be capable of indicating to the terminated user (UE#2) the type of protocol intended for QoS reservation (e.g., RSVP). 

2.  An extension to the existing UMTS call (session) setup mechanism by which the terminated user (UE#2) shall be capable of indicating to the originating user (UE#1) and the supporting (serving) network whether the type of protocol proposed by UE#1 for QoS reservation (e.g., RSVP) is supported.  

3. An extension to the existing UMTS call (session) setup mechanism by which the terminated user (UE#2) is capable of indicating to the originating user (UE#1) and the supporting (serving) network what type of QoS reservation protocol it can supported for the proposed media type.

Qos –attributes  = “a=qos:” strength-tag SP direction-tag Reservation protocol-tag 









[SP confirmation-tag]


Strength-tag             = (“mandatory” | “Optional” | “success” | Failure”)


Direction-tag            = (“send” | :recv” | “sendrecv”)


Confirmation-tag         = “confirm”


Reservation Protocol-tag = (“RSVP” | “D-QoS” | “YESSIR” )
Figure 1: Modified Session Description Protocol (SDP): Includes Reservation protocol and preferred configuration request and decision

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off

Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 3400 RTP/AVP 98 99

a=qos:mandatory sendrecv; RSVP 

a=rtpmap:98 H261

a=rtpmap:99:MPV

m=video 3402 RTP/AVP 98 99

a=rtpmap:98 H261

a=rtpmap:99:MPV

a=qos:mandatory sendrecv RSVP 

m=audio 3456 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv RSVP 
m=audio 3458 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv RSVP
Figure 2. Modified SIP INVITE message format from UE(A) to P-CSCF(A)

including indications of Reservation protocol

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf.home.net

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes

Anonymity: Off

Require: 100rel

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 6544 RTP/AVP 97 96

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv confirm RSVP
m=audio 0 RTP/AVP 97 96 0 15

Figure 3. Modified SIP 183 message format from UE(B) to P-CSCF(B)  

(including indications of Reservation protocol)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf.home.net

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes

Anonymity: Off

Require: 100rel

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

pc= RSVP capable RSVP Proxy Not Prefered
m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 6544 RTP/AVP 97 96

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv confirm D-QoS
m=audio 0 RTP/AVP 97 96 0 15

Figure 6. Modified SIP 183 message format from UE(B) to P-CSCF(B)  

(including indications of Reservation protocol)
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 Figure xx: Modified procedure for Call/Session establishment using SIP

	The detailed procedure is as follows:

1. 
UE#1 determines the complete set of codecs and the supporting QoS protocols (RSVP, DiffServ, ..etc.) that it is capable of supporting for this session. It builds a SDP containing bandwidth requirements and characteristics of each, and assigns local port numbers for each possible media flow. Multiple media flows may be offered, and for each media flow (m= line in SDP), there may be multiple codec choices and multiple QoS protocols offered.

2. 
UE#1 sends the initial INVITE message to P-CSCF#1 containing this SDP

3. 
P-CSCF#1 examines the media parameters, and removes any choices that the network operator decides based on local policy, not to allow on the network. P-CSCF#1 also examine the RSVP capability of the UE and its preference of the  RSVP proxy operation.  The P-CSCF#1 shall pass these information to Policy Control Function (PCF) to request a decision regarding the network set up.  
4. 
P-CSCF#1 forwards the INVITE message to S-CSCF#1

5. 
S-CSCF#1 examines the media parameters, and removes any choices that the subscriber does not have authority to request.

6. 
S-CSCF#1 forwards the INVITE, through the S-S Session Flow Procedures, to S-CSCF#2

7. 
S-CSCF#2 examines the media parameters, and removes any choices that the destination subscriber does not have authority to request.

8. 
S-CSCF#3 forwards the INVITE message to P-CSCF#2.

9. 
P-CSCF#2 examines the media parameters, and removes any that the network operator decides, based on local policy, not to allow on the network. P-CSCF#2 examine the QoS protocols offered in the SDP message in preparation to pass the information to PCF for a decision regarding the support of any optional functionalities such as GGSN RSVP Proxy function.    
10. 
P-CSCF#2 forwards the INVITE message to UE#2.
11. 
UE#2 determines the complete set of codecs and the supporting QoS reservation protocols (RSVP, ..etc.)  that it is capable of supporting for this session. It determines the intersection with those appearing in the SDP in the INVITE message. For each media flow that is not supported, UE#2 inserts a SDP entry for media (m= line) with port=0. For each media flow that is supported, UE#2 inserts a SDP entry with an assigned port and with the codecs in common with those in the SDP from UE#1.UE#2 also examines the proposed QoS reservation protocols and determines whether it is capable of supporting some or all of these protocols. UE#2 shall be able to indicate to P-CSCF#2 whether it is capable of supporting RSVP.  UE#2 shall also be able to propose a different QoS reservation protocol if the existing one is not supported. 
12. 
UE#2 returns the SDP listing common media flows and codecs to P-CSCF#2.

13. 
P-CSCF#2 authorises the QoS resources for the remaining media flows and codec choices. P-CSCF#2 examines  RSVP capabilities of UE#2 and passes the information to PCF for a decision on both the RSVP Proxy function and overall support for the proposed session.  The P-CSCF#2 may either reject the session based on lack of support of the proposed QoS protocol or allow the negotiation to continue by passing the proposed changes to QoS protocol.  In case that UE#2 is not RSVP capable and UE#2 indicated it can support the proposed media type using different QoS protocol while the network can support RSVP proxy function, P-CSCF#2 shall be able to instantiate the RSVP Proxy function, restore the proposed QoS (i.e., RSVP), and pass an indication to the originating network that RSVP is supported. .  In case that both UE#2 and the serving network are not RSVP capable , P-CSCF#2 may choose to pass an indication to the originating side that RSVP is not supported by maintain the current proposal by UE#2 to carry the media type using another QoS protocol, or simply reject the session based on operator policy.     
14. 
P-CSCF#2 forwards the SDP response to S-CSCF#2.

15. 
S-CSCF#2 forwards the SDP response to S-CSCF#1

16. 
S-CSCF#1 forwards the SDP response to P-CSCF#1

17. 
P-CSCF#1 authorises the QoS resources for the remaining media flows and codec choices. . P-CSCF#1 examines RSVP capabilities of the terminated network and passes the information to UE#1.  

18. 
P-CSCF#1 forwards the SDP response to UE#1

19. 
UE#1 determines which media flows should be used for this session, and which codecs should be used for each of those media flows. If there was more than one media flow, or if there was more than one choice of codec for a media flow, then UE#1 must include an SDP in the “Final SDP” message sent to UE#2.  In cases where the proposed QoS protocols by UE#2 differ from those originally proposed by UE#1, UE#1 can either accept UE#2 proposed QoS protocols and inform UE#2 by the decision using the “Final SDP” message, or, UE#1 may choose to terminate the session establishment procedures if the media streams can not be delivered using the proposed QoS protocols. 
20-24.
UE#2 sends the “Final SDP” message to UE#1, along the signalling path established by the INVITE request

The remainder of the multi-media session completes identically to a single media/single codec session.
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