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Problem Statement

1. RSVP is optional in both the UE and GGSN

2. The standard is lacking a mechanism to indicate whether the GGSN is RSVP capable or not.

3. The standard is lacking a mechanism to indicate whether the UE is RSVP capable or not.

4. The standard is lacking a mechanism to regulate the RSVP Sender/Receive Proxy operation.

5. The standard is lacking a mechanism to indicate which of the media flows will requires RSVP QOS.

Solution

1. The standard needs a mechanism to indicate whether the GGSN is RSVP capable or not.

2. The standard needs a mechanism to indicate whether the UE is RSVP capable or not.

3. The standard needs a negotiation mechanism to regulate the RSVP Sender/Receive Proxy operation.

4. The standard needs a mechanism to identify the media flows that require RSVP QOS.

Flow Diagrams:
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Figure 1:  The P-CSCF(PCF) makes the decsion and GGSN informs UE (Push mode)
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Figure 2:  The P-CSCF(PCF) makes the decsion and send it to GGSN(Go) and UE(SIP)  (Push mode)

Figure 3:  The GGSN indicates it RSVP capability and request a decision  (Pull mode)[image: image3.wmf] 
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Figure 4:  The UE indicates it RSVP capability and request a decision  (Pull mode)

If SIP is used then the information is transparent to the GGSN

If PDP Context is used then it will terminates at the GGSN 
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Figure 5:  The GGSN makes the decision locally mid session
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Figure 6:  The UE indicates it RSVP capability and request a decision from GGSN (Reguest Granted)
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Figure 7:  The UE indicates it RSVP capability and request a decision from GGSN (Request Denied)
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Figure 8:  Terminated case: GGSN makes a local decision
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5.2 Capabilities of Functional Elements

This section provides functional descriptions of capabilities in GGSN, UE, and  P-CSCF(PCF).

5.2.1 GGSN

This clause provides functional descriptions of capabilities in GGSN. The capabilities are part of IP BS Manager (see 5.1.1.1) or corresponding user plane functions.   Determination of exactly which functions are required to support interoperator and multi-vendor aspects are not addressed in this clause.

The DiffServ Edge Function shall be compliant to the IETF specifications for Differentiated Services. The IETF Differentiated Services architecture will be used to provide QoS for the external bearer service.  If implemented, the optional RSVP/IntServ Function shall be compliant to the IETF specifications for RSVP and Intgerated Services. The IETF RSVP and Integrated Services architecture may also be used to provide QoS for external bearer service. 
RSVP/IntServ Function 

[Editors note:  Detailed functional description of RSVP/IntServ Function is FFS]
RSVP capable GGSN shall be able to indicate this capability to both the UE and P-CSCF(PCF).   RSVP capable GGSN shall also be able to indicate to the UE whether the RSVP Sender/Receive Proxy function is supported.  The GGSN shall be able to communicate the final decision regarding the setup of RSVP proxy function, in that decision the RSVP capable UE may be instructed not to send RSVP Path or Resv messages.  The GGSN may also decline the support of RSVP Proxy operation and instruct the RSVP capable UE to initiate RSVP messaging.  The RSVP Proxy setup decision may be decided locally in the GGSN or as a result of a decision from the P-CSCF(PCF) via the Go interface.  The GGSN may also decide to initiate the RSVP Proxy mid session. For simplicity, if RSVP Sender/Receiver Proxy function is installed for a particular UE, it shall be applied for all RSVP flows of this UE. 
The RSVP Sender/Receiver Proxy may act as an RSVP endpoint towards the external network, generating and responding to per-flow RSVP messages on behalf of the UE.  In the uplink direction, the RSVP Sender Proxy originates the Path message on behalf of the UE. It must also periodically refresh the Path message and correctly terminate the Resv, ResvTear and PathErr messages for the session.  In the downlink direction, the RSVP Receiver Proxy terminates the Path message and generates the Resv message on behalf of the UE.  A Resv Proxy state is installed which act as if the proxy has received a Resv from the true endpoint UE.  This involves reserving resource, if required, sending periodic refreshes of the Resv message and tearing down the reservation if the Path is torn down.  
[Editors note:  Detailed functional description of how GGSN identify that RSVP SenderRreceiver Proxy shall be activated is FFS]

The Service-based Local Policy Enforcement Point controls the quality of service that is provided to a set of IP packets (or IP “flow”) defined by a packet classifier.   The policy enforcement function includes policy-based admission control that is applied to the IP bearers associated with the flow, and configuration of the packet handling and “gating” functionality in the user plane.   Service-based local policy decisions are either “pushed” to or requested by the GGSN via the Go interface.

Policy-based admission control ensures that the resources that can be used by a particular IP flow are within the “authorized resources” specified via the Go interface.  The authorized resources provide an upper bound on the resources that can be reserved or allocated for an IP flow.  The authorized resources may be expressed as an Intserv-style Flowspec.   This information is mapped by the translation/mapping function in the GGSN to give the authorized resources for UMTS bearer admission control.

In the user plane, policy enforcement is defined in terms of a “gate” implemented in the GGSN. A gate is a policy enforcement function that interacts  through Go interface with PCF as the Policy Decision Point  for QoS resource authorisation at the IP BS level for a unidirectional flow of packets.  “Open”/”Close” gate operations as defined in TS23.228 are to enable/disable media flows and are under the control of P-CSCF (PCF).  A gate operates on a unidirectional flow of packets, i.e., in either the upstream or downstream direction.  A gate consists of a packet classifier, a traffic metering function, and user plane actions to be taken for the set of packets matching the classifier.    When a gate is enabled, the packets in a flow are subject to the Diffserv edge treatment (policing or marking) as determined by traffic metering and user plane actions.  When a gate is disabled, all of the packets in the flow are dropped.    

The packet classifier associated with a gate is a micro-flow classifier including the standard 5-tuple: (source IP address, destination IP address, source port, destination port, protocol), identifying a set of packets associated with a unidirectional flow
.   

Elements of the 5-tuple may be wild-carded.  This is FFS in Stage 3 work. It is possible for a set of packets to match more than one classifier.   When this happens, the sequence of actions associated with the gates are executed in sequence.    Packets that are marked by a gate may not be (re)marked by a subsequent gate to a Diffserv Code Point corresponding to a better service class.

The Binding Mechanism Handling associates the PDP context bearer with one or more IP flows in order to support service-based local policy enforcement and QoS inter-working.   Binding information is included in PDP Context Activation or Modification messages to associate the PDP context bearer with QoS and policy decision information provided by the PCF and associated with IP flows.  The PDP Configuration Options parameter shall be used to carry the binding information.  The PDP Configuration Options parameter is one of the optional parameters signaled in PDP Context Activation/Modification messages.  In order to allow QoS and policy information to be "pulled" from the PCF, the binding information shall allow the GGSN to determine the address of the PCF to be used. 

5.2.2 UE

This clause provides functional descriptions of capabilities in UE. The capabilities are part of IP BS Manager (see 5.1.1.1) or corresponding user plane functions.  Determination of exactly which functions are required to support interoperator and multi-vendor aspects are not addressed in this clause.

DiffServ Edge Function acts as a DiffServ (DS) boundary for the traffic from applications running on the UE. As specified in RFC2475, DS boundary node must be able to apply the appropriate PHB to packets based on the DS code point. In addition, DS boundary nodes may be required to perform traffic conditioning functions. When GGSN DiffServ  marking is used, the DiffServ edge function in the UE is not needed.
RSVP/Intserv Function provides the capability for the UE to request end-to-end QoS using RSVP messages as defined in IETF standards. RSVP messages may also be used by the network to inform the DSCP to be used by the UE.  RSVP messages shall include the authorization token and flow identifier(s) in a policy data object if the authorization token is available in the UE. RSVP may be used to trigger PDP context activation/modification.  The inter-working between MT and TE is FFS.
RSVP capable UE shall be able to indicate this capability to the GGSN and/or P-CSCF(PCF).   RSVP capable UE shall also be able to indicate to the GGSN and or P-CSCF(PCF) whether the RSVP Sender/Receive Proxy function is prefered.  The UE shall comply with the final decision freom the GGSN regarding the setup of RSVP proxy function, in that decision the RSVP capable UE may be instructed to send or to stop sending RSVP signalling messages.  The GGSN may also decline the support of RSVP Proxy operation and instruct the RSVP capable UE to initiate RSVP messaging.  
Binding Mechanism associates the PDP context bearer to the IP flow to support IP policy enforcement and QoS inter-working in the GGSN (e.g., RSVP Send/Receiver Proxy). The authorization token and flow identifiers are used to provide the binding mechanism and is included by the UE in the PDP Context Activation or Modification messages. The PDP Configuration Options parameter shall be used for this purpose. The PDP Configuration Options parameter is one of the optional parameters signaled in PDP Context Activation/Modification. The authorization token may also be used to bind a RSVP session with a SIP session by including the authorization token and flow identifier(s) in RSVP messages. For IMS services, the authorization token is provided to the UE by the P-CSCF during SIP session establishment.
The Pre-conditions for SIP QoS Assured Sessions shall be according to the principles for when a UE shall regard the SIP QoS preconditions to be met, as stated in TS23.228.  The functionality shall be compliant to the IETF specification on Integration of Resource Management and SIP.

5.2.3 P-CSCF(PCF)

This clause provides functional  descriptions of capabilities in  P-CSCF(PCF).  Determination of exactly which functions are required to support interoperator and multi-vendor aspects are not addressed in this clause.

Service-based Local Policy Decision Point

· Authorize QoS resources (bandwidth, etc.) for the session. The P-CSCF (PCF) shall use the SDP contained in the SIP signaling message to calculate the proper authorization. The authorization shall be expressed in terms of the IP resources to be authorized. The authorization shall include limits on IP packet flows and restrictions on IP destination address and port.

· The P-CSCF (PCF) shall be able to decide if new QoS authorization (bandwidth, etc.) is needed due to the mid-call media or codec change. A new authorization shall be required when the resources requested by the UE for a flow exceeds previous authorization, or a new flow is added, or when elements of the packet classifier(s) for authorized flows change. 

· The PCF functions as a Policy Decision Point for the service-based local policy control.

· The PCF shall exchange the authorization information with the GGSN via the Go interface.

· The P-CSCF (PCF) provides final decisions on enabling and disabling the allocated QoS resources for the authorized media stream. The decision shall be transferred from the PCF to the GGSN.

· At IP multimedia session release, the P-CSCF (PCF) shall revoke the resources authorization for the session. In cases when the UE cannot perform this release itself (i.e., loss of signal from the mobile), the P-CSCF (PCF) shall provide indication to the GGSN that the previously authorized resource has been revoked.

Binding Mechanism Handling
· The P-CSCF(PCF) generates an authorization token for each SIP session and send the authorization token to the UE in the SIP message. The authorization token contains information that identifies the P-CSCF(PCF) . The authorization token shall be unique across all PDP contexts associated with an APN. The authorization token conforms to the IETF specification on SIP Extensions for Media Authorization.

· The P-CSCF(PCF) shall generate a new authorization token when a new authorization is required.

5.3 Go interface (PCF – GGSN)

5.3.1
Go Functional Requirements 

The Go interface allows service-based local policy and QoS inter-working information to be “pushed” to or requested by the GGSN from a Policy Control Function (PCF).   The Go interface provides information to support the following functions in the GGSN:

· Control of Diffserv inter-working

· Control of RSVP admission control and inter-working

· Control of “gating” function in GGSN

· UMTS bearer authorization
· QoS charging related function
The Common Open Policy Service (COPS) protocol supports a client/server interface between the Policy Enforcement Point in the GGSN and Policy Control Function (PCF).  The Go interface shall conform to the IETF COPS framework as a requirement and guideline for Stage 3 work. 

The COPS protocol allows both push and pull operations. For the purpose of the initial authorisation  of QoS resources the pull operation shall be used. Subsequently the interactions between the PCF and the GGSN may use either pull or push operations.

Policy decisions may be stored by the COPS client in a local policy decision point allowing the GGSN to make admission control decisions without requiring additional interaction with the PCF.  
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� This packet classifier should not be confused with the Traffic Flow Template (TFT), which serves a different purpose from the gate.
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