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The S2 Plenary meeting of March 2nd 2001 has agreed to a service control architecture that proposes a new service control protocol, SIP+, for the interface between the S-CSCF and various value added service (VAS) platforms. The S2 “Service Control Architecture” Drafting Group meeting on 5-6 April 2001 and 2-3 May 2001 discussed several documents on the issue without reaching an agreement. Incorporating the points of contributions supporting a SIP based protocol for the SIP+ interface, this contribution proposes that the SIP protocol with certain modifications and extensions be used for the SIP+ service control interface. Furthermore, the contribution proposes that the task and the decision for further specifying the protocol modifications and extensions be moved to the CN groups.
1. Introduction

The S2 Service Control Architecture Drafting Group meeting on 6-7 April 2001 in Sophia Antipolis has agreed to a revised service provisioning functional architecture shown in Figure 1 and the following revise notes characterising the common SIP+ service control interface:
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Figure 1.  Functional architecture for the provision of service in the IMS

· Besides the Cx interface the S-CSCF supports only one standardised protocol for service control purposes: SIP+

· Guidelines for SIP+ are needed; SIP+ is based on the SIP protocol information with necessary enhancements to allow for service control; controversial enhancements should be avoided.

· Scope of the SIP Application Server: the SIP Application Server may host and execute services. It is intended to allow the SIP Application Server to influence and impact the SIP session on behalf of the services and it uses SIP+ to communicate with the S-CSCF. Further details are needed.

· The S-CSCF shall decide if a SIP session request is subject to inform a service. The decision at the S-CSCF is based on (filter) information received from the HSS (or other sources, e.g. application servers). This filter information is stored and conveyed on a per application server basis for each subscriber.  The name(s)/address(es) information of the application server(s) are received from the HSS.

Editors Note: The details of the “filter” information have to be further identified.

This document discusses some of the aforementioned issues related to the SIP+ interface, analyses the requirements for the protocol in question, and concludes the suitability of SIP protocol for this interface.

Motivation

There seems to exist several compelling reasons and strong motives for proposing the use of SIP as the basis for the service control interface between the Application Server and the S-CSCF as listed below:

1. Reuse of SIP Functionality: As already stated in the SIP RFC 2543-bis (and other Internet-Drafts), the SIP protocol provides functionality (e.g. message routing, session control, authentication, etc.) to implement and interface to Supplementary and Intelligent Network like services. 

2. Reducing Standardization Effort: Making use of the SIP existing mechanisms will reduce the overall standardization effort for the S-CSCF service control interface. Otherwise it would be necessary to re-define much of this functionality as part of a new protocol.

3. Forward Compatibility: Even if new extensions (e.g. new methods, headers, status codes, etc.) are defined for the IMS network signalling in the future, these extensions will immediately be accessible to the Application Server. 

4. Readily Available Access to SIP Network Signalling: With SIP as the basis for the service control interface, the Application Server will get access to all the capabilities of the SIP network signalling.

Proposal

In support of the above motivations and concluding on the requirements presented in companion discussion documents, it is proposed that S2 agree to the following statements on the service control protocol for the SIP+ interface: 

1. Adopt SIP as the single base protocol for the SIP+ interface between the Serving-CSCF and the SIP AS, IM SSF and OSA SCS, i.e. S-CSCF is only required to support SIP protocol on the SIP+ interface. 
2. Further exploration of the interface requirements towards Stage 3 specifications and the decision to handle the new and additional protocol requirements should be left to the CN groups, and shall be performed according to IETF guidelines for SIP protocol extensions. According to the guidelines, the additional extensions do not have to be necessarily standardized in IETF.
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* Contact: Moh Torabi (torabi@lucent.com)





[image: image2.wmf]S-CSCF

S-CSCF

SIP Application

Server

SIP Application

Server

HSS

HSS

OSA service

capability server

(SCS)

OSA service

capability server

(SCS)

IM-SSF

IM-SSF

Camel Service

Environment

Camel Service

Environment

OSA

application

server

OSA

application

server

SIP+

Cx

SIP+

SIP+

CAP

MAP

OSA API

SCIM

AS

AS

Sh

_1049520207.doc


S-CSCF







S-CSCF







SIP Application







Server







SIP Application







Server







HSS







HSS







OSA service







capability server







(SCS)







OSA service







capability server







(SCS)







IM-SSF







IM-SSF







Camel Service







Environment







Camel Service







Environment







OSA







application







server







OSA







application







server







SIP+







Cx







SIP+







SIP+







CAP







MAP







OSA API







SCIM







AS







AS







Sh












