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1. Introduction

At the first SA2 Service Architecture drafting meeting in Sophia Antipolis Motorola presented S2-010904 which proposed some wording to section 4.2.4. Comments were received regarding points concerning third part secure access for service control using OSA and Motorola agreed to return with a CR with proposed wording. The attached CR proposes a new point with wording based on the comments received during the discussion. This CR was also agreed at the second SA2 Service Architecture drafting meeting Sophia Antipolis as S2-011128 but has been modified here to include the CR number.

2. Proposal

That the CR be agreed for modification against TS 23..228 section 4.2.4 and that the Combined CR against TS 23.228 section 4.2 be updated accordingly.
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4.2.4
CSCF to service platform Interface

An Application Server (AS) offering value added IM services resides either in the user's home network or in a third party location. The third party could be a network or simply a stand-alone AS.

The CSCF to AS interface is used to provide services residing in an AS. Two cases were identified:

-  Serving-CSCF to an AS in Home Network.

-  Serving-CSCF to an AS in External Network (e.g., Third Party or Visited)

Regarding the general provision of services in the IMS, the following statements shall guide the further development. 

1. Besides the Cx interface the S-CSCF supports only one standardised protocol for service control purposes, SIP+.

2. SIP+ is based on the SIP protocol information with necessary enhancements to allow for service control; controversial enhancements should be avoided.

3. The depicted functional architecture does not propose a specific physical implementation.

4. Scope of the SIP Application Server: the SIP Application Server may host and execute services. It is intended to allow the SIP Application Server to influence and impact the SIP session on behalf of the services and it uses SIP+ to communicate with the S-CSCF. 
5.  The S-CSCF shall decide if a SIP session request is subject to inform a service. The decision at the S-CSCF is based on (filter) information received from the HSS (or other sources, e.g. application servers). To identify the service to be informed is based on information received from the HSS.

6. The purpose of the IM SSF is to translate SIP+ to CAP and to hold the needed functions to do that.

7. The IM SSF and the CAP interface support legacy services only. 

8. The S-CSCF does not provide authentication and security functionality for secure direct third party access to the IM subsystem. The OSA framework provides a standardized way for third party secure access to the IM subsystem. 

The figure below depicts an overall view of how services can be provided.


[image: image1.wmf]SIP Application

Server

CAMEL Service

Environment

SIP+

OSA API

Cx

IM SSF

SIP+

OSA

Application

Server

S-CSCF

OSA Service

Capability Server

(SCS)

HSS

SIP+

CAP

MAP


Figure 4.3: Functional architecture for the provision of service in the IMS
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