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1 Introduction

During the ongoing debate on the provisioning of multimedia services it is necessary to establish a direction for SIP+.  This contribution, as a repeat of S2-011017, proposes a discusses a basic structure for the “SIP+” protocol to assist with the understanding of this debate.

There is not a firm proposal included with this discussion as it is considered as a stage 3 discussion.

2 Discussion

This “SIP+” protocol is a service control protocol allowing application servers connected over the multimedia service control interface to provide value to the control of a session.  The SIP+ protocol contains the following aspects:

· Transport protocol (a number of options, f or example, HTTP+XML, CORBA-IIOP, SIP).

· Service control aspects.  The role of the service control aspects is to instruct the S-CSCF in the continuation of the session accessing the serving the service enablers.  

· Data – which may include the SIP protocol information.

This is illustrated with the figure below.
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Figure 1 Encapsulating approach for SIP+

The approach shown in figure 1 is similar to some of the concepts included within “draft-rosenberg-sip-app-components-01.txt” and  has the advantage of allowing SIP+ to meet stage2 requirements when matured, and allow session control protocol and the service control protocol to evolve independently without restricting the data available to the applications.

This approach has the following advantages:

· Provides clear separation of the service control from the session control

· Allows the evolving capabilities of SIP to be available to the services via the SIP protocol information

· Allows the choice of an appropriate “encapsulation method” which can ease implementation issues by employing an existing protocol which was designed to transport information

· Ensures that the semantics of SIP are not changed, eliminating the need for creating variants of SIP stacks.

· The application server can use only the RPC part; or the RPC part and the “data”;

· All of the information available to the S-CSCF is made available to the application server

· The RPC part allows for the introduction of semantics which are either not supported in SIP, or not intended to be supported in SIP.

The decision of the transport protocol and service aspects are viewed as stage 3 work, and appropriate for the CN groups to make informed decisions.  S2 can add value by maturing the stage 2 work.
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