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1 Introduction

This contribution describes how portability of Public User Identifications can be handled in the IMS.

This contribution relates to chapter 5.8 “ Procedures related to routing information interrogation“ of TS 23.228 V5.0.0. 

2 Discussion

Using SLF as Number Portability Server:
Until now the SLF is defined as a database which is queried to get the address of the HSS where the user data reside.

In case the SLF also contains a Public User Identification portability database, it can also deliver the information that the HSS where the user data of the subscriber are stored is not anymore inside of the own network but in a different network. 

For all further Discussion Issues the SLF as a Number Portability Server should be taken as a working assumption.

Definition of Public User Identification Portability:

Public User Identification portability means that a user can change the Network Operator without changing any of her/his Public User Identifications. 

Remark: It is assumed that the Private User Identification is changed in case of Public User Identification Portability.

Portability scenarios from and to the IMS domain need to be considered. The IMS Number Portability approach should be defined in a way that it is independent from/to which domain and network operator the subscriber is ported.

Number Portability in GSM and UMTS CS:

Furthermore the IMS Number Portability approach should be compatible with the GSM and UMTS CS Number Portability approach.

In GSM and UMTS CS two different approaches do exist for Number Portability: 


· Call Related Method:
Query of a Number Portability database to get information about the ported subscribers new network / HLR. (The Number Portability database query can be IN or MAP based) 


· Non Call Related Method (e.g. for SMS or CCBS):
Relay of SCCP messages (e.g. MAP_SEND_ROUTING_INFORMATION) to the ported subscribers new HLR.
 

For details about UMTS CS Number Portability please refer to 23.066.

This contribution proposes to use a Public User Identification portability mechanism in the IMS which is based on the same principle (however not based on the same protocols) as the call related method used in GSM / UMTS CS Number Portability mechanism. (The principle is the query of a database to get information about the ported subscribers new network / HSS.)

Public User Identification Portability principle in IMS:

Definition:

Donor network:
The “Owner” of the Public User Identification domain and the network  
from where the user is ported out.

Recipient network:
The network where the user is ported in.

Call to a IMS user who is ported from one IMS network operator to another IMS network operator.
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1. S-CSCF_MO performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs and routes the INVITE message to the I-CSCF_MT 

2. I-CSCF_MT (at the border of the terminating subscriber’s network) queries the SLF  to determine if the called subscriber has a subscription within the donor network or if the called subscriber was ported to another network. Therefore the DX_SLF_QUERY is sent to the SLF. 

3. The SLF looks up it’s database for the Public User Identification received within the DX_SLF_QUERY message.

4. The SLF returns the Network Domain Name of the Recipient Network for the called subscriber sending DX_SLF_QUERY_RESPONSE.

5. The I-CSCF_MT redirects the INVITE message via the S-CSCF_MO to the recipient network.

6. The S-CSCF_MO sends the INVITE message to the I_CSCF_MT of the recipient network.

7. The I-CSCF_MT of the recipient network now has to query the SLF for the location of the subscriber’s data. 

8. The SLF looks up its  database for the queried subscriber identity.

9. The SLF answers with the HSS name in which the subscriber’s data can be found. 

10. The I-CSCF_MT of the recipient network can proceed by querying the appropriate HSS.

Please note that one single response message on the Dx Interface shall be used for both functionalities:

· HSS Discovery:  Dx Query response containing the Recipient Network Domain name 

· Number Portability: Dx  Query response containing the HSS address. 

According to the content of the parameter included in the  Dx Query response the I-CSCF has to take different actions:

· In case of  HSS Discovery the corresponding HSS has to be contacted

· In case of Number Portability the S-CSCF_MO has to be contacted

Therefore the parameters have to be distinguished using an indicator (e.g. flag) 

Registration of a ported IMS user with a Public User Identification:

Registration flows are not affected by Public User Identification Portability because an IMS user gets a new Private User Identification from the recipient network operator.

As mentioned in 23.228-500 chapter 4.3.3.1 the Private User Identity shall be contained in all Registration requests passed from the UE to the home network.

Call to a IMS user who is ported from UMTS CS or GSM to an IMS network operator.

As an option a SLF  query for NP purpose can already be done in the Originating Network and not only in the terminating Donor Network as described in the case above. 
The option to query the SLF already in the Originating Network is especially favorable if the Donor Network of the called Public User ID is within the CS domain because in this case a query of the SLF in the Originating Network can avoid to seize a traffic channel via MGCF/MGW to the CS domain and from the CS domain back to the IMS if the subscriber was ported to the IMS.
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1. The SIP INVITE request is sent from the UE via the P-CSCF and received by the S-CSCF_MO (Serving CSCF of the calling  subscriber)

2. S-CSCF_MO performs an analysis of the destination address, and determines that the network operator to whom the subscriber belongs to is outside the IMS. However because of number portability the S-CSCF_MO first queries the SLF to check if the subscriber was ported to IMS. This NP query avoids to seize a traffic channel via MGCF/MGW to a 2G/3G CS network and from the 2G/3G CS network back to the IMS if the subscriber was ported to the IMS. 

3. The SLF looks up it’s database for the Public User Identification received within the NP_QUERY message.

4. The SLF returns the Network Domain Name of the Recipient Network for the called subscriber.

5. The S-CSCF_MO sends the INVITE message to the I_CSCF_MT of the recipient network.

6. The I-CSCF_MT of the recipient network now has to query for the location of the subscriber’s data. 

7. The SLF looks up its  database for the queried subscriber identity.

8. The SLF answers with the HSS name in which the subscriber’s data can be found.

9. The I-CSCF_MT of the recipient network can proceed by querying the appropriate HSS. 

Please note that in this scenario the S-CSCF_MO has to query the SLF for each INVITE request if the NP should be supported..

Maintenance of the Number Portability Database:

Several countries offer a national-wide offline number portability database which includes all ported subscribers between all networks inside the country. The network operators do have the possibility to download all required data to their number portability servers. Please note that this national-wide offline number portability access is needed, when the NP server query is accomplished in the Originating Network.

It is a matter of national agreements if network operator A has also access to portability data between operator B and operator C. 

If network operator A has access to portability data between operator B and C a more optimized routing especially for portability scenarios between 2nd generation circuit switched systems and the IMS is possible. (See portability message flow above: “Call to an IMS user who is ported from UMTS CS or GSM to an IMS network operator”).

It is a matter of the network operator to use the IMS NP-server also for CS initiated number portability queries. This is possible if the NP-server supports the #7 (INAP, MAP) based queries defined for UMTS CS and GSM as well.

3 Proposal


It is proposed that SA2 agrees to the Public User Identification Portability mechanism proposed above and to use the SLF as NP-Server. 

Therefore the following three subchapters should be added to chapter 5.8 “ Procedures related to routing information interrogation“ of TS 23.228 V5.0.0. A companion CR (S2-011309) is prepared to perform the required modifications.

5.8
  Procedures related to routing information interrogation

5.8.4. Call to a IMS user who is ported from one IMS network operator to another IMS network operator.
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1. S-CSCF_MO performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs. 

2. I-CSCF_MT (at the border of the terminating subscriber’s network) queries the SLF to determine if the called subscriber has a subscription within the donor network or if the called subscriber was ported to another network. 

3. The SLF looks up it’s database for the Public User Identification received within the DX_SLF_QUERY message.

4. The SLF returns the Network Domain Name of the Recipient Network for the called subscriber.

5. The I-CSCF_MT redirects the INVITE message via the S-CSCF_MO to the recipient network.

6. The S-CSCF_MO sends the INVITE message to the I_CSCF_MT of the recipient network.
7. The I-CSCF_MT of the recipient network now has to query the SLF for the location of the subscriber’s data. (Because of network hiding the NP Server in the donor network can not deliver the HSS name of the ported subcribers HSS in the recipient network but just the network name of the recipient network.  Therefore the additional SLF lookup is necessary.)

8. The SLF looks up its  database for the queried subscriber identity.

9. The SLF answers with the HSS name in which the subscriber’s data can be found. 

10. The I-CSCF_MT of the recipient network can proceed by querying the appropriate HSS.

5.8.5 Registration of a ported IMS user with a Public User Identification:

Registration flows are not affected by Public User Identification Portability because an IMS user gets a new Private User Identification from the recipient network operator.

As mentioned in 23.228-500 chapter 4.3.3.1 the Private User Identity shall be contained in all Registration requests passed from the UE to the home network.

5.8.6. Call to a IMS user who is ported from UMTS CS or GSM to an IMS network operator.


As an option a SLF query can already be done in the Originating Network and not only in the terminating Donor Network as described in the case above. 
The option to query the SLF for Public User Identification Portability already in the Originating Network is especially favorable if the Donor Network of the called Public User ID is within the CS domain because in this case a query of the NP Server in the Originating Network can avoid to seize a traffic channel via MGCF/MGW to the CS domain and from the CS domain back to the IMS if the subscriber was ported to the IMS.
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1. The SIP INVITE request is sent from the UE via the P-CSCF and received by the S-CSCF_MO (Serving CSCF of the calling  subscriber)

2. S-CSCF_MO performs an analysis of the destination address, and determines that the network operator to whom the subscriber belongs to is outside the IMS. However because of number portability the S-CSCF_MO first queries the SLF to check if the subscriber was ported to IMS. This NP query avoids to seize a traffic channel via MGCF/MGW to a 2G network and from the 2G network back to the IMS if the subscriber was ported to the IMS. 

3. The SLF looks up it’s database for the Public User Identification received within the NP_QUERY message.

4. The SLF returns the Network Domain Name of the Recipient Network for the called subscriber.
5. The S-CSCF_MO sends the INVITE message to the I_CSCF_MT of the recipient network.
6. The I-CSCF_MT of the recipient network now has to query for the location of the subscriber’s data . (Because of network hiding the NP Server in the donor network can not deliver the HSS name of the ported subcribers HSS in the recipient network but just the network name of the recipient network.  Therefore the additional SLF lookup is necessary.)

7. The SLF looks up its  database for the queried subscriber identity.

8. The SLF answers with the HSS name in which the subscriber’s data can be found.
9. The I-CSCF_MT of the recipient network can proceed by querying the appropriate HSS. 
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