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1 Introduction

The need for a SIP/SDP compression mechanism has been identified for Release 5 (see Tdoc 650). Further, some high-level call flows have been put together (see Tdoc 651). One question that results from these studies is where will the  SIP/SDP compressor/decompressor be located? These documents were submitted to the last SA2 meeting but not treated due to the lack of time. Further, SIP/SDP compression was also discussed at the recent joint SA2-GERAN-RAN3 meeting and some similar questions were raised by a Nokia document (GAHW-010123).
This paper presents a table comparing the two possible options (i.e., compressor/decompressor located in the UTRAN/GERAN or P-CSCF), in order for a decision to be made. While not all issues may be solved by either of the two options at this stage, it is important to decide which solution to chose in order for these issues to be resolved in time for Release 5 standardization.
2 Comparison table

	
	Option 1: Compression in Access Network (UTRAN/GERAN) at PDCP layer
	Option 2: Compression in Core Network (P-CSCF) at application layer

	1. Robustness/efficiency over air interface


	Yes.

Could operate in RLC-AM mode. This could be piggy-backed with ROHC UDP/IP header compression signalling at PDCP layer if context repair/feedback, etc., between UE and RNC, is required.
	Yes.

Could operate in RLC-AM mode. Specific signalling for context repair/feedback, etc. to/from UE and P-CSCF is required. A layer between SIP and the transport layer needs to be created to provide this signalling. 

	2. Compression of other text based messages (e.g., RTSP and HTTP)
	Yes.

Could sniff TCP or UDP port (e.g., SIP=5060, HTTP=80, etc.).

Protocols like DHCP, DNS and RSVP can however not benefit from the compression mechanism.
	No.

	3. Unique compression location
	Yes: centralized in the RNC hosting the UE.
	Yes: centralized in the P-CSCF hosting the UE.

	4. Compatibility with IPsec


	No.

SIP/SDP compression takes place at PDCP layer; therefore, encryption cannot occur at a higher layer (i.e., network or IP layer as with IPsec).  


	Yes.

However, if ROHC header compression is used, only ROHC ESP header compression profile can be implemented because PDCP layer cannot decompress something that has been encrypted at a higher layer (i.e., network layer or IP layer as with IPsec).

	5.  Enabling separate evolution of IM & access networks (both from products and standards groups perspective)
	No.
	Yes.


3 Conclusion

SA2 needs to review the comparison table and agree on where the SIP/SDP compressor/decompressor will be located (i.e., UTRAN/GERAN or P-CSCF).

Option 1 has the advantage that it can re-use some of the ROHC UDP/IP header compression mechanisms (signalling for context repair/feedback, etc). The disadvantage is that a solution to the encryption problem needs to be determined.

Option 2 has the advantage of placing the SIP/SDP compressor/decompressor in the entities that are aware of the application (UE and P-CSCF). If the SIP/SDP compressor/decompressor is placed in the P-CSCF, then there is no encryption issue (ROHC ESP compression is used between the UE and RNC). For this solution, a mechanism for context repair/feedback, etc. signalling needs to be defined.

Option 2 provides a solution that is access independent which is required by stage 1 22.228. Note, this doesn’t mean that the access network doesn’t need to provide any service, rather this means that the same compression mechanism could be re-used with different access networks than 3GPP specific ones. This also relies on the SIP compression protocol being an IETF standardised mechanism, rather than a 3GPP specific layer.

Based on this analysis, it is proposed to make the decision that the SIP compression be done between the UE and the P-CSCF, and to progress the work based on this assumption.







