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Introduction

This contribution outlines the benefits of dynamically allocated IP address NRCA 
 and identifies those areas where its use for non always-on case is preferable to any other solution.  

The use of SMS to request the terminal to establish the PDP context for the PUSH service bearer is generally viewed as an adequate short term solution.  However the use of SMS in the long term is not seen as a viable alternative, because SMS is likely to be superseded by future  internet based delivery mechanisms (MMS, e-mail, internet chat etc..).

NRCA is more future proof and will be fulfilling a wide range of service requirements, it is seen as a more appropriate method for establishing the PUSH service bearer. 

It should be recognised that standards should evolve to meet the demands of emerging services. The Contributors see it as necessary to standardise this alternative mechanism for establishing the PUSH services bearer.

Since there are Companies who are prepared to undertake this standardisation work, the Contributors request that SA2 endorses and initiates this activity.

Details

Dynamic NRCA’s architecture is shown hereafter (For further detail, please refer to TR23.974):

[image: image1.wmf] 

Operator

 

Specific

 

PDN

 

Firewall

 

External

 

IP Network

 

AR

 

GGSN

 

NA

 

Packet

 

Domain

 

Network

 

UE

 

Gi

 

AS

 

Operator

 

Specific

 

PDN

 

  PUSH Proxy:

 

  

WAP PPG etc..

 

Firewall

 

Ex

ternal

 

IP Network

 

HLR

 

GGSN

 

NA

 

Packet

 

Domain

 

Network

 

Gi

 

AS

 


Dynamic NRCA is future proof, because it is based on the GPRS infrastructure, Dynamic NRCA does not rely on the use of network infrastructure (e.g. SMSC) that was not designed for signalling transport. 

· Dynamic NRCA is suitable for Operators without a GSM infrastructure and allows them to deploy PUSH services without an SMS infrastructure. 

· Dynamic NRCA relies on GPRS non always on implementation 
· Dynamic NRCA does not extend SMSC’s life unnecessarily.

Dynamic NRCA is a natural enhancement of Static address NRCA,

Dynamic NRCA’s User agent can be based on Standard IP application,

Unlike SMS PUSH, Dynamic NRCA PDP context initiation can only be performed by the PUSH Proxy, thus providing increased security against unauthorised initiation of PDP context.

Dynamic NRCA will have applications extending beyond push services e.g. can be used as a trigger mechanism for activating WAP 2.0 PUSH services or for initiating sessions to terminals that do not have a PDP context established.

Dynamic NRCA is well adapted for M2M 
 traffic characterised by a high number of terminals and occasional access, where a network entity controls the initiation of data communication. 

Dynamic NRCA can use a variety of identifiers to identify the mobile Users or terminals thus avoiding the allocation of scarce E.164 numbers (as in the SMS trigger case) to a multitude of machine terminals, e.g. gas and other utility meters, vending machines, wireless terminals.

Dynamic NRCA does not rely on the deployment of IPv6 to accommodate very large number of subscribers, as it fully benefits from dynamic IP address allocation mechanisms. 

IPv4 is expected to remain in use for many more years.  

Detailed analysis by NTT DoCoMo have exhibited faster response time than other implementable PUSH solutions (e.g. SMS).  This is especially valid when PUSH service is used in initiating interactive Chat or location dependent services when there is rapid user movement.

Summary

It should be recognised that new standards are enablers for emerging services.   The addition of Dynamic address NRCA to the standards can be viewed as a future proof and effective solution suitable for supporting a broad range of service requirements.

Since there are Companies who are prepared to undertake this standardisation work, the Contributors request that SA2 endorses and initiates this activity.
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