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1 Introduction

It was identified in 23.228 that P-CSCF performs the function of bearer resource authorization and QoS management. However, it also pointed out that the details of the P-CSCF role in QoS management and authorization of bearer resources for the session are left for QoS ad-hoc group.

This contribution proposes a separate subsection in TS23.207 for functional descriptions of P-CSCF’s roles in QoS authorization.

2 Discussion

The P-CSCF is the first contact point within the IM CN subsystem. It behaves like SIP Proxy (as defined in RFC2543 or subsequent versions), i.e., it accepts requests and services them internally or forwards them on, possibly after translation. The detailed functions for P-CSCF are described in 23.228. We will concentrate on P-CSCF’s role on QoS authorization in this contribution.

As agreed in S2 Gothenburg meeting, the Policy Control Function (PCF) is a logical entity of the P-CSCF. If the PCF is implemented in a separate physical node, the interface between the PCF and P-CSCF is not standardized.

Service-based local policy control or per session based policy control is needed for preventing theft of service. In order to do per session based policy control, a binding mechanism is needed to bind the SIP session with the RSVP session at IP layer or the PDP context at UMTS layer. The authorization token based on the IETF SIP Extensions for Media Authorization can be used for this purpose. The authorization token is generated by the P-CSCF and sent to the UE during SIP session setup process. The UE shall include the token at subsequent QoS resource request, both at the IP level via RSVP and at the UMTS level via PDP context activation/modification request.

The P-CSCF (PCF) is responsible for authorizing QoS resources for the IP flows according to service-based local policy. The authorization shall be expressed in terms of the IP resources to be authorized. The authorization shall include resource limits expressed, for example, as an Intserv flowspec for IP packet flows as determined by a packet classifier. When an IMS session terminates, the P-CSCF (PCF) shall revoke the resources authorization for the session. In cases when the UE cannot perform this release itself (i.e., loss of signal from the mobile), the P-CSCF (PCF) shall provide indication to the GGSN that the previous authorization has been revoked.

The P-CSCF shall also provide final decisions on enabling and disenabling the allocated QoS resources for the authorized media stream.

After the multimedia session is established, it is possible for either endpoint to change the set of media flows or codec for a media flow. The P-CSCF (PCF) shall be able to decide if new QoS authorization is needed due to the media or codec change.

3 Proposal

It is proposed that following section to be added in TS23.207.

Proposed addition to TS23.207
5.x.x
P-CSCF/PCF

The Policy Control Function (PCF) is a logical entity of the P-CSCF. If the PCF is implemented in a separate physical node, the interface between the PCF and P-CSCF is not standardized.

The QoS authorization functions performed by the P-CSCF (PCF) are:

Binding Mechanism Handling

· Generate an authorization token for each SIP session and send the authorization token to the UE in the SIP message. The authorization token may contain information that identifies the P-CSCF (PCF) that generated the token. The authorization token shall be unique across all PDP contexts associated with an APN. The authorization token conforms to the IETF specification on SIP Extensions for Media Authorization.

· The PCF shall generate a new authorization token when a new authorization is required.

Service-based Local Policy Decision Point


· Authorize QoS resources (bandwidth, etc.) for the session. The P-CSCF (PCF) shall use the SDP contained in the SIP signaling message to calculate the proper authorization. The authorization shall be expressed in terms of the IP resources to be authorized. The authorization shall include limits on IP packet flows and restrictions on IP destination address and port.


· The P-CSCF (PCF) shall be able to decide if new QoS authorization (bandwidth, etc.) is needed due to the mid-call media or codec change. A new authorization shall be required when the resources requested by the UE for a flow exceeds previous authorization, or a new flow is added, or when elements of the packet classifier(s) for authorized flows change. 


· The PCF functions as a Policy Decision Point for the service-based local policy control.


· The PCF shall exchange the authorization information with the GGSN via the Go interface.


· The P-CSCF (PCF) provides final decisions on enabling and disabling the allocated QoS resources for the authorized media stream. The decision shall be transferred from the PCF to the GGSN.


· At IP multimedia session release, the P-CSCF (PCF) shall revoke the resources authorization for the session. In cases when the UE cannot perform this release itself (i.e., loss of signal from the mobile), the P-CSCF (PCF) shall provide indication to the GGSN that the previously authorized resource has been revoked.






















