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1 Introduction

There are a number of Editor’s Notes in the current draft of TS 23.228 that identify various procedures as “For Further Study.”  Also there are a number of sections in Annex B that list “Open Issues.”  This contribution attempts to deal with many of them.

2 Proposal

If is proposed that the following items, identified as “For Further Study” are designated as “Not to be standardized in Release 5.”

· The ability of the U plane and the C Plane for a single session being able to pass through different GGSNs is not allowed in Release 5. (Section 4.3.1)

· Capabilities of individual S-CSCFs in the selected network is obtained by the D2 decision-making entity by methods not standardized in Release 5. (Section 5.2.2.1)

· Topological (i.e. P-CSCF) information of where the subscriber is located is obtained by the D2 decision-making entity by methods not standardized in Release 5. (Section 5.2.2.1)

· Topological information of where the S-CSCF is located is obtained by the D2 decision-making entity by methods not standardized in Release 5. (Section 5.2.2.1)

· Availability of S-CSCFs  is obtained by the D2 decision-making entity by methods not standardized in Release 5. (Section 5.2.2.1)

· A serving CSCF is assigned at registration, this does not preclude additional serving CSCFs or change of CSCF at a later date.  Procedures for use of additional CSCFs are not standardized in Release 5. (Section 5.3.2.1)

· Procedures for establishment of an Anonymous bearer path are not standardized in Release 5. (Section 5.12.2.2)

· Procedures for choice of the optimal Media Gateway are not standardized in Release 5. (Step #7 of Section B.8.1, and remove Section B.8.3; similarly B.9.3, B.10.3, and B.11.3)

3 Other Resolved Editor’s Notes in TS 23.228

3.1 Section 5.2.2.1

Decision “D1” is performed in the HSS of the home network.  The following information is needed in the selection of home control versus visited network control:

1.    The network capabilities of the visited network for roamers.
This information is obtained from the visited network in the registration request (as per section 5.3.2)

2.    Operator preference on a per-user bases
This information is stored in the HSS

3.    Subscriber service requirements
This information is stored in the HSS.

4.    Identification of the visited network
This information is provided by the visited network in the registration request.

5.    Operator policies related to the particular visited network identified above.  

Editor's Note: This is for further study.

Items 1-4 identify the source of the information, and should be considered closed.  Item 5, Operator policies, possibly should escape standardization entirely, but certainly not be standardized in Release 5.

3.2 Section 5.3.2.3.

In the case where the functional element is prefixed by a “h” it indicates that the functional element is located in the home network.  In the case where the functional element is prefixed by a “v” it indicates that the functional element is located in the visited network.  In the case where there isn’t a prefix to the functional element the functional element could be in either the visited network, the home network. 

Editor's Note: The preceding paragraph explaining the use of "h" and "v" prefixes should be moved to Annex A for the information flow template.

None of the information flow diagrams use the “h” or “v” prefix, so their use does not need to be documented in the template.  Paragraph and Editor’s Note should be deleted.

3.3 Section 5.3.2.3

Editors Note: For the case whether the S-CSCF is in the visited network, and the visited network has chosen not to reveal the names/addresses of the S-CSCFs, the mechanism for further terminating session establishments to route to the S-CSCF from the I-CSCF is FFS.

The solution to this problem is shown in the information flows, by the use of an I-CSCF in the visited network assigning the S-CSCF in the visited network.  Editor’s Note should be deleted.

3.4 Section 5.7, 5.7.1, 5.8, 5.8.1, and 5.8.2 

Editor’s note: The mechanism by which P-CSCF retains the next-hop address is for further study.  The mechanism by which I-CSCF retains the next-hop address in procedure MO#1 is also for further study.  (Various wordings of this Editor’s Note appear in the different sections).

This is being decided by CN1.  No further specification by SA2 is required.  Editor’s Note should be deleted.

4 Reserved sections for Open Issues that should be deleted.

These sections for Open Issues are empty, or contain just the text “None Identified”.  The sections should be deleted.

· B.2.3

· B.3.3

· B.4.3

· B.5.3

· B.6.3

· B.7.3

5 Open items remaining in TS 23.228

References (Section 2)

[Editor’s note: Chapter to be completed]

Definitions (Section 3.1)

Editor's Note: Additional definitions TBD.

Relationship to CS and PS Domains (Section 4.1)

Editor's Note: This section should provide a discussion on the relationship of the IM Subsystem to other parts of the R00 system (e.g., dependency on PS Domain, roaming to CS Domain, etc.).

External Service Platform Interface (Section 4.2.3.1.1)

Editor's Note: the types of protocols to be used on the interfaces between the Serving CSCF and the different service platforms in these different scenarios are FFS.

External Service Platform Interface (Section 4.2.3.1.2)

Editor's Note: the types of protocols to be used on the interfaces between the Serving CSCF and the different service platforms in these different scenarios are FFS.

CSCF to Service Platform Interface (Section 4.2.4)

Editor's Note: The choice for standardisation of interfaces is FFS.

Functions of Proxy-CSCF (Section 4.6.1)

Editor’s Note: The following functions require further study:

-
Authorization of bearer resources and QoS management. Details of the P-CSCF role in QoS management and authorization of bearer resources for the session are being investigated by the QoS ad-hoc group.

-
Security issues. 

-
Call monitoring and logging for roaming subscriber for e.g. billing verification, etc.

Functions of Interrogating CSCF (Section 4.6.2)

Editor’s Note: Additional functions related to inter-operator security are for further study.

Functions of Serving CSCF (Section 4.6.3)

Editor’s Note: The following functions are for further study:

-
Call monitoring and logging for e.g. billing, etc. 

-
Security issues 

Network Interworking Procedures (Section 5.1 empty)

Interworking with PSTN (Section 5.1.1 empty)

Interworking with Internet (Section 5.1.2 empty)

The Cx reference point shall support the transfer of CSCF-UE security parameters from HSS to CSCF. (Section 5.2.2.1)

Editor's Note: unless SA3 defines a different method to support a secure association between UE and CSCF. 

Registration flows (Section 5.3.2.3)

Editor's Note: In the following information flows, further work is required to identify the information elements related to credentials and possible additional processes require for authentication of the user and the messages.

Re-registration information flows (Section 5.3.2.7)

Editor's Note: the definition of the timers requires further study, however it is noted that the timers in the Ue are shorter than the registration related timers in the network.

Open Call Flow Issues (Section B.1.1) will be dealt with in a separate contribution.

Call Flow Example (Section B.8.1, B.9.1, B.10.1, B.11.1)

. Editor’s Note:  Additional QoS interactions to handle one-way media at this point (e.g. for PSTN ringback and announcements) is for further study.

Network-initiated Session Termination (Section C.2.3)

2.
The GPRS subsystem may send a release indication to the P-CSCF for the disconnected mobile. The P-CSCF might also note the release due to a SIP Session Timeout. 

Editor's Note: Which mechanism is used to report or detect release in this case is FFS.

Codec Negotiation (Annex C.3)



Editor’s note:  If transcoding is to be supported, these procedures need to be adjusted.

Caller-ID Procedures (Annex E)

Editor's Note: The material in this Annex relating to Authentication Procedures needs to be reviewed with S3. A presentation is to be made at their first meeting following the November Makuhari meeting of S2.

