1

3GPP TSG-SA2 #16

Los Angeles, CA, USA, 22-26 January 2001
S2-010116


Source:

BT
Subject: 
Changes in the De-registration


Purpose: 
Revision to 23.228 v1.5.0

Agenda item: R5 Issues - De-registration Procedures
1. Introduction

This document builds upon the work to date discussing Application Level De-registration Procedures, suggesting changes that could simplify the information flows.

2. Technical discussion

In the description of the De-registration Procedures (subclause 5.4 of the TS 23.228 V1.5.0) the information flows could be simplified. The basis for this is the fact that the PCSCF holds (can hold) after registration the name of the S-CSCF. As it is quoted in subclauses 

4.6.1

“The functions performed by the P-CSCF are: …

-
Forward SIP messages received from the UE to the SIP server (e.g. S-CSCF) whose name the P-CSCF has received as a result of the registration procedure…”
5.7.1

“When registration is complete, P-CSCF knows the name/address of the next hop in the signalling path toward the serving-CSCF, either I-CSCF (if the home network wanted to hide their internal configuration) or S-CSCF (if there was no desire to hide the network configuration).  I-CSCF, if it exists in the signalling path, knows the name/address of S-CSCF. The mechanism by which the P-CSCF identifies the I-CSCF and the mechanism by which the I-CSCF identifies the S-CSCF is FFS.”

5.7.2 and 5.7.3

“When registration is complete, P-CSCF knows the name/address of S-CSCF”
Based on the above, the information flows in subclause 5.4 could change so that the P-CSCF could directly contact the S-CSCF in order to issue a “clear S-CSCF name” to the HSS, or it can contact the ICSCF as the entry point from the visited network. If the home network wanted to hide their internal configuration the name/address of the I-CSCF in the home network that was provided during the registration can be used, the I-CSCF forwards on the Registration through this I-CSCF to the S-CSCF.. Therefore steps 2 to 4 from subclause 5.4.1.1, step 1 from 5.4.1.2 and step 1 from 5.4.1.3 could be omitted and substituted by a single flow from the P-CSCF to the S-CSCF. Particularly regarding visited control, there is no benefit in going back to the home network to retrieve information that is already stored in the visited network. A point of debate could be the following: if step 4 from subclause 5.4.1.1 is omitted and the HSS is not the logical entity to check if the Subscriber is currently registered then who is going to do this check. The answer is that the P-CSCF would not have the S-CSCF address for a given user if the user was not registered (it is mentioned in the de-registration flows that on completion all registration information on the P-CSCF is released). If the information is there the user is registered.

A further point is that the table 5.1 “Information Storage before, during and after the registration process” needs to be updated stating that the P-CSCF holds the S-cscf name (or an I-CSCF name within the home network for the case of network hiding) after registration.  In any case the I-CSCF within the Home network needs to know the SCSCF name for the UE to enable the INVITE to be passed on to the S-CSCF for Section 5.7.1 (MO#1) .

3. Proposed revisions

Based on the above proposals the following revision marked changes need to be discussed and incorporated into 23.228:

5.4.1
Mobile Initiated De-registration

5.4.1.1
De-Registration Information Flow A: S-CSCF in home network (User currently registered)
Application level de-registration should be initiated by the UE upon roaming to a new network and power off of the terminal (if possible). De-registration is accomplished by a registration with an expiration time of zero seconds



1.
The UE decides to initiate de-registration. To de-register, the Ue sends a new REGISTER request with an expiration value of zero seconds. This parameter (or an equivalent if some of the messages in the message flow are not SIP) should be forwarded to all the subsequent messages related to this de-registration procedures in order to be able to identify it as such and trigger an appropriate response. Note that the 200 OK messages do not contain a zero expiration value. The Ue sends the REGISTER information flow to the proxy (subscriber identity, home networks domain name). 

2.









2.
The P-CSCF shall send the de-register information flow (P-CSCF, network capabilities, subscriber identity, visited network contact name) to the selected S-CSCF. The P-CSCF knows the name/address of S-CSCF from registration. It should be noted that if the home network operator desires to keep their network configuration hidden, the name/address of an I-CSCF in the home network is used and the de-register information flow is forwarded through this I-CSCF to the S-CSCF (this is not shown in the figure).
3.
The S-CSCF shall send Cx-Put (subscriber identity, clear S-CSCF name) to the HSS.  The HSS clears the S-CSCF name for that subscriber.

4.
The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

5.
The S-CSCF shall return the 200 OK information flow to the P-CSCF.


6.
The P-CSCF shall send information flow 200 OK to the Ue.  The P-CSCF shall release all registration information after sending information flow 200 OK.

5.4.1.3
De-Registration Information Flow B:  S-CSCF in visited network




1. The UE decides to initiate de-registration. To de-register, the Ue sends a new REGISTER request with an expiration value of zero seconds. The Ue sends the REGISTER information flow to the proxy (subscriber identity, home networks domain name).
2. 




3. The P-CSCF shall send the de-register information flow (P-CSCF, network capabilities, subscriber identity, visited network contact name) to the selected S-CSCF. The P-CSCF knows the name/address of S-CSCF from registration.

4. The S-CSCF shall send Cx-Put (subscriber identity, clear S-CSCF name) to the HSS.  The HSS clears the S-CSCF name for that subscriber.

5. The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

6. 
7. The S-CSCF shall send information flow 200 OK to the P-CSCF. 
8. The P-CSCF shall send information flow 200 OK to the UE. The P-CSCF shall release all registration information after sending information flow 200 OK.

5.4.1.4
De-Registration Information Flow C:– Failure of de-registration with the S-CSCF in the home network (User currently registered)
This information flow shows the recovery from a failure of the S-CSCF.




1. The UE decides to initiate de-registration. To de-register, the Ue sends a new REGISTER request with an expiration value of zero seconds. The Ue sends the REGISTER information flow to the proxy (subscriber identity, home networks domain name).
2. The P-CSCF shall send the de-register information flow (P-CSCF, network capabilities, subscriber identity, visited network contact name) to the selected S-CSCF. The P-CSCF knows the name/address of S-CSCF from registration. It should be noted that if the home network operator desires to keep their network configuration hidden, the name/address of an I-CSCF in the home network is used and the de-register information flow is forwarded through this I-CSCF to the S-CSCF (this is not shown in the figure).
3. 
4. Because of network and/or S-CSCF failure, the S-CSCF fails to respond to the de-registration request within a suitable time period.

5. The proxy shall send the Register information flow to the I-CSCF (P-CSCFs “name” in the contact header, , subscriber identity, visited network contact name).  A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name.  When the I-CSCF receives the registration information flow from the proxy, it shall examine the subscriber identity and the home domain name, and employ the services of a name-address resolution mechanism, to determine the HSS address to contact. 

6. The I-CSCF shall send the Cx-Query information flow to the HSS (P-CSCF name, subscriber identity, home domain name, , visited network contact name).  The P-CSCF name is the contact name that the operator wishes to use for future contact to that P- CSCF. (Editors Note: It is FFS whether the terminal name, or proxy name, or both is included within this and subsequent register messages).  The Cx-query (P-CSCF name, subscriber identity, home domain name, visited network contact name) information flow is sent to the HSS.  

7. 4.
The HSS shall determine that the user is currently registered. The Cx-Query Resp (indication of entry point, e.g. S-CSCF) is sent from the HSS to the I-CSCF.

8. The I-CSCF shall send Cx-Put2 (subscriber identity, clear S-CSCF name) to the HSS.  The HSS clears the S-CSCF name for that subscriber.

9. The HSS shall send Cx-Put2-Resp to the I-CSCF to acknowledge the sending of Cx-Put.

10. The I-CSCF shall send information flow 200 OK to the P-CSCF.  The I-CSCF shall release all registration information after sending information flow 200 OK.

11. The P-CSCF shall send information flow 200 OK to the Ue. The P-CSCF shall release all registration information after sending the information flow 200 OK.

5.4.1.5
De-Registration Information Flow D:– Failure of de-registration with the S-CSCF in the visited network (User currently registered)
This information flow shows the recovery from a failure of the S-CSCF.




1. The UE decides to initiate de-registration. To de-register, the Ue sends a new REGISTER request with an expiration value of zero seconds. The Ue sends the REGISTER information flow to the proxy (subscriber identity, home networks domain name).

2. The P-CSCF shall send the de-register information flow (P-CSCF, network capabilities, subscriber identity, visited network contact name) to the selected S-CSCF. The P-CSCF knows the name/address of S-CSCF from registration.
3. 




4. Because of network and/or S-CSCF failure, the S-CSCF fails to respond to the de-registration request within a suitable time period.

5. The proxy shall send the Register information flow to the I-CSCF (P-CSCFs “name” in the contact header, , subscriber identity, visited network contact name).  A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name.  When the I-CSCF receives the registration information flow from the proxy, it shall examine the subscriber identity and the home domain name, and employ the services of a name-address resolution mechanism, to determine the HSS address to contact. 

6. The I-CSCF shall send the Cx-Query information flow to the HSS (P-CSCF name, subscriber identity, home domain name, visited network contact name).  The P-CSCF name is the contact name that the operator wishes to use for future contact to that P- CSCF. (Editors Note: It is FFS whether the terminal name, or proxy name, or both is included within this and subsequent register messages).  The Cx-query (P-CSCF name, subscriber identity, home domain name, visited network contact name) information flow is sent to the HSS.  

7. The HSS shall determine that the user is currently registered. The Cx-Query Resp (indication of entry point, e.g. S-CSCF) is sent from the HSS to the I-CSCF.

8. The I-CSCF#2 shall send Cx-Put2 (subscriber identity, clear S-CSCF name) to the HSS.  The HSS clears the S-CSCF name for that subscriber.

9. The HSS shall send Cx-Put2-Resp to the I-CSCF#2 to acknowledge the sending of Cx-Put.

10. The I-CSCF#2 shall send information flow 200 OK to the P-CSCF.  The I-CSCF#2 shall release all registration information after sending information flow 200 OK.

10.  The P-CSCF shall send information flow 200 OK to the UE. The P-CSCF shall release all registration information after sending the information flow 200 OK.
End of Text
2. Register





I-CSCF#1 (firewall)





5. 200 OK 





6. 200 OK 





5. 200 OK 





6. 200 OK 





3. Cx-put 





3. Cx-put 





2. Register





1. Register





Home Network





Visited Network





I-CSCF





P-CSCF





S-CSCF





HSS





UE





4. Cx-put Resp





1. Register





Home Network





Visited Network





I-CSCF#2





P-CSCF





S-CSCF





HSS





UE





4. Cx-put Resp





9. 200 OK 





10. 200 OK 





7. Cx-put2 





2. Register





1. Register





Home Network





Visited Network





I-CSCF





P-CSCF





S-CSCF





HSS





UE





8. Cx-put2 Resp





3.De-registration timeout





2. Register





I-CSCF#1 (firewall)





9. 200 OK 





10. 200 OK 





7. Cx-put2 





1. Register





Home Network





Visited Network





I-CSCF#2





P-CSCF





4. Register





6. Cx-Query Resp





5. Cx-Query





S-CSCF





HSS





UE





8. Cx-put2 Resp





3.De-registration timeout





5. Cx Query





4. Register





6. Cx Query Resp








3GPP


_1034782658.doc


















































4b2. 200 OK







4b1. 200 OK







5. 200 OK







6. 200 OK







3. Cx-Put-Resp







2. Cx-Put







4a. 200 OK







Home Network







1b1. REGISTER







1a. REGISTER







Visited Network







UE







HSS







I-CSCF #2







1b2. REGISTER







I-CSCF #1



(Firewall)







S-CSCF







P-CSCF












_1035750937.doc


























































5. 200 OK







6. 200 OK







4. Cx-Put2-Resp







3. Cx-Put2







2.Timeout of De-Register







Home Network







1b1. REGISTER







1a. REGISTER







Visited Network







UE







HSS







I-CSCF #2







1b2. REGISTER







I-CSCF #1



(Firewall)







S-CSCF







P-CSCF












_1035751002.ppt






P-CSCF

1. REGISTER

UE

Visited Network

Home Network

5. 200 OK

6. 200 OK

3. Cx-Put2

4. Cx-Put2 Resp

2. Timeout of De-Register



HSS



I-CSCF



S-CSCF








_1035180213.ppt






P-CSCF

HSS

I-CSCF

1. REGISTER

S-CSCF

UE

Visited Network

Home Network

4. 200 OK

5. 200 OK

6. 200 OK

2. Cx-Put

3. Cx-Put Resp








_1033942255.ppt






P-CSCF

HSS

I-CSCF

UE

Visited Network

Home Network

1. REGISTER

2. REGISTER

3. Cx-Query

4. Cx-Query-Resp

5. Continuation of De-Registration








