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1. Summary 

This contribution proposes that the Network Access Identifier (NAI) syntax defined in RFC2486 be used for private identification of the IM users.
2. Introduction 
In order to support the interoperability of roaming services, it is desirable to have a standardized method for identifying users independently of the public information generally passed (e.g. phone number or e-mail address, SIP URI). In the previous contributions S2-001970 (Source BT) and S2-002010 (Source Motorola) it was proposed that two sets of identifiers be used for the IM users, i.e. the public identifiers and the private identifiers. Furthermore, these contributions identified the following requirements that pertain to the users' private identifiers:
1. The user private identity is a unique global identity.

2. The user private identity is independent of the user’s public addresses or identities.  Any public address or identity must be able to be associated with any user private identity.  Multiple public identities/addresses must be able to be associated with the user private identity.

3. The user private identity can allow users to have public addresses or identities that do not have global meaning.  For example users could have local VPN names but still be served in the global IM network via their local name.
4. The user private identity is used to enable requests (such as Registration requests) to be passed from the user terminal to the home network. 

5. The user private identity is used within the home network to uniquely identify the user from a network perspective.  Note: the user can also be identified from a public perspective by public addresses such as public IP addresses, URLs, email addresses, diallable numbers (such as MSISDN in GSM).

6. The user private identity is securely stored on the USIM card (it shall not be possible to modify the user private identity). 

7. The home domain name of the subscriber is stored on the USIM.  This could be in the SIP URL format.  Note the storage location of the user identity or home domain name for a stand alone SIP client that is connected to an ME needs study.

Note: Mechanisms used to extract the user private identity from the SIM card (e.g. when an external SIP TE is used is for further consideration.). Note: User public addresses could be stored on the USIM.

8. The user private identity is allocated by the home network operator.

9. The user private identity is permanently allocated to a user (it is not a dynamic identity).

10. The user private identity is valid for the duration of the user’s subscription with the home network.

11. The user private identity is used to identify the user’s information stored within the HSS (for use for example during Registration).  Additional public addresses may be used to identify the user’s information within the HSS (for example during mobile terminated call set-up).

12. The user private identity format shall allow structured database information to be stored against it.   For example the HSS can store user information in a logical fashion based upon the user private identity. The relationship of the user private identity format to the needs of HSS data structuring needs to be considered.

13. The user private identity shall contain sufficient information to allow the serving network to route signalling information to the home network.  

14. The user private identity shall contain sufficient information to allow the home network to route signalling information to the HSS. 

15. The user private identity format shall not have to rely upon DNS or any additional resolution mechanisms within the network to enable the routing of signalling information to the home network.

It should be noted that linkages (or not) of the user private identity format to requirements 13, 14 and 15 above need detailed study and attention.  For example alternative means could be used to enable the user private identity to be passed around within and between networks.   

16. Security information can be related to the user private identity (for example authentication information). 

17. The user private identity cannot be used by parties other than the IM operators to interact with the user.

18. The user private identity shall be a fixed length structure and format.  The format types for consideration need to be clarified, potential formats could include E.212, IP v6 address format, SIP URL format.

19. The user private identity shall be present in all charging records.

20. The user private identity relates more specifically to the subscription (e.g. IM service capability) than the user.

21. The relationship with current CS/PS Domain names and identifiers (e.g. IMEI, IMSI, MSISDN) needs to be considered.
This contribution asserts that all the requirements stated above can be met by employing the NAI syntax for private identification of the IM users.
3. Network Access Identifier (NAI)

The Network Access Identifier (NAI) is the user identification submitted by the user to the Network (e.g. NAS, P-CSCF) for the purpose of identifying the user and to assist in routing the authentication request to the user's home authentication server (e.g. AAA server).

The Network Access Identifier (NAI) is of the form: 

user_identifier@realm.

The grammar for the NAI is given RFC2486. 

Note:

It is stated in RFC2486: 

"The use of an FQDN as the realm name does not imply use of the DNS for location of the authentication server or for authentication routing. Existing implementations typically handle location of authentication servers within a domain and perform authentication routing based on local knowledge expressed in proxy configuration files." 

4. Proposal 

It is proposed that 3GPP-SA WG2 adopts the Network Access Identifier (NAI) syntax defined in RFC2486 as the syntax for private identification of the IM users.












































