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 1.  Introduction
This document combines contributions S2-010016 (AT&T) and S2-010010 (Ericsson), incorporating the comments received during the S2 QoS Drafting Meeting in Los Angeles. 

2.  Proposal 

The following modifications are proposed for Section 5 ‘End-to-End IP QoS Architecture’, Annex A (Informative) ‘QoS Conceptual Models’, and Annex B (Informative) ‘IP Specific Elements in PDP Context Activation and Modification Message’ of TS23.207 V1.0.1. 

5
End-to-End IP QoS Architecture

5.1.1.1 
QoS management functions for end-to-end IP QoS in UMTS Network

IP Policy Control is a logical policy decision element which uses standard IP mechanisms to implement policy in the IP bearer layer.  These mechanisms may be conformant to, for example, the framework defined in IETF [RFC2753] “A Framework for Policy-based Admission Control” where the IP Policy Control is effectively a Policy Decision Point (PDP).  The IP Policy Control makes decisions in regard to network based IP policy using policy rules, and communicates these decisions to the IP BS Manager in the GGSN, which is the IP Policy Enforcement Point (PEP).

A protocol interface between the IP Policy Control and application servers/proxies (e.g. local SIP proxy) supports the transfer of policy related information from the application layer to the policy decision point. 


[Editorial note:  There is a working assumption within S2 that the PCF is co-located with the P-CSCF for Release 5.]

[Editorial note:  The PCF is a logical entity.  It can also be implemented in a separate physical node.  The interface between the PCF and P-CSCF is FFS.]
A protocol interface between the IP Policy Control and GGSN supports the transfer of information and policy decisions between the policy decision point and the IP BS Manager in the GGSN.  


[Editorial note:  There is a working assumption within S2 that the interface between the P-CSCF (PCF) and GGSN will be standardized]
The IP Policy Control bases policy decisions only on information obtained from nodes / elements within its domain or from nodes with which it has a trust relationship.  The IP Policy Control needs to be in the same domain as the GGSN or have a trust relationship with the GGSN. 

NOTE:
Currently in IETF, inter-domain policy interactions are not defined. 

NOTE:
The security issues regarding the trust relationship between the nodes / elements is outside the scope of this chapter.
[Editorial Note:
Additionally, the IP Policy Control may have protocol interfaces to other devices (e.g., AAA, bandwidth broker) which support transfer of information (e.g., authentication, availability of resources, etc.) for use in policy decisions.  These are for further study.]

5.1.1.2
IP BS Manager Functionality in the GGSN and the UE
5.1.1.2.1  Policy Enforcement Point in the GGSN
5.1.1.2.2  Policy Control Interface
5.1.1.2.3  Bearer Level / Application Level Binding Mechanism
To support IP policy enforcement and QoS inter-working in the GGSN, the UE shall be able to include an IP specific information element known as an authorization token in UMTS PDP Context Activation or Modification messages.   The authorization token shall be unique across all PDP Contexts associated with an APN.

The authorization token is used to reference QoS and policy decision information that is provided to the GGSN by a PCF.  The authorization token is provided to the UE by the P-CSCF during session establishment.
In order to allow QoS and policy information to be "pulled" by the GGSN from the PCF, the authorization token shall allow the GGSN to determine the address of the PCF to be used.  
[Editorial note:  The use of alternative mechanisms for bearer level/application level binding are for further study.]
Annex A (Informative):
QoS Conceptual Models

A.2.5
Scenario 5

The UE performs an IP BS function which enables end-to-end QoS without IP layer signalling and negotiation towards the IP BS function in the GGSN, or the remote host.  The P-CSCF provides the authorization token to the UE during the SIP session setup process, and the UE provides the authorization token to the GGSN in the PDP context activation/modification message, to enhance the interworking options to the DiffServ edge function of the GGSN.  The authorization token is discussed in Section 5 of this TS.   
The GGSN uses the authorization token to obtain session level information from the P-CSCF which will be used to derive IP level information.  This is done via the standardized interface between the P-CSCF and GGSN.  Even if the interface is an open interface where all information elements are standardized, the actual usage of the information is operator specific.
In addition, IP level information may also be derived from PDP context (e.g. QoS parameters).
The scenario assumes that the GGSN support DiffServ edge functions, and that the backbone IP network is  DiffServ enabled.  

The GGSN  DiffServ edge function may use the IP level information for the  DiffServ classifier functionality, e.g., 5-tuple combination of source and destination IP address, source and destination port number, and the protocol identifier.  The information can also be used for  DiffServ class admission control, e.g., the requested end-to-end bandwidth from the UE for a particular flow may be informed to the GGSN beforehand for the GGSN  DiffServ edge to determine if the flow can be allowed to a certain  DiffServ class or an egress point.  As a result, the GGSN may select the appropriate  DiffServ setting to apply.  This is shown in the figure below.


In this scenario, the control of the QoS over the UMTS access network (from the UE to the GGSN) may be performed from the terminal using the PDP context signalling. Alternatively, subscription data accessed by the SGSN may override the QoS requested via signalling from the UE.

The QoS for the downlink direction is controlled by the remote host from the remote network to the GGSN. The PDP context controls the UMTS level QoS between the GGSN and the UE. The QoS in the uplink direction is controlled by the PDP context up to the GGSN. The GGSN uses the IP level information to interwork with  DiffServ in the backbone IP network and  control the IP QoS bearer service towards the remote -host.

The end-to-end QoS is provided by a local mechanism in the UE, the PDP context over the UMTS access network,  DiffServ through the backbone IP network, and  DiffServ in the remote access network. Note that  DiffServ control at the Remote Host is shown in this example. However, other mechanisms may be used at the remote end, as demonstrated in the other scenarios.
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Figure A.6: Local UE provides authorization token in PDP context activation/modification message and GGSN provides interworking with DiffServ
A.2.6
Scenario 6

The UE performs an IP BS function which enables end-to-end QoS without IP layer signalling and negotiation towards the IP BS function in the GGSN, or the remote host. The P-CSCF provides the authorization token to the UE during the SIP session setup process, and the UE provides the authorization token to the GGSN in the PDP context activation/modification message, to enhance the interworking options to an RSVP function in the GGSN.  The end-to-end IP QoS bearer service towards the remote host is controlled from the GGSN. The authorization token is discussed in Section 5 of this TS.

The GGSN uses the authorization token to obtain session level information from the P-CSCF which will be used to derive IP level information (e.g. destination IP address). This is done via the standardized interface between the P-CSCF and GGSN.  Even if the interface is an open interface where all information elements are standardized, the actual usage of the information is operator specific.
In addition, IP level information may also be derived from PDP context (e.g. QoS parameters).
The scenario assumes that the GGSN supports DiffServ edge functions, and the backbone IP network is DiffServ enabled.  This scenario does not preclude the backbone IP network from having RSVP non-transparent routers.

The GGSN may use the IP level information to invoke RSVP messages to setup the uplink as well as the downlink flows in the backbone IP network up to the remote host.  For example, in the uplink direction, the GGSN may use the IP level information to generate the RSVP Path messages, with the desired QoS / traffic specification, to the specified destination IP address.  Also, the GGSN DiffServ edge function may use the IP level information to select the appropriate DiffServ setting to apply.  This is shown in the figure below.


In this scenario, the control of the QoS over the UMTS access network (from the UE to the GGSN) may be performed either from the terminal using the PDP context signalling. Alternatively, subscription data accessed by the SGSN may override the QoS requested via signalling from the UE.

The QoS for the downlink direction is controlled by the PDP context between the UE and the GGSN. The GGSN terminates the RSVP signalling received from the remote host, and may use the IP level information when processing RSVP.  The QoS in the uplink direction is controlled by the PDP context up to the GGSN. The GGSN may use the IP level information to provide the interworking with RSVP towards the remote host.  The IP level information may allow for the establishment of the RSVP session..  

The end-to-end QoS is provided by a local mechanism in the UE, the PDP context over the UMTS access network,  DiffServ through the backbone IP network, and RSVP in the remote access network.
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Figure A.7: Local UE provides authorization token in PDP context activation/modification message and GGSN provides interworking with RSVP 

A.3
RSVP Usage for End-to-End QoS in UMTS

A.3.2
RSVP in Scenario 6

In Scenario 6, the UE provides the authorization token to the GGSN in PDP activation/modification message, and the GGSN uses the authorization token to obtain session level information from the P-CSCF which will be used to derive IP level information.  The GGSN uses this IP level information, such as remote IP address, to invoke RSVP messages to setup the uplink as well as the downlink flows.  RSVP signalling is generated and terminated by the GGSN as shown in Figures A.10 and A.11 below.
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Figure A.10: UE provides authorization token in PDP activation/modification message, and   GGSN invokes RSVP messages for uplink flow

[Editorial Note:  the above diagram depicts a signalling sequence, however, the alternative signalling sequences below are possible and are for further study: 

-
to trigger the Create PDP Context Response message on the PATH or after a timeout without waiting for the RESV message.
-
to trigger the Create PDP Context Response message before the PATH.]
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Figure A.11: UE provides authorization token in PDP activation/modification message, and GGSN terminates and invokes RSVP messages for downlink flow

In the above figure, the association between the RSVP PATH message and the PDP context is carried out in the GGSN. 

[Editorial Note:  the above diagram depicts a signalling sequence, however, the alternative signalling sequence below is possible and is for further study: 

-
the RSVP PATH message arrives in  the GGSN before the Activate/Modify Secondary PDP Context Request from the UE is received in the GGSN.]
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