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1 Problem Description

In an operator´s network, several logical HSS´s may exist. This contribution addresses the problem of how an I-CSCF in the Home Network is able to find the particular HSS that maintains the profile data of the subscriber. The resolution of the logical HSS needs to be carried out during the registration and during the call setup. The problem arises because the I-CSCF does not know on which particular HSS the profile data of the registering subscriber are maintained. Furthermore, this particular cannot be identified based on information carried in the SIP Register message. 

This contribution is intended for discussion. It describes three different approaches of how a user specific HSS selection could be performed and discusses their advantages and disadvantages. 

2 Three Approaches for a User Specific HSS Selection

In this section, three different approaches of how the I-CSCF might determine the particular HSS are presented and evaluated. Beside this, the impact on related mechanisms such as Number Portability are described. 

2.4 Approach 1: an HSS-ID is integrated into the SIP Subscriber ID

In this approach, an HSS identifier becomes integrated into the SIP Subscriber ID. An example for this is: joe@hss27.umts.com – which corresponds to the format: <user>@<HSS hostname>. The SIP Subscriber ID itself could for example be stored on the SIM-Card of the subscriber. At registration, the standard SIP registration procedure is carried out – during which e.g. joe@hss27.umts.com becomes registered. When the 
I-CSCF receives the registration message, it derives the name of the HSS from the Subscriber ID – which is hss27.umts.com in our example and performs a standard DNS lookup. The result of this lookup identifies the HSS that maintains the subscriber´s profile data. This HSS is contacted afterwards to determine which network control is to be used and to read selected profile data. 

Advantages: 

· Simple HSS resolution in the I-CSCF. 

Disadvantages: 

· The Subscriber ID has to be stored somewhere (e. g. on the SIM Card), which is inflexible if subscriber data are to be moved to a different HSS.

· The HSS address itself is probably not integrated into the SIP Subscriber ID – such that the I-CSCF has to carry out a DNS lookup to get this address.  

· Number Portability has to be performed in the HSS. 

· Registration specific solution. An additional subscriber specific lookup is required to determine the HSS during the session setup. 

2.5 Approach 2: the HSS Address(s) become configured on each I-CSCF

In this approach, each I-CSCF becomes configured with one or more HSS addresses. Whenever for example a SIP Register message is received, the HSS whose address was configured is contacted. 

The contacted HSS acts as an entry-point into a distributed data base in which the profile data of the subscribers are maintained. The distribution of the subscriber data over multiple data bases is hidden behind the entry-point and probably carried out in a proprietary manner. 

Advantages: 

· No subscriber specific HSS selection needs to be performed since each HSS has access to the profile data of all subscribers.

Disadvantages: 

· No HSS vendor interoperability: all HSS´s in the local network need to be from the same vendor since it is unlikely that the data distribution behind the HSS entry-point becomes standardized.  

· Number Portability has to be performed inside the HSS.

· Increased administration effort since all I-CSCF´s need to be configured. 

2.6 Approach 3: the use of a Name to Address Resolution Server (NARS)

In this approach, an external database – the NARS – provides the resolution of HSS addresses on a per-user basis. The NARS is connected directly to the I-CSCF. Upon the receipt of a SIP Register message, registering for example joe@umts.com, the I-CSCF queries the NARS – which returns the name or even the address of the HSS e.g. joe@hss27.umts.com that holds the profile data of the registering subscriber. Afterwards the identified HSS is contacted by the I-CSCF. 

The NARS can further be used to perform Number Portability. For this, the same lookup as described above is used. For example: if joe@umts.com is being regis​tered, and the network umts.com is still Joe´s home network, the NARS returns the subscriber ID that identifies Joe´s HSS e.g. joe@hss27.umts.com. If Joe however has been ported to a new network such as new-umts.com, the NARS returns his new address e.g. new-joe@new-umts.com. Afterwards, the SIP message is routed to the 
I-CSCF of Joe´s new network new-umts.com. 

Note that the NARS only maintains information about subscribers that belong to the local network, or that used to belong to it and were afterwards ported to another network. The NARS might further be used to map user names with address types other than SIP, such as for example e-mail or E.164, to HSS names.

Advantages: 

· Very flexible HSS selection. 

· Any address type (SIP, e-mail, E.164) could be resolved. 

· No HSS specific information need to be known by the UE. 

· Efficient Number Portability provisioning at the network entry point (I-CSCF). The NARS may however also be queried by the P-CSCF or the S-CSCF.

Disadvantages: 

· If I-CSCF´s from different vendors are to be deployed in the same network, and they shall use the same NARS, then the interface between the I-CSCF and the NARS needs to be standardized. 

3 Conclusion
This contribution addressed the problem of how an I-CSCF in the Home Network is able to find the particular HSS that maintains the profile data of a subscriber. Three possible solutions were evaluated. 

In the first approach, an HSS identifier became integrated into the SIP Subscriber ID. This made the HSS resolution very simple. The HSS assignment is however static which restricts the assignment of user addresses and makes it hard to move subscribers to another HSS. Furthermore, an additional Name-to-Address resolution is required when Number Portability is to be supported. In the second approach, each HSS acted as an entry-point into a distributed data base that maintains the profile data of the subscribers. The distribution of the subscriber data over multiple data bases is hidden behind the entry-points such that each I-CSCF can be pre-configured with one or more HSS addresses. This solution basically moves the problem into the inside of the HSS. The main drawbacks of it are the configuration overhead and the HSS vendor interoperability that cannot easily be supported. The third approach was based on an external database – the NARS – that provided the HSS address resolution and Number Portability. This was the most flexible and easy-to-use solution. It however requires the interface between the I-CSCF and the NARS to be standardized when I-CSCF vendor interoperability in the local network is to be supported. 

This contribution was intended to start a discussion on this issue. Siemens currently does favor the NARS approach and would submit the required proposals at the next meeting – given that support is signaled by S2. 
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