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Abstract of the contribution: The CAG is quite similar with EPS CSG. This contribution compares the CAG with the EPS CSG, and discusses the open issues for the CAG.
1. Introduction
To enable non-public networks deployed as part of a PLMN, SA2 has agreed to introduce CAG (Closed Access Group) for network discovery, selection and access control. The CAG applying in the 5GS is similar with CSG (Closed Subscriber Group) in EPS. This contribution analyzes more details and proposes the way forward of normative work.
2. Discussion
CSG is defined in subclause 4.3.13 of TS 23.401. The CSG related functions includes:

    1. Network discovery and selection. CAG mechanism can re-use most CSG mechanism as: 
-
The NR broadcasts the CAG ID and the UE selects the proper CAG cell based the SIB information and the allowed list stored in the UE.
-
The UE obtains an allowed list from the network and stores it. Then the UE performs the cell selection based on the allowed list. The mechanism of the automatic or manual mode is similar with that described in subclause 4.4.3 of TS 23.122.
-
The UE manage the allowed list by: option 1, receiving the allowed list from the network, or option 2, adding a CAG into the list after a successful access or removing the CAG ID from the list after a reject to access.
-
The UE receives the allowed CSG list from the network via user plane (e.g. via OMA DM). In 5GS, the UE can also get the allowed CAG list via user plane. An additional method via control plane can also be considered, i.e., the UE can retrieve the latest allowed list via the UE Configuration Update procedure defined in clause 4.2.4 of TS 23.502. 
Proposal 1: For Network discovery and selection, CAG function is similar with CSG function. The method of the allowed CAG list transferred to the UE via the control plane should be added as a new option.  
    2. Subscription. The difference between the CSG and CAG should be considered as:

-
In EPS, CSG is introduced for access control and mobility restriction in subscription data. If the CSG ID is used to access specific PDNs via Local IP Access, the CSG ID entry includes the corresponding APN(s). In 5GS, the mobility restriction is performed by AMF based on the subscription. However it is not clear whether a CAG is related with a DNN to restrict the service access. Consider the requirement as:

 “The non-public networks support roaming, mobility and service continuity between PLMN and non-public networks (e.g. for mobility from non-public networks to PLMN) with direct interaction between non-publicnetworks and PLMN.”
SA2 should clarify whether a CAG is supported for all the subscribed DNNs or some specific DNNs.    For the latter case, similar definition of LIPA CSG authorization can be applied, i.e. a CAG ID entry includes the corresponding DNN(s). 
Proposal 2: If the CAG is support only for some specific DNNs, similar mechanism defined in LIPA CSG authorization should be introduced.

    3. Roaming:
-
In EPS, CSS(CSG Subscriber Server) is introduced as an optional element that stores CSG subscription data for roaming subscribers. The CSS stores and provides VPLMN specific CSG subscription information, which brings flexible configuration or update for VPLMN. However in 5GS, it is unclear whether such requirement is needed. If all the allowed CAG ID should be stored in UDM in HPLMN, it also should be clarify whether the different subscribed CAG lists apply to different PLMNs.
Proposal 3: If Roaming is supported, the granularity of CAG List should be considered, i.e. whether the different subscribed CAG lists apply to different PLMNs.
3. Proposal

SA2 should consider the open issues of CAG functionality introduced in 5GS.
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