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1
Introduction
3GPP has defined three different PC5 RATs for supporting V2X Services, Rel-14 LTE PC5, Rel-15 LTE PC5 and Rel-16 NR PC5 (in the making) such that each newer RAT supports a wider range of V2X services than its older sibling(s) – i.e. NR PC5 is expectedly the most potent PC5 RAT that can accommodate all of basic safety, advanced safety and non-safety V2X Services.
A main issue however is that there is no backwards compatibility at the radio layers between these even if compatibility is otherwise ensured at the application level – Rel-15 LTE PC5 is not backwards compatible with Rel-14 LTE PC5 and Rel-16 NR PC5 is not backwards compatible with LTE PC5. This has prompted discussions on whether or not to introduce some form of RAT Selection for given V2X Services.

This contribution discusses the above, in view of some considerations raised in SA2#129bis meeting that can lead to introducing C-V2X Danger Zones – this must be avoided.

It should be reminded as well that the very issue to be addressed is V2X operation in dedicated ITS spectrum (i.e. 5.9GHz in most regions).
2
Discussion
2.1
C-V2X Danger Zones

A geographical area is defined as follows, see 3GPP TS 23.303:

Geographical Area: The Geographical Area identifies a region whose borders are defined by means of suitable geographic coordinates of e.g. a polygon or circle outlining its borders.
A number of discussions assume PC5 RAT segregation per Geographical Area for any given V2X service. In our view  this leads to some fundamental problem for C-V2X as illustrated below – it creates danger zones that extend an entire border reaching several hundred meters on either sides of the border.  
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Figure 2. Border Area and C-V2X Danger Zones

The following points have been made:

-
“Geographical Areas are areas within which regulations are homogeneous” – this is a tautology which does not invalidate the issue above. Regulation work for V2X is in progress in various regions around the Globe. It is certainly not up to 3GPP specifications to rule that only a single technology shall be allowed or not allowed in a given Geographical Area for a given V2X service (with or without configuration). If in a given country/region spectrum is made available (e.g. ITS spectrum) in a technology-neutral manner for V2X then, by definition, a) any suitable technology is allowed by regulation and b) any V2X service that can be delivered over any such technology is possible.
-
According to the single RAT reasoning, and assuming DSRC is incumbent in a particular Geographical Area, then we should not allow any 3GPP RAT in that area – but we all agree such logic is undesirable. 

-
“Geographical Areas are such that the physical border between them cannot be crossed normally” e.g. cannot be crossed without a forced stopped border control or without controlled V2X service interruption – these are bold assumptions. The first one clearly cannot be guaranteed. Controlled service interruption is not a reasonable assumption either in our view (nor is there any Stage 1 requirement hinting in that direction) – V2X ought to work. The example of the United Kingdom or the US and the rest of Europe was given however these are by definition a non-issue. More importantly, there are countless cross-border roads (including between countries with different regulation framework) where one should expect V2X still works whilst nearing and crossing the border.
In other words, the statement that PC5 RAT segregation works is based on rather questionable gate keepers assumptions that simply cannot be guaranteed - it is very similar to stating that cars will get no accident if a) they stay on the road and b) they do not crash into each other. 
Observation 1: Forcing strict PC5 RAT segregation per Geographical Areas introduces C-V2X danger zones or otherwise V2X service blind spots.

The above danger zones can be eliminated as follows:

1.
Forcing the use of a single RAT for a V2X service across two Geographical Areas with a common border. 

2.
Allowing multiple RATs to operate 
a.
listening to RAT2 in Geo Area 1 and listening to RAT1 in Geo Area 2; or
b.
receiving/transmitting for any allowed RAT in a Geographical Area

1 is obviously not realistic from a 3GPP standardization standpoint. 2a is a possible option that cannot be prohibited – however it has the obvious pitfall that a UE supporting a single RAT1 is unable to detect RAT2 signals. It also enforces single RAT restriction in any particular Geographical Area which as explained above is a concern from the perspective of regulation, technology deployment and migration.
2b is a possible option that cannot be prohibited at this stage.
Observation 2: eradicating the above danger zones is resolved simply by not forcing strict PC5 RAT segregation per Geographical Area. This guarantees the provision of reliable, safe C-V2X services without introducing any artificial restriction on Geographical Areas or interruption of service.

2.2
Complexity

It has been stated that not having PC5 RAT segregation for a given V2X Service increases the UE complexity and power consumption.

We would like to point out the following:

-
A V2X service cannot be looked at in isolation of other V2X services the UE needs to support. In particular, the provision of advanced V2X services with NR PC5 that cannot be provided with LTE PC5 implies that NR PC5 is likely to operate so such services can be had.
-
The assumption raised that Geographical Areas are regulation areas, implies that a Geographical Area is by definition RAT-agnostic – in turn this means that within the very same Geographical Area a plurality of RATs are likely to operate at least for different V2X services already.

-
A (flawed) assumption that only LTE PC5 would provide BSM and NR other V2X services is the very point that of course would require both technologies to operate concurrently. NR PC5 at least allows a single technology to operate for all V2X services – this cannot be neglected or precluded especially as the definition of the regulatory framework is ongoing.
Observation 3: the concurrent support and use of more than one RAT is already expected to allow flexible use of V2X services and migration thereof. 

Altogether we expect a number of UE Implementation options are possible and the system should not be designed according to one particular implementation nor should it exclude any particular implementation. Note the table below illustrates options esp. from the perspective of PC5 modes 4 and 6 (i.e. without network assistance).
Table 1. Potential UE implementation options (PC5 RAT)
	
	Single RAT 
	Multi-RAT mode A
	Multi-RAT mode B
	Multi-RAT mode C

	RAT support
	Single
	Multiple
	Multiple
	Multiple

	Operation
	Single mode
	Single mode (time T)
	Multi mode Rx
	Multi mode Rx/Tx

	Rx/Tx capability
	Single Rx

Single Tx
	Single Rx

Single Tx
	Multi Rx

Single Tx
	Multi Rx

Multi Tx


2.3
Tools

Observation 4: 3GPP shall only provide the necessary tools for relevant market decisions to be made in view of existing and future regulations. E.g. with a technology neutral regulation allowing in dedicated ITS spectrum DSRC V2X (i.e. 802.11p-based), C-V2X LTE PC5 (Rel-14), C-V2X LTE PC5 (Rel-15), C-V2X NR PC5 (Rel-16), it is fully a market decision to implement any combination of these technologies and not a 3GPP specification mandate to exclude or force any of these. 
3
Proposal
Given the above observation the following proposals are made:

Proposal 1: 3GPP specifications shall not

-
artificially restrict V2X use in any particular Geographical Area, for any particular V2X service

- 
lead to introducing danger zones between Geographical Areas.

Proposal 2: For any V2X service in any particular Geographical Area, the specification of RAT selection shall allow one or more PC5 RATs. 

NOTE:
Some V2X service may not be possible over LTE PC5.

4
Conclusions

Observation 1: Forcing strict PC5 RAT segregation per Geographical Areas introduces C-V2X danger zones or otherwise V2X service blind spots.

Observation 2: eradicating the above danger zones is resolved simply by not forcing strict PC5 RAT segregation per Geographical Area. This guarantees the provision of reliable, safe C-V2X services without introducing any artificial restriction on Geographical Areas or interruption of service.

Observation 3: the concurrent support and use of more than one RAT is already expected to allow flexible use of V2X services and migration thereof. 

Observation 4: 3GPP shall only provide the necessary tools for relevant market decisions to be made in view of existing and future regulations. E.g. with a technology neutral regulation allowing in dedicated ITS spectrum DSRC V2X (i.e. 802.11p-based), C-V2X LTE PC5 (Rel-14), C-V2X LTE PC5 (Rel-15), C-V2X PC5 NR  (Rel-16), it is fully a market decision to implement any combination of these technologies and not a 3GPP specification mandate to exclude or force any of these. 
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-
artificially restrict V2X use in any particular Geographical Area, for any particular V2X service

- 
lead to introducing danger zones between Geographical Areas.

Proposal 2: For any V2X service in any particular Geographical Area, the specification of RAT selection shall allow one or more PC5 RATs. 

NOTE:
Some V2X service may not be possible over LTE PC5.
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