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***** Start of Changes *****
[bookmark: _Toc532891516]2	References
[xx]	3GPP TS 24.250: "Protocol for Reliable Data Service between UE and SCEF; Stage 3".

***** Start of Changes *****

[bookmark: _Toc524947236]5.x	Reliable Data Service
The Reliable Data Service (RDS) may be used by the UE and NEF or UPF when using a PDU Session of PDU Type 'Unstructured'. The service provides a mechanism for the NEF or UPF to determine if the data was successfully delivered to the UE and for UE to determine if the data was successfully delivered to the NEF or UPF. When a requested acknowledgement is not received, the Reliable Data Service retransmits the packet. The service is enabled or disabled based on DNN and NSSAI Configuration per SLA.
When the service is enabled, a protocol is used between the end-points of the unstructured PDU Sesion. The protocol uses a packet header to identify if the packet requires no acknowledgement, requires an acknowledgement, or is an acknowledgment and to allow detection and elimination of duplicate PDUs at the receiving endpoint. Port Numbers in the header are used to identify the application on the originator and to identify the application on the receiver.
The UE indicates its capability of supporting Reliable Data Service in the Protocol Configuration Options (PCO) and the SMF negotiates RDS support with the NEF or UPF. If the NEF or UPF supports and accepts Reliable Data Service then it indicates to the UE, in the PCO, that the Reliable Data Service shall be used if enabled in the DNN and NSSAI configuration.
Reliable Data Service protocol is defined in TS 24.250 [xx].
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