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***** Start of Changes *****
[bookmark: _Toc532891520]4	Architecture model and concepts
4.X	Support for non-public network 
4.X.1	Stand-alone non-public network 
4.X.1.1	General
A stand-alone non-public network shall be able to operate without dependency on the network functions of a PLMN.


Figure 4.X.1.1-1: Architecture reference for Non-public network

4.X.1.2	Identifiers and authentication
A non-public network ID (NPN-ID) is an identifier used to identify a stand-alone non-public network.
A NPN-ID assignment may be:
-	Locally managed at deployment time and chosen in a way that to avoids collisions with other adjacent non-public networks.
-	Universally managed by a central entity to ensure uniqueness.
Editor’s note: Pending feedback from RAN working groups the following text can be included.
To identify a cell as part of non-public network, the cell shall broadcast the PLMN ID consisting of MCC 999 and MNC defined by the 3GPP.
	To prevent the UE that do not support access to non-public network from accessing the cell that is part of non-public network, the cell shall broadcast cellReservedForOtherUse indication. The UE that support non-public network shall consider a cell that broadcast the cellReservedForOtherUse indication as not barred.
The UE can access the non-public networks using either 3GPP authentication methods, identities and credentials, or using non-AKA based EAP-compatible authentication methods and credentials. In the latter case the subscriber of the stand-alone non-public network shall use a network-specific identifier in NAI format and the realm part of the NAI shall include the NPN-ID of the stand-alone non-public network.
A UE may be configured with subscriber identifiers and credentials to support multiple stand-alone non-public networks.
4.X.1.3	Network selection
In order to determine with which non-public network to attempt registration, the UE performs non-public network selection. The procedures for non-public network selection follows the same principles as PLMN selection as specified in TS 23.122 [17]. 
When a UE has identifiers and credentials to register both with a PLMN and a stand-alone non-public network, the trigger for performing network selection for PLMN vs network selection for a stand-alone non-public network is left to UE implementation.
When a UE has identifiers and credentials to register with multiple non-public networks, the priority for network selection is left to to UE implementation.
4.X.1.4	Access to PLMN services via non-public network
A UE may access PLMN services via a stand-alone non-public network applying the same architectural principles as specified in clause 4.2.8, the stand-alone non-public network being in the role of “Untrusted non-3GPP access”. 
4.2.X.2	Non-public network deployed as part of PLMN
Editor’s note: This is a placeholder to be filled in after feedback from RAN working groups is received.
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