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Discussion
At SA2#129bis there was a discussion attempting to converge on a way forward for KI#1. The result was a comparison table of options in clause 8.1 of TR 23.740. This contribution assesses this table and suggests a way forward for normative work.
	Key attributes
	Approach 1 (Soln 3,4,7)
	Approach 2+3 (Soln 2+5)

	Handling of UE requesting incompatible slices
	New cause code is needed for rel-16 to signal that some S-NSSAIs are rejected due to incompatibility
	The AMF uses existing rel-15 procedures.
Comment: the UE does not know why a certain S-NSSAI was not accepted and it cannot construe the reason is coexistence. Rel-15 UEs have no provisions to handle incompatible slices.

	How is the UE aware of compatibility among S-NSSAIs so it forms a correct Requested NSSAI from the outset.
	The CN configures the UE with information that the UE uses to assess whether a S-NSSAI is compatible with other S-NSSAIs on the configured NSSAI.
The UE shall have the same per S-NSSAI compatibility information as the CN, so it can locally (e.g. by local MMI interaction outside the scope of 3GPP) form a compatible and acceptable by the user set of requested S-NSSAIs before it is sent to the network.
	The UE is preconfigured with method outside the scope of 3GPP if needed.
Comment: This configuration requirement assumes this is a compatibility driven by the applications running in the UE rather than a network operator constraint that may be time dependent. It means this is a proprietary configuration mechanism that each operator has to provide to the UE using its network. 
It also means each UE vendor has to cooperate with each operator on the method. 
 Otherwise, can sort S-NSSAIs in priority order.
Comment: the priority order does not mean the UE is aware of compatibility. It also means that a low priority application may never be able to access a slice it needs to access if it is always incompatible with the higher priority ones. Finally, it may be the UE works out two slices are of the same priority but the receiving AMF cannot know it and assumes the first indicated has higher priority while the Ue intends both of them to have same priority. In summary the prioritisation of slicesbased on ordering of the S-NSSAIs is not a suitable mechanism as it is not possible to indicate equal priority.

	How does the Serving PLMN understand the requested S-NSSAIs are compatible
	Identify compatibility as a subscription attribute of the S-NSSAI so roaming partners and a PLMN can define which S-NSSAIs are compatible and map these to the Allowed NSSAI provided by NSSF to AMF or by an AMF, even if the AMF supports more S-NSSAIs the UE also subscribes to. In other words, the incompatibility among slices should not impose AMF Set deployment constraints.
	AMF sets are deployed to match each and every compatibility groups.
Comment: this does not scale. Compatibility groups are potentially customer and roaming partner dependent as the number of roaming partners and customers that need to enforce specific compatibility rules are exceeding the number of available AMF sets. In other words, relying on AMF deployments to represent the compatibility semantics is not scalable and also change in compatibility in one operator supported in roaming needs to be instantaneously reflected by change of deployment and NSSF configuration globally to be enforced.



	Compatibility between UE and network
	The UE signals to the network whether it support Mutually incompatible slices handling.
If the UE does not support incompatible slices handling the UE is configured only with compatible Slices.
The subscription information shall include a basic set of compatible Network Slices S-NSSAIs to be used if the UE the subscriber uses does not signal support of mutually incompatible slices.
	It is assuming using rel-15 compliant UE and Rel-15 compliant network.
Comment: how is it possible to detect whether a UE supports prioritisation of S-NSSAIs as described above? Or, for that matter, any other UE policy to handle compatibility among slices.
 Without this information it is not possible to support prioritisation-based approaches (even assuming they could work). Also, URSPs as they are would not support any mutual exclusivity policy. If these were updated then a rel-15 type of UE would not support these.

	Support in roaming to PLMNs that are not upgraded to support handling of incompatible slices
	The subscription information sent to PLMNs of roaming partners which do not support incompatible slices handling shall only contain mutually compatible Network Slices S-NSSAIs.
	As per Rel-15 The deployment of the VPLMN has to match requirements from HPLMN as per an SLA (i.e. the VPLMN deploys AMF Sets that satisfy the SLA for compatibility Groups of the inbound roamers)
[bookmark: _GoBack]Comment: If the mutual exclusion mechanism relies on prioritisation, what if the VPLMN does not support prioritisation? 
Note also that the VPLMN may not have tools to configure itself according to compatibility rules if it is fully rel-15… OAM system should be capable of supporting compatibility rules to provision the AMF sets.




Proposal
Based on the analysis above it is clear that only approach 1 works and has resolved all the issues. The other approach is incomplete and also not scalable. It is proposed to proceed with the Approach 1.
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