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[bookmark: OLE_LINK6]Abstract of the contribution: Conclusions for NPN was reached, but some details were missing in the concluded solutions which benefit some further discussions and agreements. 
1.	Introduction
The TR 23.734 key issues related to NPN were concluded as follows:
· For key issue 1 and 2
-	To enable stand-alone non-public networks solution 1 was concluded as basis for normative work
-	To enable non-public networks deployed as part of a PLMN solution 2 was concluded as basis for normative work
-	In addition, existing network slicing mechanisms already support the deployment option when the NPN is "offered as a slice by a PLMN"
· For key issue 6
-	It is recommended to progress solution #20 for normative specifications, while seamless service continuity between NPN and PLMN can be achieved by dual radio support solution #21.
-	It was further agreed to discuss the following during normative phase:
1.	the ability to avoid dropped packets; and
2.	QoS (for the NPN signalling/data carried in PLMN PDU Session or vice versa).
Solution 1 introduces NPN-ID, but some of the details were not fully discussed due to time constraints e.g. the P-CR in S2-1811733 contained some updates which were not discussed.
Solution 2 introduces CAG ID, but some of the details were not fully discussed due to time constraints e.g. the P-CR in S2-1811734 contained some updates which were not discussed.
For key issue 6, besides solution 20 and 21 some time for discussing QoS and ability to avoid dropped packets were agreed to be part of normative phase.
Further, the work impacts stage 2 and stage 3 specifications owned by e.g. CT1, CT4, RAN2 and RAN3 i.e. for some aspects it may be appropriate to leave decisions to those WGs.

2.	Discussion
2.1	Non-Public Networks

Part of network/PLMN selection or separate
The NPN-ID is used in relation to a PLMN ID i.e. with MCC=999 or possibly some regionally assigned PLMN ID. Such PLMN IDs used for NPN purpose are not providing much information other than that the NPN-ID needs to be read to understand which network is behind the cell. Therefore, the selection of an NPN-ID is likely close to a PLMN selection logic. However, the PLMN selection stage 2 is owned by CT1.
OBSERVATION NPN-1: CT1 is responsible for PLMN selection.
Which PLMN IDs are valid for NPN?
Solution 1 changes in S2-1811733 proposed to allow regional PLMN IDs and when MCC=999 proposes the MNC selected by the NPN operator is used (i.e. any of the MNC can be used). As CT1 is responsible for the PLMN selection it should rather be CT1 that takes a decision on these aspects. 
PROPOSAL NPN-2: Let CT1 decide whether regional PLMN IDs can be used and whether any MNC can be used with MCC=999 i.e. write any CR in a generic way and send an LS to CT1 to inform CT1.
Multiple NPN IDs
Solution 1 changes in S2-1811733 implied that a cell can provide a list of NPN-IDs per PLMN ID. An NR cell supports 16 PLMN IDs i.e. there is no obvious need for supporting more than 16 NPN-IDs by a single cell.
PROPOSAL NPN-3: Support a list of "NPN-ID+PLMN ID" per cell and the list can contain as many as supported for network sharing.
NPN name in text format
The need for NPN name in text format is assumed to be beneficial during manual selection. Today, PLMN ID name (short/long) is not broadcasted but is provided by provisioning or during MM signalling. It is not obvious why there is a need to broadcast the NPN name in text format. NPN name in text format likely would drive rather many bits to be used as to give it some possibility to be unique. Keeping it optional has been proposed as an option, but if one network enables it, then it likely drives the need to have most networks to enable it in case manual selection becomes "popular".
PROPOSAL NPN-4: Let CT1 and RAN2 decide whether to support NPN name in text format in system information.
NPN-ID in system signalling
For an NPN the NPN-ID is to be seen as identifying the NPN and should therefore be provided when today the PLMN ID is provided. In fact, to simplify the specifications, when PLMN ID is used, for an NPN it can be assumed that the PLMN ID and the NPN-ID is provided.
PROPOSAL NPN-5: Assume the NPN-ID is part (or an extension) of the PLMN ID for a Non-Public Network, i.e. SA2 specifications does not need to add "optionally with NPN-ID" for all occurrences of PLMN ID.
Network selection details
Given that the PLMN ID of a NPN is not necessarily unique the following was assumed in Solution 1 changes in S2-1811733: If the network rejects the registration of a UE, it is assumed that the UE will consider both the PLMN ID and NPN-ID as the network identification where it got rejected. The details of this are up to CT1.
There is no need to cover such error cases in SA2 specifications.
PROPOSAL NPN-6: Inform CT1 about the need to consider both PLMN ID and NPN-ID at error scenarios in CT1 specifications.
Interference
Non-public networks deployed in area of overlapping coverage would require coordination and planning of frequency resources to enable access for Non-public network subscribers, while preventing access from public access subscribers using overlapping coverage to access public networks without being affected by interference.
[bookmark: _Hlk535266354]PROPOSAL NPN-7: It is assumed that NPNs (whether using NPN-ID or CAG ID) are not deployed on frequency resources used by overlapping (public) PLMN cells (non NPNs).
2.2	Closed Access Groups
AMF selection
The NG-RAN uses selected PLMN ID (and corresponding GUAMI if available) and also Requested NSSAI as input to AMF selection. Adding yet another separate input to AMF selection unnecessary complicates the AMF selection logic.
PROPOSAL CAG-1: CAG ID should not be used as input to AMF selection
Associating CAG to an NPN
The purpose of introducing CAG ID was to enable the possibility for avoiding the UEs to trying to access the network without the UE being authorized e.g. network slicing does not impact network/cell selection such that the UE first need to try and register to the network before the UE knows whether the network slice is available.
However, the intention has not been to introduce a long CAG ID as to enable a separate CAG ID value for each enterprise the PLMN operator provides the support for. Therefore, for NPN purposes the CAG ID needs to be associated with something that the PLMN operator uses to identify the PLMN operator customer. S-NSSAI has been designed for this purpose. A UE with certain subscribed S-NSSAIs associated to some Non-Public Network may be provisioned with certain CAG IDs according to the agreement with the Non-Public Network for where the UE shall be able to access the network.
OBSERVATION CAG-1: CAG IDs were introduced to support NPN in a PLMN, but the CAG ID is not intended to identify an NPN on its own.
PROPOSAL CAG-2: When CAG is used, S-NSSAIs are associated to one or more CAG ID(s). The association between S-NSSAIs and CAG IDs can be kept in the 5GC i.e. there is no need for NG-RAN nor the UE to know about the association.
Associating CAG IDs to S-NSSAIs can be done either by:
Option 1:	CAG ID is an extension to the PLMN ID as the S-NSSAI is associated to a PLMN ID, or 
Option 2:	CAG ID is a separate IE and the 5GC makes an association that is also provisioned into the UE. 
Option 1 would imply that when PLMN ID is carried on an interface then it may be of an extended format including a CAG ID extension. SA2 specs would implicitly already support the description of where the CAG is transported, but care needs to be taken to maintain backward compatibility.
Option 2 would imply that the CAG ID is added to relevant interfaces and care needs to be taken to maintain backward compatibility.
The stage 2 for PLMN selection is in CT1 responsibility and CT1 and RAN2 covers the scope of the NAS-AS interactions for the differences between PLMN/network and cell selection.
PROPOSAL CAG-3: Discuss whether to add CAG ID as an extension to the PLMN ID (option 1) or as a separate IE on relevant interfaces (option 2).
Number of CAG IDs
[bookmark: _GoBack]Independent whether CAG ID is an extension to a PLMN ID or S-NSSAIs are associated to CAG IDs, there is a question whether a cell should be able to broadcast one or more CAG IDs.
Adding yet another list of IEs to be broadcasted would impact the SI performance and would imply added complexity on RAN interfaces e.g. Xn.
As an association is anyway required it seems reasonable to not require a support of multiple CAG IDs per PLMN per cell.
PROPOSAL CAG-4: It is proposed that a CAG cell may broadcast one CAG ID per PLMN ID.
Support of hybrid cells
It is still open whether a cell should be able to provide both normal PLMN access as well as CAG access at the same time. There has not been any discussion paper investigating what implications there would be allowing such hybrid cells e.g. at Xn mobility the NG-RAN would need to be able to handle the different kinds of cells i.e. also the hybrid combination. It is not clear whether there is a need to support hybrid cells considering the ability by NG-RAN to support separate cells with different capabilities.
OBSERVATION CAG-2: Hybrid CAG cells adds complexity that is not yet investigated by SA2.
PROPOSAL CAG-5: Let RAN WGs decide whether hybrid CAG cells are to be part of Rel-16 scope.
Support of CAG with NPN-ID
While CAG ID was added to support NPN in a public PLMN, it has not been discussed whether a NPN without support from a public PLMN should be able to make use of the CAG mechanism as well. If CAG is added in a generic way there would need to be some explicit restrictions added to limit the use of the CAG IDs and likely more work is required to limit the use than to simply allow it.
PROPOSAL CAG-6: Do not make any restrictions on usage of CAG IDs in an NPN without support of a public PLMN (i.e. allow a cell to support PLMN ID+NPN-ID+CAG ID).

2.3	QoS and ability to cache packets
QoS with solution #21/22 can be enabled with allocating separate QoS per IPsec tunnel but then 5GC need to steer the establishment of separate IPsec tunnels when QoS is to be enabled. This would likely require some co-operation/integration between the NPN and the public PLMN and consequently some further discussions.
OBSERVATION QoS-1: QoS can be achieved by establishing separate IPsec tunnels when QoS differentiation is required.
PROPOSAL QoS-1: As co-operation/integration between NPN and public PLMN would be required to achieve a reasonable QoS solution it is proposed to further study such aspects instead of adding support during Rel-16 work.
Proposal
It is proposed to discuss the following observations and agree upon the following proposals:
OBSERVATION NPN-1: CT1 is responsible for PLMN selection.
PROPOSAL NPN-2: Let CT1 decide whether regional PLMN IDs can be used and whether any MNC can be used with MCC=999 i.e. write any CR in a generic way and send an LS to CT1 to inform CT1.
PROPOSAL NPN-3: Support a list of "NPN-ID+PLMN ID" per cell and the list can contain as many as supported for network sharing.
PROPOSAL NPN-4: Let CT1 and RAN2 decide whether to support NPN name in text format in system information.
PROPOSAL NPN-5: Assume the NPN-ID is part (or an extension) of the PLMN ID for a Non-Public Network, i.e. SA2 specifications does not need to add "optionally with NPN-ID" for all occurrences of PLMN ID.
PROPOSAL NPN-6: Inform CT1 about the need to consider both PLMN ID and NPN-ID at error scenarios in CT1 specifications.
PROPOSAL NPN-7: It is assumed that NPNs (whether using NPN-ID or CAG ID) are not deployed on frequency resources used by overlapping (public) PLMN cells (non NPNs).
PROPOSAL CAG-1: CAG ID should not be used as input to AMF selection
OBSERVATION CAG-1: CAG IDs were introduced to support NPN in a PLMN, but the CAG ID is not intended to identify an NPN on its own.
PROPOSAL CAG-2: When CAG is used, S-NSSAIs are associated to one or more CAG ID(s). The association between S-NSSAIs and CAG IDs can be kept in the 5GC i.e. there is no need for NG-RAN nor the UE to know about the association.
PROPOSAL CAG-3: Discuss whether to add CAG ID as an extension to the PLMN ID (option 1) or as a separate IE on relevant interfaces (option 2).
PROPOSAL CAG-4: It is proposed that a CAG cell may broadcast one CAG ID per PLMN ID.
OBSERVATION CAG-2: Hybrid CAG cells adds complexity that is not yet investigated by SA2.
PROPOSAL CAG-5: Let RAN WGs decide whether hybrid CAG cells are to be part of Rel-16 scope.
PROPOSAL CAG-6: Do not make any restrictions on usage of CAG IDs in an NPN without support of a public PLMN (i.e. allow a cell to support PLMN ID+NPN-ID+CAG ID).

OBSERVATION QoS-1: QoS can be achieved by establishing separate IPsec tunnels when QoS differentiation is required.
PROPOSAL QoS-1: As co-operation/integration between NPN and public PLMN would be required to achieve a reasonable QoS solution it is proposed to further study such aspects instead of adding support during Rel-16 work.
It is further proposed to send an LS to CT1, RAN2 and RAN3, see draft LS out in S2-1900123.
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