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Abstract of the contribution: This contribution proposes a new solution for key issue 1.
Discussion
This solution intends to address the following question in key issue 1:
-
How to prevent NG-RAN from handing over a UE to a type-a network if the UE is not permitted to access the type-a network?

In this solution, NG-RAN obtains UE authorised network information from core network when N2 connection is established for the UE. The authorised network information can be Type a network information UE is authorised to access or not authorised to access. Type a network is identified as the solutions for Key Issue 2. NG-RAN determines the target network according to the received UE authorised network information and the local configuration. Based on NG-RAN implementation, the possible NG-RAN behaviour can be as following.

1) NG-RAN determines the frequencies to be measured by the UE. If the Type a network is deployed in a frequency and the UE is not authorised to access the Type a network, then NG-RAN does not configure the frequency as the measurement objective to the UE, and vice versa.

2) NG-RAN provides the UE a black-cell list, in which the cells belong to the Type a network UE is not authorised to access. The black-cell list IE already exists in the current the RRC message and it can be reused for the purpose.

3) NG-RAN determines the candidate target cells from the measurement report according to UE authorization network information and local configuration. If the cells in the measurement report belong to Type a network that UE is not authorised to access, NG-RAN does not treat the cells as the candidate target cell.

All of the above-mentioned three options are NG-RAN implementation behaviour, and does not need to be specified.
Changes from S2-1810345:

1. Change “type a network” to “non-public network”;

2. Change “authorised network information” to “mobility restrictions information”;
3. Remove NG-RAN requests mobility restriction information step.

4. Clarify further mobility restriction information includes the non-public network ID(s) UE is authorised or not authorised to access.

5. Clarify further how NG-RAN use the mobility restriction information.

6. Clarify the solution only applies to non-standalone non-public network since it is assumed that UE authorization information is stored in UDM, and no interworking between PLMN and standalone non-public network.
7. Add white-cell list as possible method for NG-RAN configuration.
Proposal

It is proposed to include the following key issue in TR 23.743.
* * * Start of change * * * 

6.X
Solution X: Source Mobility restrictions-based solution for access control during HO 
6.X.1
Functional Description
This solution is for Key Issue 5 to address the following issue:
-
How to prevent NG-RAN from handing over a UE to a non-public network if the UE is not permitted to access non-public network?

In this solution, NG-RAN obtains mobility restrictions information (e.g. UE authorised network information) from core network when N2 connection is established for the UE. The authorised network information can be non-public network ID(s) UE is authorised to access or not authorised to access. NG-RAN is expected to know which non-public network(s) the neighbouring NG-RAN or neighbouring cells support based on e.g. local configuration and determines the target network (e.g. frequencies, cells) to UE according to the received UE mobility restrictions and the local configuration. The possible NG-RAN behaviour can be as following.
1) NG-RAN determines the frequencies to be measured by the UE. If the non-public network is deployed in a frequency and the UE is not authorised to access the Type a network, then NG-RAN does not configure the frequency as the measurement objective to the UE, and vice versa.

2) NG-RAN provides the UE a black-cell list or white-cell list, in which the cells belong to the Type a network UE is not authorised or authorised to access. 
3) NG-RAN determines the candidate target cells from the measurement report according to UE authorization network information and local configuration. If the cells in the measurement report belong to non-public network that UE is not authorised to access, NG-RAN does not treat the cells as the candidate target cell.
Note: This solution applies to a non-standalone non-public network.

6.X.2
Procedures
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1.
UE initiates RRC connection setup procedure.
2/2-bis.
AMF provides mobility restrictions for the UE to NG-RAN. 
If AMF has no UE mobility restrictions, AMF retrieves from the UDM.
4.
AMF provides UE mobility restrictions to NG-RAN, optionally, AMF can only provide the information of the registration area.
5.
NG-RAN determines the measurement configuration, e.g. the to be measured frequencies, the black-cell list/white-cell list, according to UE mobility restrictions.
6.
NG-RAN provides the measurement configuration to the UE.
Editor's note:
The assumed architecture with distribution of NPN and PLMN entities is FFS. HO procedure(s) between NPN and PLMN is FFS.
6.X.3
Impacts on existing entities and interfaces
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.X.4
Evaluation
Editor's note:
This clause provides an evaluation of this solution.
* * * End of changes * * * 
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