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Discussion
1.1.  NW identification of non-public networks 

For NW identification of non-public network, since SA1 decided to remove the termilogies type a/b, we propose to update solution on the NW identification; 
Considering non-public network deployment scenarios, we may expect two cases 1) a non-public network is managed by a PLMN, and 2) a non-public network is managed exclusively and separately from PLMN (we propose to call it as “non-public network isolated from PLMN” in place of “type b”). And, we assume that when a non-public network is managed by a PLMN, if the UE has subscription for both the PLMN and non-public network, the UE is accessible the PLMN via the non-public network and service continuity is supported among them.   
Proposal 1.1. non-public network managed exclusively and separately from PLMN is defined as “non-public network isolated from PLMN” in place of “type b”.
And, for network identification for non-public network isolated from PLMN, a dedicated PLMN ID is reserved, and the non-public network is identified by combination of the dedicated PLMN ID and non-public network ID(i.e. NPN ID). 

Such dedicated PLMN ID can be reserved within a country per solution #4, we additionally propose that the PLMN ID can be reserved globally unique. 

Proposal 1.2. PLMN ID dedicated to non-public networks isolated from PLMN can be reserved globally unique.

1.2. NW discovery & selection of non-public networks
For NW discovery & selection of non-public networks, we solve the following problems which are listed in the key issue #1: 

-
How is information identifying a type-a or type-b network provided to the UE for network discovery and selection?

-
Which criteria are used by the UE for automatic selection of type-a or type-b networks

-
How to support manual selection of type-a and type-b networks
-
Type-a and type-b network subscriptions
- 
How to enable the network to verify whether a UE is authorized to access a type-a or type-b network?
Network discovery

In order to enable UE to discover the available non-public networks, the NG-RAN nodes supporting access to non-public networks broadcast in SIB combination(s) of PLMN ID and NPN ID, which identify the non-public networks they support.
Proposal 2.1. NG-RAN node broadcasts in a new SIB combination(s) of PLMN ID and NPN ID, which identify the non-public networks they support.

Network selection

In automatic network selection mode when a UE discovers available networks, the UE would select the highest priority available network out of the preferred network selection list, which indicates the preference on UE’s network selection among public/non-public networks. For example, the preferred network selection list consists of PLMN ID’s and PLMN ID+NPN ID’s. 

How to define or use the preferred network selection list will be decided by CT1 WG. 

In manual network selection mode, a user may select a preferred network out of the available non-public and public networks, which are displayed to the user. 
Proposal 2.2. In automatic NW selection mode, UE would select the highest priority available network out of the preferred network selection list.

UE/subscriber identity, Credential, and Subscription
The UEs only which subscribe to a non-public network are authorized to register the non-public network, so that such UEs are configured with its UE identity (e.g. SUPI, or NAI) and credentials for the subscribing non-public network.

Depending on whether the non-public network is accessible to the UE’s hPLMN (i.e. AMF in the non-public network can access UDM/AUSF in the hPLMN), UE identity and its corresponding credential for the non-public network are determined as follows.
· For the UEs in the non-public network which is accessible to hPLMN:

· UE ID (i.e. SUPI) which is assigned by a public PLMN is used also in the non-public network, where the corresponding  credential for the public PLMN is used also for the non-public network as well as the public PLMN. And UE authentication can be performed by the public PLMN’s AUSF/UDM. 

· UE subscription data for the non-public network is stored in either the non-public network’s UDM or the public network’s UDM per operator’s policy. So UE authorization for non-public network is performed by either the non-public network’s UDM or the public network’s UDM.

· In case of UE (e.g. BYOD in office or factory) which has a subscription to the non-public network but no subscription to the public PLMN managing the non-public network, if the UE’s hPLMN has roaming agreement with the public PLMN managing the non-public network, UE authentication can be performed by the hPLMN’s AUSF/UDM.

Proposal 2.3. In case of non-public network which is accessible to hPLMN’s CN, UE ID(e.g. SUPI, SUCI, 5G-GUTI) assigned by PLMN is used as UE ID in the non-public network. And its UE authentication is done by AUSF/UDM in the hPLMN. Per operatory policy, UE subscription data and UE context are managed in either the non-public network’s UDM or the public network’s UDM.
NOTE: in this case the non-public network (e.g. factory owner) may easily manage its subscriber/UE subscription, and hPLMN guarantees UE genuinity instead. 
· For UEs in the non-public network which is not accessible to hPLMN(e.g. in the non-public network isolated from PLMN):

· UE ID (i.e. NAI) is assigned in the non-public network, where the realm part of the NAI should include non-public network identification (e.g. PLMN ID + NPN ID).

· UE subscription data for the non-public network is stored in the non-public network’s UDM only. So UE authentication and authorization is performed by the AUSF/UDM in the non-public network.
Proposal 2.4. In case of non-public network which is not accessible to hPLMN, UE ID(i.e. NAI) is assigned in the non-public network. And its authentication is done by AUSF/UDM in the non-public network. UE subscription data and UE context are managed in the non-public network’s UDM.
1.3. access control of non-public networks
For access control of non-public networks, we solve the following problems which are listed in the key issue #1:  

-
How to prevent UEs not authorized for a given type-a or type-b network from attempting to automatically select and register in that type-a or type-b network?
-
Which network entities perform access control for type-a and type-b networks?

-
Access barring aspects for type-a and type-b networks
-
Where access restrictions are configured (e.g. subscription or configuration)?

-
How to enable UEs to access type-b networks but prevent the same UEs from accessing public PLMNs?

-
How to prevent UEs not supporting type-a and type-b networks from attempting to access type-a and type-b networks?

-
How to prevent NG-RAN from handing over a UE to a type-a network if the UE is not permitted to access the type-a network?
Based on the UE subscription for non-public network, UEs only authorized to a non-public network would select the non-public network so that access restriction for non-authorized UE can be performed. 

However, legacy or normal UEs which are not authorized to a non-public network access, may access the NG-RAN which supports non-public network because if they have no capability to distinguish between public network and non-public network. To solve the problem, we may use the cellReservedForOtherUse indication, e.g. the NG-RAN node broadcasts both the cellReservedForOtherUse and the non-public network indication as not barred.  

However, NG-RAN node supporting both non-public network and PLMN should distinguish that a UE is accessing to non-public networks from accessing to PLMN. 

Accordingly the UE accessing a non-public network shall indicate via the RRC connection that the UE intends to access the non-public network (i.e. such UE includes NPN ID in the RRC message).  Moreover, if the NG-RAN node is connected to both public and non-public core networks, the NG-RAN need to know if the initial NAS message from the UE should be routed to non-public core network or public core network.
Proposal 3.1. UE accessing a non-public network includes NPN ID in the RRC message to indicate that the UE intends to access the non-public network.
On receiving the registration request message from the UE, the AMF verifies that the UE intends to access the non-public network by the NPN ID included in the registration request message. 
Proposal 3.2. UE accessing a non-public network includes NPN ID in the Registration request message to indicate that the UE intends to access the non-public network.
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Proposal
The following change is proposed to be applied to TR 23.734.
*** 1st Change***
6.4
Solution #4: Identification, and NW discovery&Selection and access for non-public network
6.4.1
Description

To address thekey issue #2 ("Network Identification for 
non-public networks"), the solution is based on the following principles:
-
A non-public network is uniquely identified by the combination of a PLMN ID and a non-public network ID(NPN ID).
-
For non-public networks isolated from PLMN, a dedicated PLMN ID is reserved unique globally or within a country(e.g. the PLMN ID consists of an MCC and a dedicated MNC value which a local regulation of the MCC may assign with the non-public network isolated from PLMN).

Editor's note:
Whether it can be assumed that PLMN ID will be assigned for non-public network isolated from PLMN by regulatory for each country is FFS.
In a given region, per policy of the local regulation in the MCC, the non-public network IDs may be centrally managed by the local regulation or assigned in un-managed manner by individual network operators.
-
A non-public network is distinguishable from public network by the non-public network ID which is assigned in addition to PLMN ID. It is distinguishable by the PLMN ID whether the non-public network is isolated from PLMN or not. 






To address the key issue #1 ("Network discovery & selection and access for non-public networks "), the solution is based on the following principles:

-
NG-RAN nodes supporting access to non-public networks broadcast in SIB one or more tuples of PLMN ID and NPN ID to indicate to UEs the non-public networks they support.
- 
In automatic network selection mode when a UE discovers available networks, the UE would select the highest priority available network out of the preferred network selection list, which indicates the preference on UE’s network selection among public networks and non-public networks, which RAT type can be considered together.  How to define or use the preferred network selection list will be decided by CT1 WG. 
- 
The UEs only which subscribe to a non-public network are authorized to register the non-public network, so that such UEs are configured with their UE identity (e.g. SUPI, or NAI) and credentials for the subscribing non-public network.
- 
Depending on whether the non-public network is accessible to the public PLMN that manages the UE credentials (i.e. AMF in the non-public network can access UDM/AUSF in the the public PLMN), UE identity and its corresponding credential for the non-public network are determined as follows:
· For the UEs in the non-public network which is accessible to the public PLMN that manages the UE credentials:
· UE ID (i.e. SUPI) which is assigned by a public PLMN is used also in the non-public network, where the corresponding credential for the public PLMN is used also for the non-public network as well as the public PLMN. And UE authentication can be performed by the public PLMN’s AUSF/UDM. 

· UE subscription data for the non-public network is stored in the non-public network’s UDM. So UE authorization for non-public network is performed by the non-public network’s UDM.

· In case of UE (e.g. BYOD in office or factory) which has a subscription to the non-public network but no subscription to the public PLMN managing the non-public network, if it has roaming agreement with the public PLMN managing the non-public network, UE authentication can be performed by the PLMN’s AUSF/UDM.

· For UEs in the non-public network which is not accessible to the publicPLMN that manages the UE credentials or not managed by any public PLMN(e.g. in the non-public network isolated from PLMN):

· UE ID (i.e. NAI) is assigned in the non-public network, where the realm part of the NAI should include non-public network identification (e.g. NPN-dedicated PLMN ID+NPN ID).

· UE subscription data for the non-public network is stored in the non-public network’s UDM only. So UE authentication and authorization is performed by the AUSF/UDM in the non-public network.
-
UE accessing the non-public network includes the non-public network Identification(e.g. PLMN ID+NPN ID) in the RRC message to indicate that the UE intends to access the non-public network.
-
UE accessing the non-public network need indicate to the AMF that the UE intends to access the non-public network(e.g. by including the non-public network Identification in the registration request message ).
- 
On receiving the registration request message, the AMF may perform for UE authentication in the non-public network

· UE authentication procedure in the public PLMN based on the SUPI or SUCI if the public PLMN is accessible via the non-public network (i.e. if UE is authenticated by the public PLMN, it is considered as authenticated in the non-public network also); and
· UE authentication procedure in the non-public network exclusively from PLMN if the non-public network is not accessible to the public PLMN that manages the UE credentials or not managed by any public PLMN.  

6.4.2
Procedures

Editor's note:
This clause describes services and related procedures for the solution.
UE Registration procedure to the non-public network which is accessible to the public PLMN that manages the UE credentials:
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Figure 6.4.2-1: UE Registration procedure to non-public network which is accessible to the public PLMN
0.
A new SIB provided by 5G-RAN indicates non-public network(s) which it supports (i.e. combination of NPN ID and PLMN ID is broadcast in the SIB). UE discovers and select the non-public network which the UE has subscription to. 
1. UE to RAN: AN message (AN parameters, Registration Request (Registration type, SUCI or 5G-GUTI, etc), where the AN parameters include the selected NPN ID.
2.  The RAN selects an AMF which is in the non-public network as described in TS 23.501 [xx], clause 6.3.5. 
3.  RAN to AMF: N2 message (N2 parameters, Registration Request), where the N2 parameters include the selected NPN ID
4.  [conditional] the new AMF retrieves the UE context from the old AMF which the UE indicates by 5G-GUTI included in the Registration Request.

5.  The AMF may decide to initiate UE authentication for the non-public network by invoking an AUSF. In that case, the AMF selects an AUSF in the hPLMN if the UE Identity in the Registration Request message from the UE is  SUPI or SUCI or 5G-GUTI.
6.  If authentication is required, the AMF requests it from the AUSF, which is in the hPLMN. NAS/AS Security contexts are shared between UE and non-public network.
7. The AMF selects a UDM to retrive the UE subscription data for the non-public network and register UE context, based on the SUPI and NPN ID.

8. 
The AMF registers with the UDM, which is selected for the non-public network in step 7, using Nudm_UECM_Registration and subscribes to be notified when the UDM deregisters this AMF, and retrieves the Access and Mobility Subscription data, SMF Selection Subscription data and UE context in SMF data using Nudm_SDM_Get. 
9. Based on the subscription data for the non-public network, for the authorized UE the AMF sends a Registration Accept message to the UE indicating that the Registration Request has been accepted. 
10. The UE completes the Registration procedure. 
6.4.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.
6.4.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.

*** End of changes ***
�Type b is replaced with “non-public network isolated from PLMN”.


�A PLMN dedicated to non-public network separated from PLMN can be reserved globally unique. 


�Since Type a/b is removed. 


�Moved to below with modifcation


�Just moved to below


�Remove the case that UDM managing UE subscription data for NPN is in the PLMN.


�Step 9 is removed, which is for UE registration in PLMN’s UDM. 


Old AMF in public PLNM is removed.


�Step for reg. to PLMN’s UDM is removed, which is the case that PLMN’s UDM manages UE subscription data for NPN.
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