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Abstract of the contribution: This pCR proposes new solution for Ethernet type 5GLAN.
Discussion
This pCR clarifies how to support 5GLAN group management and the communication between Ethernet type 5GLAN and Ethernet network in data network, which was included as the part of key issue at last meeting.
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Figure 1. network constitution between Ether-type 5GLAN communication and Ethernet network
Figure 1 shows an example of interworking use case between the Ether-type 5GLAN communication and Ethernet network. Figure 1 assumes that the operator deploys Q-in-Q (IEEE 802.1ad). Then, Ethernet traffic has two VLAN tags, i.e., customer VLAN tag (C-tag) defined in IEEE 802.1q, and service VLAN tag (S-tag) defined in IEEE802.1ad. The customer of Ethernet service assigns C-tag, and the operator assigns S-tag.
The enterprise network in two offices (Tokyo and Osaka) connects to an Ethernet network in the data network. Each office assigns the two VLAN IDs (i.e.,100 and 101) as the customer tag. UE1 and UE2 connect to the enterprise network in Osaka through VLAN100, and VLAN101, respectively. The operator of the Ethernet network assigns VLAN 10 as the service tag. In the Ethernet network, the traffic from UE1 and UE2 is drawn at the right up part of Figure 1. 
The customer should be able to assign C-tag, the operator should assign S-tag, when we consider the current Ethernet network deployment scenario. Moreover, the information related to S-tag and C-tag should be managed per UE as the subscription information in UDM.

Proposal 1: The customer should be able to assign C-tag, the operator should assign S-tag, and 5GS should utilize it, and 5GC should manage the information related to S-tag and C-tag in UDM.
Considering the communication between Ethernet type 5GLAN communication, we need to clarify the relationship between S-NSSAI and DNN, and VLAN tag. In the existing Ethernet network, the operator uses the same S-tag for the different customer in the different location, because the number of S-tag is limited i.e., 4096. If S-NSSAI or DNN is directly mapped into VLAN tag, it limits the operator’s deployment scenario. Then, the operator cannot deploy the same S-tag for the different customer in the different location.
Proposal 2: Mapping between S-NSSAI and DNN, and VLAN tag is not standardized. Whether S-NSSAI or DNN is mapped to VLAN tag should depend on the operator’s deployment scenario.  
To identify 5GLAN Group, the group identifier is required. As we stated, in the existing Ethernet network, the operator uses the same S-tag for the different customer in the different location. Therefore, we cannot use VLAN tag as the group identifier, and we need to define the new group identifier for 5GLAN communication. Moreover, in order to communication with the Ethernet network, the group identifier needs to be mapped into S-tag and C-tag. Moreover, in order to identify the packet to the particular 5GLAN group, the UPF needs to support the packet filter. 
Proposal 3: 5GC introduces the new group identifier for 5GLAN communication. This group identifier is mapped into S-tag, C-tag, and the packet filter by the local configuration in the UPF. We define this group identifier as “5GLAN group identifier”.
To support communication between Ethernet type 5GLAN and Ethernet network in data network, the proper C-tag and S-tag need to be configured in the UPF through the procedure for PDU session establishment request described in Figure 2. Now, it is not clear how to configure C-tag and S-tag in the UPF. This pCR clarifies these relationships.
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Figure 2 UE-requested PDU Session Establishment for non-roaming and roaming with local breakout
Considering Figure 2, steps 4 and 10a should be updated.
The group to which the UE belongs is managed by 5GLAN group identifier and the value of C-tag in UDM. In Step 4, 5GLAN group identifier and C-tag are notified of the SMF. In Step 10, they are notifies of the UPF. Then, the UPF refers as to the mapping table mapping 5GLAN group identifier to the value of S-tag and C-tag, and the packet filter. Finally, S-tag and C-tag are added onto the traffic to N6. 
Proposal


>>>>>>>>>>>>>>>>>>>>>First Change>>>>>>>>>>>>>>>>>>>>
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].



VLAN
Virtual LAN
C-tag 
Customer VLAN tag
S-tag
Service VLAN tag
>>>>>>>>>>>>>>>>>>>>>Second Change>>>>>>>>>>>>>>>>>>>>
6.x
Solution #X: Support of communication between Ethernet type 5GLAN and Ethernet network in data network 
6.x.1
Description

The solution addresses how to support 5GLAN Group in sub key issue #4.1 (“5GLAN Group Management”) and support communication between Ethernet type 5GLAN and Ethernet network in data network described in key issue #5 ("Support of 5GLAN communication"). The solution is based on the following principles:
NOTE
The UPF supports S-tag (IEEE 802.1ad) and C-tag (IEEE 802.1q).
-
One PDU Session provides access to multi 5GLAN group. S-tag and/or C-tag for the 5GLAN group are not pre-configured on the UE or dynamically provided to the UE.
-
The customer (5GLAN administrator) assigns C-tag and notifies it of the operator by the means which is out of 3GPP, when the customer wants C-tag.
-  5GLAN group identifier is defined in order to identify the 5GLAN group.
-
The operator assigs the list of 5GLAN group identifier for those UEs. 5GLAN group identifier is configured in the UDR
-
The mapping between S-NSSAI and DNN, and VLAN tag is not standardized.
-
The UPF is configured by the operator to have the tables for 5GLAN group identifiers, C-tag, S-tag, and the packet filter for the uplink traffic to identify each 5GLAN group.
-
The UPF maps 5GLAN group identifier of the UE which is notified through the procedures of PDU Session establishment into the S-tag and C-tag, and insert S-tag and C-tag onto the traffic which is sent to N6 based on the packet filter for the uplink traffic to identify each 5GLAN group.  
-
In the case of the relocation of PDU Session Anchor (PSA), list of the 5GLAN group identifier is transferred from the source UPF to the destination UPF.
6.x.2
Procedures

Once the UE and the network are configured, the Ethernet type  5GLAN communication is provided largely by using the procedures for access to external networks specified in TS 29.561 [10]:

-
UE wishing to connect to the 5G LAN sends a PDU Session Establishment request to the configured DNN. This DNN is used to identify whether this PDU session is to access to the Ethernet type 5GLAN communication.
-
During PDU Session establishment the network selects the PSA that is the ingress point to the preconfigured Ethernet type 5GLAN communication.
-
The following steps are updated regarding PDU Session establishment as described in Figure 4.3.2.2.1-1 TS23.502[X]

· In Step 4, the UDM notifies list of 5GLAN group identifiers of the SMF for the UE. 

· In Step 10a, the SMF should notifies the list of 5GLAN group identifier of the UPF. Then, the UPF maps the list of the 5GLAN group identifiers into the value of S-tag, C-tag and the packet filter for the uplink to identify each 5GLAN group based on the local configuration. The UPF can detect the packets to each 5G LAN group based on the packet filter. Finally, the UPF inserts S-tag and C-tag onto the traffic of the corresponding UE to N6. When the customer requires the C-tag, C-tag is inserted.
6.x.3
Impacts on Existing Nodes and Functionality
-
UDR

Support of list of 5GLAN group identifiers as the subscription information per UE requesting the Ethernet type 5GLAN communication

-
UDM

Support of list of 5GLAN group identifiers as the subscription information per UE requesting the Ethernet type 5GLAN communication
-
UPF


Support of having the packet filter to identify the 5GLAN group and the mapping table between 5GLAN group identifier ,S-Tag, optionally C-tag, and the packet filter for the uplink traffic to identify each 5GLAN group , when PDU Session establishment request is treated

-
SMF


Support of retrieving list of 5GLAN group identifiers from UDM for the particular UE and transferring them to UPF

6.x.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.
>>>>>>>>>>>>>>>>>>>>>Change End>>>>>>>>>>>>>>>>>>>>
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