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Abstract of the contribution: Before a conclusion on MEANS can be made, then an understanding of the required scenarios needs to be agreed upon.
Discussion
In the description of the Key Issue#1: Mutually exclusive access to Network Slices the following is stated in relation to scenarios: 

“Several scenarios addressing access control to mutually exclusive Network Slices have been identified, i.e. due to deployment, regulation or per SLA, some UEs may be restricted from using two services (S-NSSAIs) simultaneously.

Such scenarios can include (but not limited to):

-
by internal regulation (of the subscriber, of the employer, of the operator, etc): for example, it might be forbidden for a UE to access "regular" services and "specific" services, e.g. a UE used by a government officer might be restricted to be either in "off-duty" (regular) or "on-duty" (specific) mode. It is forbidden by regulation for the UE to access simultaneously the off-duty services and the on-duty services.

-
by network capability: for example, a factory device may have two modes of operations: "maintenance mode" (used to perform updates, e.g. blueprints upload, check the status of the devices, monitoring and maintenance, etc) and a "ultra-low latency factory mode", where the device receives URLLC commands to perform its duty. In that case, the AMF instance used for the URLLC factory slice may be tailored specifically to that duty, and not be able to support other services such as file database access, etc. In that case, the device may have to select either mode and not connect to both simultaneously.”
OBSERVATION 1: Scenarios includes but are not limited to: “deployment, regulation or per SLA” restrictions.
A definition for MEANS been agreed i.e.

“Mutually Exclusive Access to Network Slices: The access to Network Slices is considered to be mutually exclusive for a UE when their respective S-NSSAIs are both present in the UE's subscription and the UE is prevented from accessing both S-NSSAIs simultaneously.”

It has been discussed whether a slice can belong to more than one “MEANS group”, i.e. two options are described in figure 1 and 2. Figure 1 shows slices only being part of one MEANS group whereas figure 2 shows that slice B is part of two MEANS groups.
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Figure 1: Each slice in one “group”
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Figure 2: Some slice in multiple “groups”

The question is however if there are use cases for the scenario in figure 2? 
One example when a slice may be relevant for more than one MEANS group is e.g. a UE could be subscribed to an eMBB slice (B) and an enterprise slice (A) and a third slice (C). The operator has not deployed any AMF Set (and/or 5G-AN) supporting all three combinations. Or the enterprise does not agree that the slices A and C are allowed to be accessed at the same time.

What is the main purpose by access to slices being mutually exclusive? Security seems to be one main driver, what else?

If security is the main driver and looking at Figure 2, then what would drive Slice A from being acceptable to be used together with Slice B, but not Slice C when Slice B can be used with Slice C for the same UE?

Just because one slice may be included in more than one group does not mean that there may be one and the same AMF Set serving both groups i.e. Slice B may be supported by two different AMF Sets (and 5G-AN entities) in figure 2. 

As stated in the key issue description, “deployment” may be a reason for not enabling the possibility to access slices at the same time e.g. the operator has not deployed AMF Sets supporting the slices A, B and C in figure 2.
Proposal 1: Discuss whether the scenario in figure 2 is relevant and required to be supported. If agreed that the scenario as described in figure 2 is to be supported, then add a requirement that it shall be possible for a Network Slice to belong to more than one MEANS group.

Further, it seems like there is a disagreement to whether one and the same AMF Set should be able to support multiple slices which are MEANS to each other. Whether such deployment is valid or not seems to be important to agree upon before a final solution is decided upon. 
Proposal 2: Discuss whether an AMF Set may support Network Slices which are mutually exclusive from each other, and depending on the conclusion add the agreement as a requirement to the TR.

Proposal
The following changes are proposed to TR 23.740.
* * * * Start of Change * * * *
4
Architectural Assumptions and Requirements
For Mutually Exclusive Access to Network Slices the following assumptions apply:

-
It is assumed that the support of mutually exclusive access to network slices uses Rel-15 network slicing feature as the baseline.

-
Support of the Mutually Exclusive Access to Network Slices in a PLMN shall not impact Rel-15 5G UEs' behaviour.

-
The network operator shall be able to ensure that the UE is prevented to access Network Slices which are mutually exclusive for that UE.

-
It is assumed that a UE supporting mutually exclusive access to network slices shall be able to operate in a Rel-15 5GS.
-
In addition, the following aspects are not agreed as assumptions to be supported, but the conclusions of the study and the resulting normative specifications should describe whether and how these aspects are covered:
-
Whether the standard support the possibility for a Network Slice (S-NSSAI) to be associated to more than one group of Network Slices for which the access to the group of Network Slices are Mutually Exclusive from each other.
-
Whether it is possible to deploy an AMF Set which support Network Slices that are mutually exclusive from each other.
For interworking for slicing between EPC and 5GC the following assumptions apply:

-
It is assumed that the interworking for slicing between EPC and 5GC uses Rel-15 solution as the basis.

-
The interworking for slicing between EPC and 5GC shall not impact Rel-15 5G UEs behaviour.

-
The system shall support slicing interworking between EPC and 5GC for roaming case when the PGW-C+SMF is Rel-15.

* * * * End of Changes * * * *
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