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Abstract of the contribution: This contribution proposes to align solution for CM, RM and SUPI to recommendation from BBF in LS S2-188252. 
1. Introduction
The LS from BBF in S2-188252 provide the recommendation for Connection Management and Registration management, SUPI and UPF selection.
1.1
Connection Management and Registration management
The text for LS is copied in Annex for helping the reader. The following considerations apply:

· For Connection management the text refer to clause 5.5.2 for Untrusted N3GPP which include now text specific for N3IWF and IKEv2 support. It shall be noted that current description is more aligned to text in TS 23.501 clause 5.3.3. So the reference is more correctly used the reference to clause 5.3.3.
· BBF SD-407 clause 6.8.2.1 on Connection Management includes specification related to Deregistration timer and Implicit Deregistration timer that are included in TS 23.501 clause 5.3.2 on Registration management

· The current solution #5 does not include all BBF reccomandations.
· For Registration management the text refer to clause 5.5.2 for Untrusted N3GPP which include now text specific for N3IWF and IKEv2 support. It shall be noted that current description is more aligned to text in TS 23.501 clause 5.3.2. So the reference is more correctly used the reference to clause 5.3.2.

· Periodic Registration is considered by BBF not applicable
· The “Deregistration timer” defined for untrusted Non-3GPP are supported. In BBf specification are described in Connection management clause, while in TR 23.716 are described under Registration management clause 

1.2
SUPI 
SD-420 includes recommendation on definition of SUPI in clause 13.4.1 which are reported in Annex. This contribution proposes to endorse the recommendation in TR 23.716 conclusion with some rewording for better reading and 3GPP language.
2
Proposal

It is proposed to align the solutions in clause 5 and 6 to description provided in BBF recommendations.
Annex 1: text for LS.
6.8.2.1 Connection Management states for 5G-RG connected via W-5GAN

The CM-IDLE state for non-3GPP accesses defined in 3GPP TS 23.501 [5] clause 5.5.2 is applicable for a 5G-RG connected via W-5GAN as follows,

· The 5G-RG in CM-IDLE state is RM-REGISTERED and has no NAS signaling connection with the AMF over N1.

· The 5G-RG can be in CM-IDLE state only when moving from CM-CONNECTED state. The 5G-RG moves from CM-CONNECTED state to CM-IDLE state in the case of connectivity failure with the AMF.

· When the 5G-RG registers to the 5G Core, the 5G Core provides the 5G RG with a "RG deregistration timer". When moving to CM-IDLE state, the 5G-RG starts the "RG deregistration timer". When the "RG deregistration timer" expires, the 5G-RG moves to RM-DEREGISTERED.

· When the 5G-RG has an active PDU session (i.e. the user plane is connected) and moves to CM-IDLE state, the PDU session becomes inactive but is not released as long as the "RG deregistration timer" has not expired. This allows the 5G-RG to try to re-activate the PDU session in a seamless way e.g. with same RG-5G IP address.

· When a 5G-RG is in CM_IDLE state, a Service Request procedure that can be triggered by the UE can be used to allow the 5G-RG to re-enter the CM_CONNECTED state and reactivate PDU sessions.

· The paging procedure is not applicable for the 5G RG connected through wireline.

The CM-CONNECTED state for non-3GPP access defined in 3GPP TS 23.501 [5] clause 5.5.2 is applicable as follows,

· The 5G-RG in CM-CONNECTED state has a NAS signaling connection with the AMF over N1.

· In the CM-CONNECTED state, the 5G-RG shall not release the signaling between the 5G-RG and the AGF.

· The 5G-RG shall remain in CM-CONNECTED state until any of those conditions arise:

· the 5G-RG AMF connectivity fails, in which case the 5G-RG moves to CM-IDLE state,

· it receives an explicit NAS deregistration from the 5G Core,

· the 5G-RG explicitly deregisters e.g. when 5G-RG equipment is gracefully shut down.

Editor Note for section 5.7.1.1: in RM-Register state for 5G RG: add :

· The 5G RG shall remain in RM-REGISTERED until the 5G RG implicitly deregisters due to "RG deregistration timer" expiry.

· In the CM-CONNECTED state, the AMF shall not release the NAS signaling connection with 5G-RG.

· The AMF shall keep the state for the specific 5G RG in CM-CONNECTED state until one of those conditions is met:

· the 5G-RG AMF connectivity fails, in which case the 5G-RG moves to CM-IDLE state,

· the 5G-RG explicitly deregisters e.g. when 5G-RG equipment is gracefully shut down,

· the 5G-RG is explicitly de-registered by the core network by means of Deregistration procedure,

· the 5G-RG is implicitly de-registered due to the expiry of the "network implicit deregistration timer" configured in the AMF.

NAS signaling connection management includes the functions of establishing and releasing a NAS signaling connection.
For the 5G-RG, the NAS signaling can be used after successful registration.

6.8.1.1 Registration Management for 5G-RG connected via W-5GAN

The Registration management procedure defined in 3GPP TS 23.502 [6] in clause 5.3.2 is applicable over wireline access in the architecture shown in Figure 5-1 as described in the following section.

A 5G-RG needs to register with the network to receive services that requires registration. Once registered the 5G-RG may update its registration with the network to update its capabilities or re-negotiate protocol parameters, such as security keys. The periodical registration and the registration upon mobility are not applicable to 5G-RG.

The Initial Registration procedure, involves i.e. user authentication and access authorization based on subscription profiles in UDM. As result of the Registration procedure, the identity of the serving AMF will be registered in UDM.

Two RM states are used in the 5G-RG and in the AMF that reflect the registration status of the 5G-RG:

· RM-DEREGISTERED

· RM-REGISTERED

The RM-DEREGISTERED state defined in 3GPP TS 23.501 clause 5.3.2.2.2 is applicable as described in the following:

· In the RM DEREGISTERED state, the 5G-RG is not registered with the network. The 5G-RG context in AMF holds no valid location or routing information (for example no WAN IP address) for the 5G-RG so the 5G-RG is not reachable by the AMF.

Editor’s Note: the definition of detailed information included in 5G-RG context when the 5G-RG is in RM_DEREGISTERED state is FFS and it will be specified in clause X.
Editor’s Note: Whether some 5G-RG context may still be stored in the 5G-RG and the AMF e.g. to avoid running an authentication procedure during every Registration procedure is FFS.

· In the RM-DEREGISTERED state, the 5G-RG:

· attempt to register using the Initial Registration procedure if it needs to receive service that requires registration.

· remain in RM-DEREGISTERED state if receiving a Registration Reject during Initial Registration procedure.

· enter RM-REGISTERED state upon receiving a Registration Accept in registration procedure.

· In the RM-DEREGISTERED state, the AMF performs the same action for 5G-RG as defined for UE, i.e.

· when applicable, accept the initial registration of a 5G-RG by sending a Registration Accept to this 5G-RG and enter RM-REGISTERED state; or

· when applicable, reject the initial registration of a 5G-RG by sending a Registration Reject to this 5G-RG.

Editor’s Note: how and whether the W-5GAN triggers a deregistration, for example due to a fault, is for further study.

Editor’s Note: the above conditions may be revised based on the detailed Registration procedure for W-5GAN defined in clause X.

The RM-REGISTERED state defined in 3GPP TS 23.501 [6] clause 5.3.2.2.3 is applicable as described in the following:

· In the RM REGISTERED state, the 5G-RG is registered with the network. In the RM-REGISTERED state, the 5G-RG can receive services that require registration with the network.

· In the RM-REGISTERED state, the 5G-RG:

· perform a Registration Update procedure to update its capability information or to re-negotiate protocol parameters with the network;

· perform Deregistration procedure, and enter RM-DEREGISTERED state, when the 5G-RG needs to be no longer registered with the network. The 5G-RG may decide to deregister from the network at any time (for example when the user switch off the 5G-RG, as consequences of a fault, etc).

· enter RM-DEREGISTERED state when receiving a Registration Reject message. The actions of the 5G-RG depend upon the indication of the cause for which the registration has been rejected (for example the indication of credential not valid may cause additional registration attempt) included in the Registration Reject message

· periodic Registration Update procedure, defined by 3GPP in TS 23.501 [6] and TS 23.502 [7], triggered by expiration of the periodic update timer to notify the network that the 5G-RG is still active is not applicable since the 5G-RG is always active and connected.

· mobility Registration Update procedure, defined by 3GPP in TS 23.501[6] and TS 23.502 [7], is not applicable, since the 5G-RG is assumed to be connected via wireline access.

Editor’s Note: the above conditions may be revised based on the detailed Registration procedure for W-5GAN defined in clause X which is FFS.

Editor’s Note: the detailed definition of the indication to 5G-RG of the cause for which the registration has been rejected is for further study.

· In the RM-REGISTERED state, the AMF:

· perform Deregistration procedure, and enter RM-DEREGISTERED state, when the 5G-RG needs to be no longer registered with the network. The network may decide to deregister the 5G-RG at any time (for example deregistration procedure can be initiated when user subscription is no more valid);

· when applicable, accept or reject Registration Updates from the 5G-RG. The AMF may reject a 5G-RG registration upon rejecting a Registration Update from the 5G-RG;

· the Implicit Deregistration is applicable, for example when the AMF detects that the 5G-RG is no more connected). The AMF shall enter RM-DEREGISTERED state after Implicit Deregistration;

Editor’s note: The Deregistration procedure and the Implicit Deregistration procedure of 5G-RG are FFS and they will be defined in clause Y.
Editor’s note: The conditions triggering the Implicit Deregistration of 5G-RG are FFS.

The Registration state models in the 5G-RG and AMF are shown in Figure 6‑3.
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Figure 6‑3: RM state model in 5G-RG and AMF

The registration area for a 5G-RG connected via W-5GAN is not applicable.

Table 6‑1 defines the applicability of Registration procedure in TS 23.502 [7] to 5G-RG in integration scenario.

Table 6‑1: list of the Registration procedures applicable/not applicable to 5G-RG in integration scenario

	Procedure name
	TS 23.502 [7] reference (clause)
	scope
	Applicability to 5G-RG in integration scenario

	Registration procedure
	4.2.2.2
	Register the device to the network to get authorized to receive services
	applicable

	UE-initiated deregistration
	4.2.2.3.2
	The 5G-RG initiate the deregistration from the network (e.g. when switching off)
	applicable

	Network-Initiated deregistration
	4.2.2.3.3
	The network initiated the deregistration of 5G-RG (e.g. no more valid subscription, network start reboot, etc.)
	applicable


13.1.4 Recommendation
The following recommendations apply for the SUPI subscriber identity defined in TS 23.501 clause 5.9.2. The SUPI is a globally unique 5G Subscription Permanent Identifier. It shall be allocated to each subscriber in the 5G System and provisioned in the UDM/UDR. The SUPI is used only inside 3GPP system, and its privacy is specified in TS 33.501 [29]

· For 5G-RG 

· the SUPI shall only be based on IMSI defined in TS 23.003 [19] for authentication and authorization.

· For FN-RG which has no UICC/IMSI 

· The SUPI requirement is applicable to a FN-RG which is accessing to 5GC for providing a Public service, i.e. public network scenario, which does not support UICC/IMSI

· The access network (under BBF responsibility) will perform the authentication of the FN-RG with a procedure that BBF is defining. 

· The E2E solution shall ensure that the FN-RG that is accessing 5GC is duly authenticated  

Editor’s note: the detailed solution is FFS

BEGIN 1st CHANGES

6.5
Solution #5 - Connection Management support for KI #5

The solution proposed in this clause are based on architecture describe in Solution #1 clause 6.1.

6.5.1
5G-RG connected to W-5GAN

The CM-IDLE state defined in TS 23.501 [2] clause 5.3.3 for 3GPP access applies to 5G-RG connected via W-5GAN with following modifications:

-
The UE is replaced by 5G-RG

-
The 5G-RG moves from CM-CONNECTED state to CM-IDLE state only in the case of connectivity failure with the AMF.
-
When the 5G-RG is in CM-CONNECTED state and moves to CM-IDLE state and starts the UE Non-3GPP deregistration timer. 
-
The paging procedure is not applicable for 5G-RG.
-
MICO mode is not applicable
The CM-CONNECTED state defined in TS 23.501 [2] clause 5.3.3 applies to 5G-RG connected via W-5GAN with following modifications:

-
The UE is replaced by 5G-RG
-
The 5G-RG shall remain in CM-CONNECTED state until any of those conditions arise:

-
the 5G-RG AMF connectivity fails, in which case the 5G-RG moves to CM-IDLE state,

-
it receives an explicit NAS deregistration from the 5G Core in which case the 5G-RG moves to RM-DEREGISTERED state
-
the 5G-RG explicitly deregisters e.g. when 5G-RG equipment is gracefully shut down, in which case the 5G-RG moves to RM-DEREGISTERED state
-
The AMF shall keep the 5G RG in CM-CONNECTED state until one of those conditions is met:

-
the 5G-RG AMF connectivity fails, in which case the 5G-RG moves to CM-IDLE state,
-   The AMF shall keep the 5G RG in RM-REGISTERED state until one of those conditions is met:

-
the 5G-RG explicitly deregisters e.g. when 5G-RG equipment is gracefully shut down, in which case the 5G-RG moves to RM-DEREGISTERED state,

-
the 5G-RG is explicitly de-registered by the core network by means of Deregistration procedure in which case the 5G-RG moves to RM-DEREGISTERED state,

-
the 5G-RG is implicitly de-registered due to the expiry of the Network Non-3GPP Implicit Deregistration timer configured in the AMF, in which case the 5G-RG moves to RM-DEREGISTERED state.
Note : the management of CM-IDLE state is based on the same timers as for Untrusted Non-3GPP. 
The Connection procedures defined in TS 23.502 [3] are applicable as described in the table 6.5.1-1.

Table 6.5.1-1: Applicability of Connection procedure defined in TS 23.502 [3]

	Procedure
	Reference
	Applicability to 5G-RG connected via W-5GAN

	UE triggered service request in CM_IDLE state
	TS 23.502 [3] clause 4.2.3.2
	Applicable. It can be used by the 5G-RG to try to move from CM_IDLE state to CM_CONNECTED state.

	UE triggered service request in CM_CONNECTED state
	TS 23.502 [3] clause 4.2.3.3
	Applicable. It is used to activate PDU sessions.

	Network triggered service request
	TS 23.502 [3] clause 4.2.3.4
	Applicable only when the 5G-RG is CM_CONNECTED state since there is no connectivity in CM_IDLE state in non-3GPP access. For example, the paging part of the procedure is not applicable, while in case that UPF receives downlink data of a PDU session and there is no W-5GAN tunnel information stored in UPF for the PDU session, the network triggered service request can be performed

	UE configuration update
	TS 23.502 [3] clause 4.2.4
	Applicable

	UE reachability
	TS 23.502 [3] clause 4.2.5
	Not applicable

	UE context release in AN
	TS 23.502 [3] clause 4.2.6
	Applicable

	N2 procedure
	TS 23.502 [3] clause 4.2.7
	Applicable

	Feature specific UE/RAN Radio information and Compatibility Request procedure
	TS 23.502 [3] clause 4.2.8
	Not applicable


Editor's note:
Whether a procedure equivalent to Feature specific UE/RAN Radio information and Compatibility Request procedure is required for 5G-RG is FFS.

Editor's note:
The detailed description of Connection management procedures defined in TS 23.502 [3] for the scenario of 5G-RG connected to a W-5GAN are FFS.

BEGIN 2nd CHANGES

6.6
Solution #6 - Registration management support for KI #5

The solution proposed in this clause are based on architecture describe in Solution #1 clause 6.1.

6.6.1
5G-RG connected to W-5GAN

 the RM-DEREGISTERED state and the RM-REGISTERED state defined in TS 23.501 [2] clause 5.3.2 apply to 5G-RG connected via W-5GAN with the following difference:

-
The RM-DEREGISTERED state defined in TS 23.501 [2] clause 5.3.2.2.2 applies to 5G-RG as defined for the UE.

-
The RM-REGISTERED state defined in TS 23.501 [2] clause 5.3.2.2.3 applies to 5G-RG as defined for the UE.

Mobility Registration Update procedure defined in TS 23.501 [2] and TS 23.502 [3] is not applicable, since the 5G-RG is assumed to be connected via wireline access and it is not moving.
-
Periodic Registration Update procedure, defined by 3GPP in TS 23.501 [6] and TS 23.502 [7], triggered by expiration of the periodic update timer to notify the network that the 5G-RG is still active is not applicable .

-
When the 5G-RG registers to the 5G Core, the 5G Core provides the 5G RG with a UE Non-3GPP deregistration timer. When moving to CM-IDLE state, the 5G-RG starts the UE Non-3GPP deregistration timer. When the UE Non-3GPP deregistration timer expires, the 5G-RG moves to RM-DEREGISTERED.

-
When the 5G-RG has a PDU session with an active the user plane connection and moves to CM-IDLE state, the PDU session user plane connection becomes inactive but the PDU session is not released as long as the  UE Non-3GPP deregistration timer has not expired. This allows the 5G-RG to try to re-activate the PDU session user plane connection in a seamless way (with same RG-5G IP address). The 5G-RG uses the Service Request procedure to re-activate the user-plane connection.

Note : the management of CM-IDLE state is based on the same timers as for Untrusted Non-3GPP. 
BEGIN 3rd CHANGES

8.2.x
Interim Conclusions on SUPI
The recommendations on SUPI definition in BBF SD-420 clause 13.1.4 are considered as interim conclusion. The SUPI definition in TS 23.501 clause 5.9.2 applied with the following modification:

-
For 5G-RG 

-
the SUPI shall be based on IMSI defined in TS 23.003 [19] for authentication and authorization.

-
For FN-RG 

-
FN-RG does not support IMSI
- the SUPI can be based on  access specific identifier
Editor’s Note: whether the Line ID can be used as access specific identifier as in candidate Solution X needs to be verified with BBF 

Editor’s Note: whether SUPI can be based on IMSI and retrieved by AMF during the registration procedure from the SUCI based on Line ID as described in candidate Solution X needs to be verified with BBF and SA3. 

-
The SUPI may contain an access specific identifier also for public networks when accessed from W-5GAN
-
The SUPI may be not in NAI format 
nd of CHANGES
