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Introduction
void

changes wrt previous version
void
Proposal
It is proposed to update TS 23.791 as follows.
* * * Change * * * * 
6.1
Solution 1: Network Data Analytics Feedback

6.1.1
Description


This is a solution to Key Issue#1: Analytic Information Exposure to 5GS NF.

6.1.1.1
Network data analytics Subscribe/Unsubscribe

This procedure is used by any NF service consumer) to subscribe/unsubscribe at NWDAF to be notified on analytic information, using existing Nnwdaf services defined in TS 23.502 [3].
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Figure 6.1.1.1-1: Network data analytics Subscribe/unsubscribe

1.
The NF service consumer subscribes to or cancels subscription to analytic information by invoking the Nnwdaf_EventsSubscription_Subscribe/ Nnwdaf_EventsSubscription_Unsubscribe service operation.

2.
If NF service consumer subscribes to analytic information, the NWDAF notifies the NF service consumer with the analytic information by invoking Nnwdaf_EventsSubscription_Notify service operation.

6.1.1.2
Network data analytics Request

This procedure is used by the NF service consumer (e.g. UDM, AMF, SMF, PCF) to request and get from NWDAF analytic information, using Nnwdaf_AnalyticsInfo_Request defined in TS 23.502 [3].
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Figure 6.1.1.2-1: Network data analytics Request

1.
The NF service consumer requests analytic information by invoking Nnwdaf_AnalyticsInfo_Request service operation.

2.
The NWDAF responds with analytic information to the NF service consumer.

6.1.1.3
How a NF requests or subscribes to analytics

A NF subscribes or requests analytics using the Nnwdaf service defined in clause 6.1.1.1 that needs to allow new EventIds to resolve the existing key issues, note that each key issue will include specific EventID and those are listed as examples here:

Table 6.1.1.3-1

	Event ID 
	Event Filter
	Description (examples of patterns)

	UE Behavior parameters


Expected Moving Trajectory
	List of UE identities,

Time,

Date
	UE´s expected geographical movement

(e.g. as described in TS 23.502 [3] clause 14.5.6.3).

	UE Behavior parameters

Communication pattern
	
	UE expected communication
(e.g. communication of low latency applications at a given time and date, or

	
	
	Time and date when UE does not have any communication)

	NW performance Pattern


	NW area,

Time,
Date
	NW expected performance pattern

(e.g. Estimated load in a network area at a given time and date).


NOTE:
If Subscription information includes a UE identity or a list of UE identities, privacy issues should be taken into account, e.g. user consent.

Each analytics defined in other solutions should reuse the same following framework to define the parameters of the analytics request to the NWDAF.

The NWDAF service allowing NF(s) to subscribe to or request analytics and/or predictions shall support the possibility for the requesting NF to indicate:

-
The type of analytics. The Event ID defined in TS 23.502 [3] subclause 4.15.1 is used for that purpose but may be further decomposed into

-
an identification of the desired analytic category e.g. (UE related, CP load, UP load, etc).

-
the identifier of the analytic being requested e.g. taking the UE related Category: UE behaviour deviation (to detect misbehaving UE), UE trajectory (to help for mobility optimization), etc…
-
the object targeted by analytics/predictions (e.g. slice, region, NF set, NF Id, UEs, group of UE(s), any UEs). The target of event reporting defined in TS 23.502 [3] subclause 4.15.1 is reused (and extended) for that purpose.

-
Analytics filtering information: Event Filter Information defined in TS 23.502 [3] subclause 4.15.1 is used for that purpose. It provides Event Parameter Types and Event Parameter Value(s) to be matched against; for NWDAF this may correspond to following optional filters:

-
location filters e.g. network Area Of Interest that specifies a geographical area. The area may be defined as a list of cells, a list of Tracking areas, an access type (3GPP, Untrusted Non 3GPP, Wireline), an area type (urban, rural).
-
additional activity filters, which restrict the nature of provided KPIs (e.g. type of users, type of service (voice, etc), IP filter, 5QI)

-
analytics query observation period [P1..P2] in the past on which analytics are requested. This is defined as a time period
-
prediction query observation period [F1..F2] in the future on which predictions are requested. This is defined as a time period that may indicate e.g. “between time X and time Y during week end period”, “between time X and time Y everyday”, etc….

-
A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [3] subclause 4.15.1, allowing the Event Receiving NF to correlate notifications received from the NWDAF with this subscription.
-
Event Reporting Information described in the TS 23.502 [3] Table 4.15.1-1. 

This e.g. already supports the configuration of the Mode of Reporting (e.g reporting up to a maximum number of reports allowing a one shot analytics request, periodic reporting along with periodicity, reporting up to a maximum duration) or the request to notifiy immediately the current status of the subscribed statistics, if available, to the requesting NF.
6.1.1.4
How NWDAF provides analytics

A NF subscribes or requests analytics using the Nnwdaf service defined in clause 6.1.1.1 that needs to allow new EventIds to resolve the existing key issues. Each subscription or request for an EventId provides a pattern.

The NWDAF functionality does not overlap the existing NF functionality. Each pattern enhances existing NF functionality such as Mobility Management (by AMF), Session Management (by SMF), Background Data Transfer (in PCF).
Each analytics defined in other solutions should reuse the same following framework to define the parameters of the analytics request to the NWDAF. This framework follows the framework already defined in TS 23.502 [3] § 4.15. 

The NWDAF service allowing NWDAF to notify or provide analytics and/or prediction results shall support the possibility for the NWDAF to indicate:

· Notification Correlation Id (provided in the subscription request)

· The Event ID (one of the Event Id provided in the request), 

· The target of the analytics being provided : UE ID (SUPI and if available GPSI), NF ID, slice Id etc..

· A time stamp.
· The analytics output

· An optional Probability assertion: level of certainty, degree of confidence in prediction
6.1.2
Impacts on Existing Nodes and Functionality

The solution reuses the framework already defined in TS 23.502 [3] § 4.15 

NWDAF: New Event Ids and Event Filter information are defined. No impacts on the existing Nnwdaf interface, except for the slicing information that should become optional, as other event filters should be allowed.

Consumer NF: For a NF such as PCF or NSSF that are consumers of Nnwdaf service, the impacts are to support new EventIds. For other new consumers, the impacts are listed the solutions to each key issue.
6.1.3
Solution Evaluation

Editor's note:
Use this clause for evaluation at solution level.
* * * Change * * * *
* * * Change * * * *
* * * Change * * * *
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