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Abstract of the contribution: This paper provides provides scenario where UAC procedure can not handle slice related congestion control. This is discussion paper is related to discuss the issues raised in the R2-1810964.
1.
Discussion
RAN2 has sent an LS R2-1810964 and asking SA2 to provide motivation and details about the requirement of wait timer for slice. RAN2 in the LS indicates that UAC could be used to restrict the access attempt for a slice. This discussion paper addresses the RAN2 qeustions.
1. UAC mechanism is not defined for non-3GPP access connected to 5GC.

Currently the UAC mechanism is not available for the non-3GPP access. Therefore for a AMF connected to non-3GPP access CANNOT rely on the UAC to mitigate traffics over the non-3GPP access. With this situation into account, 3GPP should have one generic mechanism that works for both 3GPP and non-3GPP accesses together. I.e. AS level overload control mechaims of sending wait timer during release of AN signaling connection. Otherwise the AMF can not protect itself from non-3GPP generating a lot of N1 signaling to the AMF.
2. All possible S-NSSAI can not be mapped to operator defined access category i.e. UAC can provide UAC mechanism for limited number of network slices.

Maximum 32 different operator defined access categories are configured in a UE and a PLMN. In addition to the S-NSSAI these operator defined access categories are used for APN, 5QI and OS ID + APP combination. for S-NSSAI (size of S-NSSAI is 32 bits) 2^32 different values can be possible for the S-NSSAI. How all possible S-NSSAI are mapped to 32 operator defined access categories and also these categories are also allocated for APN, 5QI and OS ID + APP. For unmapped S-NSSAI the UAC mechanism can not be invoked and hence the congestion control using the UAC procedure will not work for unmapped S-NSSAI.


 

This issue will not happen in current core network overload mechanism.

3. UAC procedure may not work when a single AMF or subset of AMFs are congested and other AMFs have not congestion. 

When a cell is served by a multiple AMFs providing a particular servie (eMBB) and each AMF is dedicated for a certain set of user (e.g. serve customers of a particular company only) and the AMF serving particular set of customer is congested then the UAC is invoked for the particular service (eMBB) in the cell. As a result all the UEs are barred from getting the eMBB service although the AMF dedicated for the users of a particular company is congested. This scenario is depicted below. This is one scenario other scenario can be possible.  




 


Current Overload control mechanism of releasing a RRC Connection and sending wait timer for the requested slice can handle this scenario. When a NG-RAN receives RRC Connection Request it can determine that the RRC Connection is for AMF 1 will release the RRC connection when the NG-RAN baesd on GUAMEI determins that the signaling connection establishment is for AMF1 and establishes the RRC Connection if the NG-RAN based on GUAMEI determines that the signaling connection establishment is for AMF 2.

4. Invoking UAC using SI modification procedure during congestion scenario may further congest the network.

According to the subclause 7.3.3 of TS 38.300, the Short Message transmitted with P-RNTI over DCI (see subclause 6.5 of 3GPP TS 38.331 [12]) on PDCCH is used to inform UEs in RRC_IDLE, RRC_INACTIVE and in RRC_CONNECTED about a system information change. 

When a UAC is invoked during congestion situation then network will send Short message (refer Annex below) to all the UEs to indicate the UE to read the new UAC information from the SIB 1. Sending this short message to all the UEs during congestion will further congest the network as the network is required to send this short message to every UE.
This issue will not happen in current core network overload control mechanism of releasing the RRC connection and sending wait time.
5. UAC can not prevent the congestion spill over to other Tracking Area.

In one scenario as depicted below, an AMF handling eMBB service in tracking area 1 invokes UAC mechanism when the AMF starts getting congested with siganling related to eMBB service. The network also consists of tracking area 2 handled by AMF2. The AMF2 provides eMBB service. When large number of user are moving from tracking ara 1 to traking area 2, these UEs are start accessing the tracking area 2 at the same time then it will make the tracking area 2 congested. 



The above scenario will happen in the current core network overload control mechanism as the UE will get wait time for the requested NSSAI and will not initiate signaling till the back off timer is running.
2.
Conclusion

Based on the above discussion it is evident that the UAC procedure in all situation can not provide congestion control mechanism to a AMF. In these scenarios can be well handled by current overload control mechanism of releasing the RRC connectoion and sending the wait time for the congested slice in RRC Connection Release message.
 An AMF connected to non-3GPP access MUST need current overload control mechaims of sending wait timer during release of AN signaling connection. 

3.
Proposal

Based on the above discussion it is prosposed to send an LS to RAN2 clarifying requirement and justification for having extended wait time for a slice in RRC connection Release procedure. CR S2-1810641 is provided to captur some clarification regarding sending extended wait timer for requested NSSAI.

4.
Annex

1. UAC Procedure.







TS 24.501 v 15.1.0

4.5.2
Determination of the access identities and access category associated with a request for access

When the UE needs to initiate an access attempt in one of the events listed in subclause 4.5.1, the UE shall determine one or more access identities from the set of standardized access identities, and one access category from the set of standardized access categories and operator-defined access categories, to be associated with that access attempt.

The set of the access identities applicable for the request is determined by the UE in the following way:

a)
for each of the access identities 1, 2, 11, 12, 13, 14 and 15 in table 4.5.2.1, the UE shall check whether the access identity is applicable in the selected PLMN, if a new PLMN is selected, or otherwise if it is applicable in the RPLMN or equivalent PLMN; and

b)
if none of the above access identities is applicable, then access identity 0 is applicable.

Table 4.5.2.1: Access identities

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for multimedia priority service (MPS).

	2 (NOTE 2)
	UE is configured for mission critical service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access identity 1 is valid when:
- the USIM file EFUAC_AIC indicates the UE is configured for access identity 1 and the RPLMN is the HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present), or a visited PLMN of the home country (see 3GPP TS 23.122 [5]); or
- the UE receives the 5GS network feature support IE with the MPS indicator bit set to "Access identity 1 valid in RPLMN or equivalent PLMN" from the RPLMN as described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4.

NOTE 2:
Access identity 2 is used by UEs configured for MCS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present).

NOTE 3:
Access identities 11 and 15 are valid in HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present). Access Identities 12, 13 and 14 are valid in HPLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.


The UE uses the MPS indicator bit of the 5GS network feature support IE to determine if access identity 1 is valid. Processing of the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message is described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4. The UE shall not consider access identity 1 to be valid when the UE is not in the country of its HPLMN prior to receiving the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message being set to "Access identity 1 valid in RPLMN or equivalent PLMN".
When the UE is in the country of its HPLMN, the contents of the USIM files EFUAC_AIC and EFACC as specified in 3GPP TS 31.102 [22] and the rules specified in table 4.5.2.1 are used to determine the applicability of access identity 1 and access classes 11 - 15. When the UE is in the country of its HPLMN, and the USIM file EFUAC_AIC does not indicate the UE is configured for access identity 1, the UE uses the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message to determine if access identity 1 is valid. When the UE is in the country of its HPLMN, and the USIM file EFUAC_AIC indicates the UE is configured for access identity 1, the MPS indicator bit of the 5GS network feature support IE is not applicable. When the UE is not in the country of its HPLMN, the contents of the USIM files EFUAC_AIC and EFACC are not applicable.
When the UE is in the HPLMN or EHPLMN, the contents of the USIM file EFUAC_AIC as specified in 3GPP TS 31.102 [22] and the rules specified in table 4.5.2.1 are used to determine the applicability of access identity 2.

In order to determine the access category applicable for the access attempt, the NAS shall check the rules in table 4.5.2.2, and use the access category for which there is a match for barring check. If the access attempt matches more than one rule, the access category of the lowest rule number shall be selected. If the access attempt matches more than one operator-defined access category definition, the UE shall select the access category with the lowest precedence value (see subclause 4.5.3).

Table 4.5.2.2: Mapping table for access categories
	Rule #
	Type of access attempt
	Requirements to be met
	Access Category

	1
	Response to paging;

5GMM connection management procedure initiated for the purpose of transporting an LPP message
	Access attempt is for MT access


	0 (= MT_acc)


	2
	Emergency
	UE is attempting access for an emergency session (NOTE 1, NOTE 2)
	2 (= emergency)

	3
	Access attempt for operator-defined access category
	UE was provided with operator-defined access category definitions for the current PLMN as specified in subclause 4.5.3, and access attempt is matching criteria of an operator-defined access category definition
	32-63 
(= based on operator classification)

	4
	Access attempt for delay tolerant service
	(a) 
UE is configured for NAS signalling low priority or UE supporting S1 mode is configured for EAB (see the "ExtendedAccessBarring" leaf of NAS configuration MO in 3GPP TS 24.368 [17] or 3GPP TS 31.102 [22]) where "EAB override" does not apply, and

(b).
the PLMN is broadcasting one of the categories a, b or c, and the UE is a member of the broadcasted category in the selected PLMN or RPLMN/equivalent PLMN 
(NOTE 3, NOTE 5, NOTE 6, NOTE 7)
	1 (= delay tolerant)

	5
	MO MMTel voice call
	Access attempt is for MO MMTel voice call 

or for NAS signalling connection recovery during ongoing MO MMTel voice call (NOTE 2)
	4 (= MO MMTel voice)


	6
	MO MMTel video call
	Access attempt is for MO MMTel video call 

or for NAS signalling connection recovery during ongoing MO MMTel video call (NOTE 2)
	5 (= MO MMTel video)


	7
	MO SMS over NAS or MO SMSoIP
	Access attempt is for MO SMS over NAS (NOTE 4) or MO SMS over SMSoIP transfer

or for NAS signalling connection recovery during ongoing MO SMS or SMSoIP transfer (NOTE 2)
	6 (= MO SMS and SMSoIP)


	8
	UE NAS initiated 5GMM specific procedures
	Access attempt is for MO signalling
	3 (= MO_sig)

	9
	UE NAS initiated 5GMM connection management procedure or 5GMM NAS transport procedure
	Access attempt is for MO data
	7 (= MO_data)

	10
	An uplink user data packet is to be sent for a PDU session with suspended user-plane resources
	No further requirement is to be met
	7 (= MO_data)

	NOTE 1:
This includes 5GMM specific procedures while the service is ongoing and 5GMM connection management procedures required to establish a PDU session with request type = "initial emergency request" or "existing emergency PDU session", or to re-establish user-plane resources for such a PDU session. This further includes the service request procedure initiated with a SERVICE REQUEST message with the Service type IE set to "emergency services fallback".

NOTE 2:
Access for the purpose of NAS signalling connection recovery during an ongoing service, or for the purpose of NAS signalling connection establishment following fallback indication from lower layers during an ongoing service, is mapped to the access category of the ongoing service in order to derive an RRC establishment cause, but barring checks will be skipped for this access attempt.

NOTE 3:
If the UE selects a new PLMN, then the selected PLMN is used to check the membership; otherwise the UE uses the RLPMN or a PLMN equivalent to the RPLMN.

NOTE 4:
This includes the 5GMM connection management procedures triggered by the UE-initiated NAS transport procedure for transporting the MO SMS. 

NOTE 5:
The UE configured for NAS signalling low priority is not supported in this release of specification. If a UE supporting both S1 mode and N1 mode is configured for NAS signalling low priority in S1 mode as specified in 3GPP TS 24.368 [17] or 3GPP TS 31.102 [22], the UE shall ignore the configuration for NAS signalling low priority when in N1 mode.

NOTE 6:
If the access category applicable for the access attempt is 1, then the UE shall additionally determine a second access category from the range 3 to 7. If more than one access category matches, the access category of the lowest rule number shall be chosen. The UE shall use the second access category only to derive an RRC establishment cause for the access attempt.

NOTE 7: 
"EAB override" does not apply, if the UE is not configured to allow overriding EAB (see the "Override_ExtendedAccessBarring" leaf of NAS configuration MO in 3GPP TS 24.368 [17] or 3GPP TS 31.102 [22]), or if NAS has not received an indication from the upper layers to override EAB and the UE does not have a PDU session that was established with EAB override.


4.5.3
Operator-defined access categories

Operator-defined access category definitions can be signalled to the UE using NAS signalling. Each operator-defined access category definition consists of the following parameters:
a)
a precedence value which indicates in which order the UE shall evaluate the operator-defined category definition for a match;

b)
an operator-defined access category number, i.e. access category number in the 32-63 range that uniquely identifies the access category in the PLMN in which the access categories are being sent to the UE;

c)
one or more access category criteria type and associated access category criteria type values. The access category criteria type can be set to one of the following:

1)
DNN name;

2)
5QI;

Editor's note:
Whether the 5QI is a suitable access category criteria type is FFS.
3)
OS Id + OS App Id of application triggering the access attempt; or

4)
S-NSSAI; and
d)
optionally, a standardized access category. This standardized access category is used in combination with the access identities of the UE to determine the RRC establishment cause as specified in table 4.5.6.1.

Editor's note:
Other access category criteria types, in particular whether QFI is a suitable parameter, are FFS.

NOTE 1:
An access category criteria type can be associated with more than one access category criteria values. In this case, the access attempt matches the access category if the access criteria for the access attempt match any of the associated access criteria type values.
Each operator-defined access category definition has a different precedence value.

Several operator-defined access category definitions can have the same operator-defined access category number.
If in bullet d), no standardized access category is provided or the standardized access category provided is not recognized by the UE, the UE shall use instead:

-
access category 3 (MO_sig) if the access attempt is triggered by uplink signalling; and

-
access category 7 (MO_data) if the access attempt is triggered by uplink data

in combination with the access identities of the UE to determine the establishment cause as specified in table 4.5.6.1.

If the UE is configured with operator-defined access category definitions for a PLMN, then access control in 5GMM-IDLE mode will only be performed for the event a) defined in subclause 4.5.1.

If the UE is configured with operator-defined access category definitions for a PLMN, then access control in 5GMM-CONNECTED mode and in 5GMM-CONNECTED mode with RRC inactive indication will only be performed for the events 1) to 5) defined in subclause 4.5.1.
Upon receiving a NAS signalling message with one or more operator-defined access category definitions, the UE shall store the operator-defined access category definitions for the registered PLMN.

Upon receiving a NAS signalling message with zero operator-defined access category definitions, the UE shall delete the operator-defined access category definitions stored for the registered PLMN.

When the UE is switched off, the UE shall keep the operator-defined access category definitions so that the operator-defined access category definitions can be used after switch on.

When the UE selects a new PLMN which is not equivalent to the previously selected PLMN, the UE shall stop using the operator-defined access category definitions configured for the previously selected PLMN and should keep the operator-defined access category definitions configured for the previously selected PLMN.

NOTE 2:
When the UE selects a new PLMN which is not equivalent to the previously selected PLMN, the UE can discard the operator-defined access category definitions configured for the previously selected PLMN e.g. if there is no storage space in the UE.

4.5.4
Access control and checking

4.5.4.1
Access control and checking in 5GMM-IDLE mode
When the UE is in 5GMM-IDLE mode, upon receiving a request from the upper layers for an access attempt, the NAS shall categorize the access attempt into access identities and an access category following subclause 4.5.2, table 4.5.2.1 and table 4.5.2.2, and subclause 4.5.3, and provide the applicable access identities and the access category to the lower layers for the purpose of access control checking. In this request to the lower layer the NAS can also provide to the lower layer the RRC establishment cause determined as specified in subclause 4.5.6 of this specification.
NOTE 1:
The access barring check is performed by the lower layers.
NOTE 2:
As an implementation option, the NAS can provide the RRC establishment cause to the lower layers after being informed by the lower layers that the access attempt is allowed.
If the UE has uplink user data pending for one or more PDU sessions when it formats a REGISTRATION REQUEST or SERVICE REQUEST message as initial NAS message, the UE shall indicate the respective PDU sessions in the Uplink data status IE as specified in subclause 5.5.1.3.2 and 5.6.1.2, regardless of the access category for which the access barring check is performed.
NOTE 3:
The UE indicates pending user data for all the respective PDU sessions, even if barring timers are running for some of the corresponding access categories.

If the lower layers indicate that the access attempt is allowed, the NAS shall initiate the procedure to send the initial NAS message for the access attempt.

If the lower layers indicate that the access attempt is barred, the NAS shall not initiate the procedure to send the initial NAS message for the access attempt. Additionally:

a)
if the event which triggered the access attempt was an MO-MMTEL-voice-call-started indication or an MO-MMTEL-video-call-started indication:

1)
if the UE is operating in the single-registration mode and the UE's usage setting is "voice centric", the UE may attempt to select an E-UTRA cell connected to EPC. If the UE finds a suitable E-UTRA cell connected to EPC, it then proceeds with the appropriate EMM specific procedures and, if necessary, ESM procedures to make a PDN connection providing access to IMS available; see subclause 4.8.2 and 3GPP TS 24.301 [15];

2)
if the UE is operating in the dual-registration mode, the UE may proceed in S1 mode with the appropriate EMM specific procedures and ESM procedures to make a PDN connection providing access to IMS available; see subclause 4.8.3 and 3GPP TS 24.301 [15];

3)
otherwise, the NAS shall notify the upper layers that the access attempt is barred. In this case, upon receiving an indication from the lower layers that the barring is alleviated for the access category with which the access attempt was associated, the NAS shall notify the upper layers that the barring is alleviated for the access category and may initiate the procedure to send the initial NAS message, if still needed; and

b)
if the event which triggered the access attempt was an MO-SMSoIP-attempt-started indication:

1)
if the UE is operating in the single-registration mode, the UE may attempt to select an E-UTRA cell connected to EPC. If the UE finds a suitable E-UTRA cell connected to EPC, it then proceeds with the appropriate EMM specific procedures and, if necessary, ESM procedures to make a PDN connection providing access to IMS available; see subclause 4.8.2 and 3GPP TS 24.301 [15]; 

2)
if the UE is operating in the dual-registration mode, the UE may proceed in S1 mode with the appropriate EMM specific procedures and ESM procedures to make a PDN connection providing access to IMS available; see subclause 4.8.3 and 3GPP TS 24.301 [15];

3)
otherwise, the NAS layer shall notify the upper layers that the access attempt is barred. In this case, upon receiving an indication from the lower layers that the barring is alleviated for the access category with which the access attempt was associated, the NAS shall notify the upper layers that the barring is alleviated for the access category and may initiate the procedure to send the initial NAS message, if still needed.
NOTE 4:
Barring timers, on a per access category basis, are run by the lower layers. At expiry of barring timers, the indication of alleviation of access barring is indicated to the NAS on a per access category basis.
3GPP TS 38.300 v 15.3.0
7.3.3       SI Modification

The Short Message transmitted with P-RNTI over DCI (see subclause 6.5 of 3GPP TS 38.331 [12]) on PDCCH is used to inform UEs in RRC_IDLE, RRC_INACTIVE and in RRC_CONNECTED about a system information change. If the UE receives a Short Message with system information change indication, it knows that the system information (other than for ETWS/CMAS) will change at the next modification period boundary.
3GPP TS 38.331 v 15.3.0
6.5       Short message

Short messages can be transmitted on PDCCH using P-RNTI with or without associated Paging message using Short Message field in DCI format 1_0 (see TS 38.212 [17, 7.3.1.2.1]).

Table 6.5-1 defines Short Messages. Bit 1 is the most significant bit.
Table 6.5-1: Short messages

	Bit
	Short message

	1
	systemInfoModification

If set to 1: indication of a BCCH modification other than SIB6, SIB7 and SIB8.

	2
	etwsAndCmasIndication

If set to 1: indication of an ETWS primary notification and/or an ETWS secondary notification and/or a CMAS notification.

	3 – [8]
	Not used in this release of the specification, and shall be ignored by UE if received.


* * *
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