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Abstract of the contribution: The intent of this PCR is to propose additional architectural assumptions for KI#1.  
Background
During the conference call discussions for pre SA2#129 conference call for eNS, the following discussion points were brought up. 
1) Should the Mutually Exclusive Access to Network Slices need to be mandatory supported in Rel-16 and Rel-16 onwards 5G system? 
2) If Rel-16 UE is Mutually Exclusive Access capable, does the UE need to indicate to the 5GC its capability so that the Mutually Exclusive Access capable 5GC would know the proper way to respond to the UE? 
3) Do we consider the UE to have access to the network slices as soon as the Allowed NSSAI is granted to the UE to be served by the UE’s serving AMF?
This PCR examines the three questions above and derives the conclusions.  This PCR then proposes the additional architectural assumptions based on the conclusions. 

Considerations 

1) Should the Mutually Exclusive Access to Network Slices need to be mandatory supported in Rel-16 and Rel-16 onwards 5G system? 
Analysis: 

a) A Rel-16 system is required to support both Rel-16 and Rel-15 UEs which are not MEANS capable.  Furthermore, a Rel-16 system is required to interwork and to provide roaming support with Rel-15 network partners which are not Rel-16 capable.  Therefore, Rel-16 system would need support Rel-15 network slicing operational behaviour which does not support MEANS. 

b) For some small scale 5G operations and/or providers which provide very limited set of 5G services for their 5G UEs, they may not have the business need for the MEANS deployment.  Certainly, such deployment consideration would have been taken the consideration with their roaming partners, if there is any.    Hence, there is no reason to impose the 5G operator and/or service provider to support MEANS in their Rel-16 5G system. 

c) Based on observing the solutions that have been proposed, there is no evidence that, the support of MEANs in Rel-16 would impact to the protocol stack design of the Rel-15 system.  Hence, if Rel-16 UE and/or network do not support MEANs, there is no compatibility concern between those Rel-16 systems that may or may not support MEANs. 
	Observation-1: 

Based on the considerations from a), b) and c), there is no justification for mandatory support of MEANS in Rel-16 and Rel-16 onwards 5G system. 


2) If Rel-16 UE is Mutually Exclusive Access capable, does the UE need to indicate to the 5GC its capability so that the Mutually Exclusive Access capable 5GC would know the proper provisioning of the NSSAIs to the UE? 
Analysis: 

For this particular question, may be more fundamental question to ask is that,  whether the UEs which are capable and not capable to support MEANS would receive the “same” set of Allowed NSSAI and Configured NSSAI from the network during the UE registration?  In other words, should we expect the 5G operators which are capable to support MEANS to organize their S-NSSAIs the same way (i.e. not optimized for particular group of services) irrespective of its serving UEs which are capable and not capable to support MEANS? 

According to KI#1 described in clause 5.1.1 in TR 23.740, it says, 

	· by network capability: for example, a factory device may have two modes of operations: "maintenance mode" (used to perform updates, e.g. blueprints upload, check the status of the devices, monitoring and maintenance, etc) and a "ultra-low latency factory mode", where the device receives URLLC commands to perform its duty. In that case, the AMF instance used for the URLLC factory slice may be tailored specifically to that duty, and not be able to support other services such as file database access, etc. In that case, the device may have to select either mode and not connect to both simultaneously.


Based on the motivation described above, it is reasonable to expect that, operators who would like to deploy MEANS would not likely provision the same S-NSSAI to the UEs who are MEANS capable and non-capable.  Otherwise, it compromises the slicing configurations to support MEANS in order to optimize their network deployment. 

If this use case holds, it implies that there is a need for the network to be aware of the target UE whether it is MEANS capable or not capable, so that the proper Allowed NSSAI and Configured NSSAI can be provisioned to the target UE, accordingly.  
For the Allowed NSSAI, the provisioning seems to be straight forward because all S-NSSAIs within the Allowed NSSAI are required to serve the UE simultaneously and hence, there is no mix of S-NSSAIs from different slicing groups.  However, for the Configured NSSAI, this may not be the case, because the Configured NSSAI could have mix of S-NSSAIs from different slicing groups for the case that when the target UE is MEANS capable.     

One would argue that, given the UE needs to register with the 5GC again anyway in order to obtain the Allowed NSSAI, therefore, it is an non-issue even though if the Configured NSSAI contains a mix of S-NSSAIs from different mutually exclusive slicing groups.  If this argument holds, this will impose operator to compromise their slicing configuration to support MEANS because the same set of slices are required to support the UEs which are not MEANS capable.   This argument completely contradicts the motivation for the deployment of MEANS. 
	Observation-2: 

Based on the considerations of the motivations for the deployment of MEANS as described above, the Rel-16 operator is not required to deploy the same set of S-NSSAIs to support UEs which are capable or not capable to support MEANS.  Therefore, given different set of S-NSSAIs could be granted to the UE which are capable or not capable to support MEANS, there is a need for the Rel-16 MEANS capable 5GC to be aware of the UE’s capability for supporting MEANS. 


3) Do we consider the UE to have access to the network slices as soon as the Allowed NSSAI is granted to the UE to be served by the UE’s serving AMF?

Analysis: 

A network slice consists of both control plane and most likely also the user plane network functions.   Control plane communication between the UE and its registered network slice is over N2 via the support AMF.  Once the Allowed S-NSSAIs are determined for the given UE, the serving AMF/AMF set is also identified.  This implies that, the given AMF/AMF set is part of the Allowed S-NSSAIs.  The N2 connectivity is established during the UE registration with the set of S-NSSAIs in the Allowed NSSAIs.  

As long as N2 is connectivity is present, the UE can communicate and access the target S-NSSAI within the Allowed S-NSSAIs.   

	Observation-3: 

Based on today Rel-15 network slicing design for the basic N2 control plane establishment with the target S-NSSAI as summarized above, the UE can communicate and access to the network slice(s) that are served by the UE’s serving AMF as soon as the Allowed NSSAI is granted to UE.   Such Rel-15 architecture design should not be changed in Rel-16 5G system when MEANS is introduced.


Conclusions

Based on the three observations above, the PCR proposes to add the following set of architecture assumptions to the clause 4 in TR 23.740 for KI#1. 
***** Start of Change *****

4
Architectural Assumptions and Requirements
For Mutually Exclusive Access to Network Slices the following assumptions apply:

-
It is assumed that the support of mutually exclusive access to network slices uses Rel-15 network slicing feature as the baseline.

-
Support of the Mutually Exclusive Access to Network Slices in a PLMN shall not impact Rel-15 5G UEs' behaviour.

-
The network operator shall be able to ensure that the UE is prevented to access Network Slices which are mutually exclusive for that UE.

-
It is assumed that a UE supporting mutually exclusive access to network slices shall be able to operate in a Rel-15 5GS.
- 
It is not mandatory for Rel-16 5G UE and network to support Mutually Exclusive Access to Network Slices

- 
The Rel-16 Mutually Exclusive Access capable network is not required to deploy the set of network slices for both types of the UEs that may or may not be capable of supporting Mutually Exclusive Access to network slices. 
-
The Rel-16 5G system support for MEANS shall not change the Rel-15 network architectural concept that the UE has access to the network slice(s) which are served by the UE’s serving AMF as soon as the Allowed NSSAI is granted to UE.    
For interworking for slicing between EPC and 5GC the following assumptions apply:

-
It is assumed that the interworking for slicing between EPC and 5GC uses Rel-15 solution as the basis.

-
The interworking for slicing between EPC and 5GC shall not impact Rel-15 5G UEs behaviour.

-
The system shall support slicing interworking between EPC and 5GC for roaming case when the PGW-C+SMF is Rel-15.

***** End of Changes *****
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