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Abstract of the contribution: This contribution provides solution for accessing to Non Public Network services via PLMN.
1 Discussion
As defined by SA1, The NPN (Non-public network) may be deployed as standalone network or not. The NPN may be hosted by a PLMN, or they may be offered as a slice of a PLMN.
In key issue#6, it is required “-
Ability for UE to remain registered in both a PLMN (using the credential needed for Public PLMN) and a type-a network (using the credential needed for type-a network) when NR is deployed in both the PLMN and the type-a network.” By now, the terminology has changed to Non Public Networks (shorten as NPN). 
Proposal1: replace the type-a network to Non Public Networks. 
<Standalone NPN & non-standalone NPN>

The standalone NPN is a standalone 5GS, the non-standalone NPN can have different kinds of deployment, e.g. a slice or a service of the hosted PLMN, etc. In order to access to the NPN services via PLMN, a PDU session can be setup and is routed to the NPN. The PLMN SMF selects the NPN SMF and the NPN SMF verifies whether the NPN PDU session via the PLMN is allowed not.
For standalone NPN, as shown in Figure-1, a UE, which subscribed both NPN and PLMN, can setup the PDU sessions for NPN services via PLMN SMF and NPN SMF when moving to the PLMN.
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Figure-1: Standalone NPN- NPN PDU session via PLMN
For the non-standalone NPN, an example is as shown in Figure-2. A UE, which subscribed both NPN and PLMN, can setup the PDU sessions for NPN services via PLMN NG RAN and NPN slice.
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Figure-2: Non-standalone NPN - NPN services over PLMN

<Single registration or dual registration >

For standalone NPN, the UE could register to PLMN and NPN respectively. When the NPN is non-standalone, the NPN could be treated as a service or slice of the PLMN. When the UE registers to the PLMN hosting the NPN, the UE can get the NPN information from the hosted PLMN. Single registration is enough.

Observation1: For accessing to the services of the standalone NPN, the UE could register to PLMN and NPN respectively; For accessing to the services of the non-standalone NPN, the UE could register to hosted PLMN only.
<Isolated NPN services>

The NPN services can be isolated or not, some NPN services required higher security and privacy and can only be accessed to via NPN. Some NPN services is beneficial from bigger coverage and can be accessed to via PLMNs. 

Observation2: The NPN services can be isolated or not. The NPN services can be isolated or not. The isolated NPN services can be accessed to via NPN only. The non isolated NPN services can be accessed to via PLMN.
<Non-standalone NPN serving area>

When the NPN is non-standalone, the NPN could be treated as a service or slice of the PLMN. The non-standalone NPN serving area may be partial serving area of the hosted PLMN. The NG RAN may support both NPN and the hosted PLMN.

Observation3: The non-standalone NPN serving area may be the partial serving area of the hosted PLMN. The NG RAN may support both NPN and the hosted PLMN.
Proposal2: it is proposed to take the above observations into account for accessing to NPN services via PLMN. 
2 Text Proposal
*** Start of changes ***

5.6
Key issue #6: Accessing PLMN services via Non Public Networks and vice versa
5.6.1
Description

Non Public Networks (NPN) are restricted for use by authorized subscribers only. It is not available for public use. However, UE can be authorized to use both a Public PLMN and NPNs in which case, it should be studied how the UE can obtain service continuity for services offered by Public PLMN via NPN and vice versa.

The open issues for this key issue are as follows:

-
Study System architecture aspects to support service continuity between Public PLMN and NPN. How to enable the 5G system to provide:

-
access to Public PLMN offered services (e.g. voice services) while accessing NPN;

-
service continuity for PLMN offered services (e.g. voice services) between a NPN and a Public PLMN;

-
access to selected NPN offered services while accessing Public PLMN;-
service continuity for NPN offered services between a NPN and a Public PLMN.

Note 1:
It is assumed that the UE requires the credential needed for Public PLMN in order to access and obtain Public PLMN offered services. Similarly, it is assumed that the UE requires the credential needed for type-a network in order to access and obtain type-a offered services.

How to support the following?

-
Ability for UE to remain registered in both a PLMN (using the credential needed for Public PLMN) and a  standalone NPN (using the credential needed for type-a network) when NR is deployed in both the PLMN and the standalone NPN.
*** Next changes ***
6.X
Solution X: Access to NPN services via PLMN
6.X.1
Description

The solution is to address key issue #6:  ("Accessing PLMN services via Non Public Networks and vice versa ").

The solution focuses on accessing to NPN (Non-public networks) services via PLMN:

· The NPN could be standalone or non-standalone. 

· For non-standalone NPN, the PLMN could be the hosted PLMN of the NPN or the other PLMNs.

· The NPN services, which are deployed in the application layer, can be accessed by means of the PDU session.
For accessing to the services of the standalone NPN, the UE could register to PLMN and NPN respectively; For accessing to the services of the non-standalone NPN, the UE could register to hosted PLMN only.
The NPN services can be isolated or not. Some NPN services required higher security and privacy and can only be accessed to via NPN. Some NPN services is beneficial from bigger coverage and can be provided via PLMNs. The isolated NPN services can be accessed to via NPN only. The non isolated NPN services can be accessed to via PLMN.
The non-standalone NPN may be realized as a slice or a service of the hosted PLMN. The non-standalone NPN serving area may be the partial serving area of the hosted PLMN. The NG RAN may support both NPN and the hosted PLMN.
6.X.2
Procedures

6.X.2.1
Procedures for standalone NPN via PLMN
Registration to the NPN

· The NPN indicates the UE the information of the NPN: whether the NPN is isolated, the allowed PLMN list for the NPN UE to access to. When the NPN is not isolated, the allowed PLMN list is indicated to the UE.
· The NPN indicates the UE the information of the NPN services: whether the NPN service is isolated, the allowed PLMN list of the NPN service. The allowed PLMN list of the NPN service is the PLMN list via which the UE accesses to the NPN service. 

Registration (New Registration or TAU) to the PLMN

· The PLMN indicates the UE whether the UE is allowed to access to the NPN services via the current PLMN and the NPN ID list allowed to be accessed to via the current PLMN. 

NPN PDU session setup in the NPN

· The NPN UDM indicates the allowed PLMN list of the NPN services in the UE subscription data to the NPN SMF.
NPN PDU Session establishment via the PLMN
· The UE indicates NPN S-NSSAI and PLMN S-NSSAI to the PLMN, the PLMN SMF selects NPN SMF. The NPN UDM indicates the allowed PLMN list of the NPN services in the UE subscription data to the NPN SMF. The NPN SMF decides whether the NPN service is allowed to be setup via the PLMN according to the allowed PLMN list of the NPN services.
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Figure-1: Standalone NPN – an example of setup NPN PDU session via PLMN

Handover from the NPN to the PLMN
· When the UE moves out the of the NPN, the SMF decides whether to transfer the NPN PDU sessions’ contexts based on whether the target area belongs to the allowed PLMNs for the NPN services or whether the NPN services is isolated.
6.X.2.2
Procedures for standalone NPN via PLMN
Registration to the hosted PLMN

· The hosted PLMN indicates the UE the information of the NPN: whether the UE is allowed to access to the NPN, the serving area of NPN, the allowed PLMN list for the NPN UE to access to.
· The hosted PLMN indicates the UE the information of the NPN services: whether the NPN service is isolated, the allowed PLMN list (e.g. the hosted PLMN) of the NPN service. The allowed PLMN list of the NPN service is the PLMN list via which the UE accesses to the NPN service.
PDU Session establishment via the hosted PLMN:
· NPN PDU session establishment via hosted PLMN: no matter the NPN PDU session is established via NPN area or hosted PLMN area, the UE indicate NPN S-NSSAI to the PLMN and the NPN SMF is selected.
· The UDM indicates the allowed PLMN list of the NPN services in the UE subscription data to the NPN SMF. The NPN SMF decides whether the NPN service is allowed to be setup via the current area (e.g. TA) according to the allowed PLMN list of the NPN services. E.g. when the UE requests the NPN PDU session in the hosted PLMN’s area not supporting NPN but the NPN service is allowed to be accessed via the hosted PLMN, the NPN PDU session can be setup.
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· Figure-2: Non-standalone NPN - an example of NPN services over PLMN

NPN PDU Session establishment via other PLMNs:
· It is the same procedure as NPN PDU Session establishment via PLMN for the standalone NPN.
Handover from NPN serving area to non-NPN serving area in the hosted PLMN
· When the UE moves out the serving area of the NPN, the SMF decides whether to transfer the NPN PDU sessions’ contexts based on whether the target area belongs to the allowed PLMNs for the NPN services or whether the NPN services is isolated. 

· After handover, the NPN slice does not change and the UE is path switched from RAN node supporting NPN to the RAN node supporting the hosted PLMN only. 
Handover NPN PDU Session from the hosted PLMN to other PLMNs: 

· When the UE moves out the serving area of the NPN and the target area belongs to other PLMNs, the SMF decides whether to transfer the NPN PDU sessions’ contexts based on whether the target area belongs to the allowed PLMNs for the NPN services or whether the NPN services is isolated. If the target PLMN is not the allowed PLMN for the NPN, the SMF does not includes the NPN PDU sessions’ contexts during handover. 
6.X.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.X.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.

*** End of changes ***
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