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1. Overall Description:

SA2 would like to thank SA3 for their LS (S2-181xxxx/S3-183066).
SA2 confirms the SA3 assumption that S-NSSAI and Last visited TAI need not be sent as cleartext.

SA2 acknowledges that S-NSSAI is also sent as cleartext at the RRC level. Unfortunately, apart from using public key encryption schemes, SA2 sees no solution in Rel-15 timeframe that could address the problem of S-NSSAI being sent as cleartext at RRC level.

Specifically, SA2 would like to point out that there is no possibility to defer the transmission of S-NSSAI until after the access stratum security is installed in the UE and in NG-RAN, because the S-NSSAI is used by NG-RAN for AMF selection during Initial Registration and Mobility Registration Update.
In the absence of a solution for S-NSSAI encryption at RRC level, SA2 recommends that the signalling of S-NSSAI at RRC level should be minimized. Specifically, S-NSSAI should not be signalled at RRC level as part of the Service Request and Periodic Registration Update procedures.
2. Actions:

To SA3, CT1, RAN2, RAN3, SA:

ACTION: 
SA2 respectfully asks SA3, CT1, RAN2, RAN3, SA to take the information above into account.
3. Date of Next TSG-SA2 Meetings:

TSG-SA2 Meeting #129bis

26 - 30 Nov 2018
West Palm Beach, FL, US


TSG-SA2 Meeting #130

21 - 25 Jan 2019
Kochi, IN
