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Abstract of the contribution: This contribution provides update to Solution #3.

1. Discussion

It is proposed to update Solution #3 captured in TR 23.734 as follows:

-
Clarify that UE can have subscriptions with multiple SPs and how the user selects which subscription / SP to use is out of 3GPP scope.

-
SP-ID may be broadcasted by the NPN RAN (in addition to NPN-ID), but this is not a pre-requisite for NPN selection.

-
NPN selection is driven by lists configured in the UE. The lists are referred to as “Equivalent Home Network” list or “Operator Controlled Network Selector with Access technology” list and are modelled on the EHPLMN list and Operator Controlled PLMN Selector with Access Technology list defined in TS 23.122. In case the UE has subscriptions with multiple SPs, these lists are configured on per-SP basis.
The network selection in this solution is always based on the SP-ID of the service provider and its “Equivalent Home Network” list. Hence, it is proposed to delete the following Editor’s Note. 
Editor's note:
Whether NPN identification and selection based on NPN ID only is needed is FFS.
When the service provider is an MNO, roaming architecture is assumed in this solution where the service provider is the HPLMN and the NPN is the VPLMN. The roaming architecture described in TS 23.501 applies in this solution. Hence, it is proposed to delete the following Editor’s Notes: 
Editor's note:
The location of network functions other than UDM/AUSF is FFS.

Editor's note:
The architecture assumptions to support access to the SP services is for FFS.

The broadcast of SP-ID by the RAN of the non-public network is optional. The support of SP-ID list is optional when the UE is configured with the “Equivalent Home Network” list. In this case, the service provider configures the NPN-ID to which the cell belongs on its “Equivalent Home Network” list. The further study described in the following Editor’s Note does not apply anymore. Hence, it is proposed to delete the following Editor’s Note:
Editor's note:
How to efficiently provide domain name based SP-IDs is FFS.
An “Equivalent Home Network” list in the UE is configured for each subscription in the case where the UE has subscription with more than one service providers. The priority order of the networks in the “Equivalent Home network” list if based on the same principle as described for the EHPLMN in TS 23.122.Based on this clarification, it is proposed to delete the following Editor’s Note: 
Editor's note:
How the priority is handled when there are multiple NPN and/or SP subscriptions is for FFS.
The principles of Solution #1 and Solution #3 addressing Key Issue #1 and Key Issue #2 are based on the same principle with respect to network identification and selection when the same operator is the provider of non-public network and the services. However, Solution#3 allows for more deployment flexibility by having separate network provider and service provider.
2. Proposal
It is proposed to agree the following into the TR 23.734.

* * * First change * * * *
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* * * Second change * * * *
6.3
Solution #3: Non-public network identification, selection and access control
6.3.1
Description

The solution addresses key issue #1 ("Network discovery, selection and access control for non-public networks networks") and key issue #2 ("Network Identification for non-public networks").


6.3.1.1
Network Identification

The network is identified with a non-public network identifier (NPN ID) advertised in the broadcast channels of a non-public network cell. A non-public network may support services provided by one or more Service Providers (SP), which can include MNOs, or 3rd party service provider.
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Figure 6.3.1.1-1: Example of non-public to UE#A/UE#B/UE#C

As shown in figure 6.3.1.1-1, UE#A and UE#B are registered to the non-public network (NPN) identified by a Non-public network ID (NPN-ID).

-
Service provider represented by SP #1, which is a PLMN, provides the authorized service for UE #A. 

-
Service provider represented by SP#N, which is 3rd party service provider, provides the authorized service for UE#B.


The UE has a subscription with one or multiple Service Providers, each of which is identified with an SP-ID. For UE, which has subscription with service provider (SP) that is a PLMN, the UE subscription data and authentication credentials are stored at the UDM/AUSF of the service provider. 

For non-public network identification, this solution proposes the following principles:
-
The network identification of non-public network is given by NPN-ID. 
-
The SP-ID which is the identifier for the service provider, may be advertised by the non-public network cell in the system information; however, this is not a pre-requisite for network selection. A given non-public network identified by NPN-ID may support multiple SP-ID. For the service provider, which is a PLMN, SP-ID will be PLMN-ID. For the service provider, which is not a PLMN, SP-ID could be the domain name and selection procedure may be based on domain name.

-  The UE has subscription with one or more service providers. In case of multiple SPs, the user first selects the SP whose services it wishes to use. How the user selects the SP is considered out of scope of 3GPP.


-
The RAN node in the non-public network shall broadcast the following information:

-
non-public network indicator: The indicator may be, for example:

-
a new non-public network indicator; or

-
PLMN-MCC=999 to inhibit 'public UEs' to access the non-public network; or

-
cellReservedForOtherUse indication: existing bit in SIB. It is up to RAN WG2 and CT WG1 to decide whether this or any other indicator is the best to inhibit legacy UEs from accessing the non-public network.
-
NPN-ID.

-
(Optional) Supported SP-IDs list.
NOTE: The broadcast of SP-ID list by RAN node is optional when the UE is configured with the “Equivalent Home Network” list or the “Operator Controlled Network Selector with Access Technology” list. In this case, the network selection is driven by the “Equivalent Home Network” list or the “Operator Controlled Network Selector with Access Technology” list configured in the UE.

-
The UE shall be configured with the following information:

-
at least one SP-ID for the service provider that owns the UE subscription.

-
NPN-ID or list of NPN-IDs for the NPNs that can provide the UE with the access to the SP that owns the UE subscription.
-
Authentication parameters including credential, authentication method of the configured SP-ID.


For each subscription to an SP, the UE is configured with an “Equivalent Home Network” list, which is modelled based on the EHPLMN list defined in TS 23.122[15]. This list can includes both NPN-IDs and the SP-ID that are ranked in priority order. An “Equivalent Home Network” list in the UE is configured for each subscription in the case where the UE has subscription with more than one service providers. Alternatively, the UE may be configured with an “Operator Controlled Network Selector with Access Technology” list, which is modelled based on the Operator Controlled PLMN Selector with Access Technology list defined in TS 23.122[15].




6.3.1.2
Network Discovery and Selection

For a UE configured with non-public network profile, it is important that non-public network discovery and selection is compatible with existing PLMN selection procedure as in TS 23.122 [15]/TS 38.304 [8]:

When a UE is switched on, a public land mobile network (PLMN) is selected by NAS. On request of the NAS, the AS shall perform a search for available PLMNs with CN type if available for each PLMN and report them to NAS.


For Key issue#2, this solution proposes the following principles:

-
In the PLMN selection procedure, a non-public network indicator (NID) is used as an indication to differentiate between the PLMN and non-public network:

-
The RAN node in non-public network needs to broadcast the non-public network indicator along with other supported PLMNs, if available, in the system information. The non-public network indicator can be either a new indicator broadcast in SIB or a reserved globally unique PLMN ID.

Editor's note:
The information broadcast by the RAN node for non-public network has RAN dependency and needs alignment with the RAN working group.
-
For the UE configured with non-public network profile information (as defined in 6.3.1.1), when it detects the non-public network indicator, it continues with non-public network Discovery and Selection procedure.

-
For the non-public network selection procedure, the UE goes through the “Equivalent Home Network” list or “Operator Controlled Network Selector with Access technology” list in priority order until it finds a suitable cell (in the sense of TS 23.122[15] and TS 38.304[8]) that matches the NPN-ID advertised in a particular location.

6.3.1.3
Access Control

The access class information may be stored in USIM or as part of the configuration of the non-public network Profile, the UE shall be also configured with the access class information corresponding to the configured SP-ID.
For the access control of the non-public network, the solution is based on the following principles:


RAN node may broadcast access class barring information for the UEs allowed to access the non-public network.
-
The UE(s) determines if it is allowed to access a non-public network based on the configured access class per NPN-ID in the non-public network profile.
6.3.2
Procedures

to the UE is configured with a non-public network Profile with the following parameters:

-
at least one SP-ID for the service provider that owns the subscription. If the user has subscription with multiple SPs, the UE has a separate configuration for each of the SP-IDs.

-
For each subscribed SP-ID the UE is configured with an “Equivalent Home Network” list or “Operator Controlled Network Selector with Access Technology” list.
-
Authentication parameters including credential, authentication method of the configured SP-ID.








For the non-public network discovery and selection the following principles apply:

· UE has subscription with a service provider identified by its SP-ID (For example – identified as SP#X).

· SP#X has an agreement with non-public network that is identified by its NPN-ID (For example – identified as NPN#A), allowing the UEs that have subscription with SP#X to access the services of SP#X via NPN#A. 

· The UE has a stored “Equivalent Home Network” list or “Operator Controlled Network Selector with Access Technology” list that contains both SP#X and NPN#A.

· The radio access network of NPN#A broadcasts its own ID i.e., NPN#A. Additionally, it may broadcast the SP-IDs of the supported service providers to which it provides access. 

· The UE, which has subscription with SP #X selects NPN #A since NPN #A, is configured in UE’s “Equivalent Home Network” list or “Operator Controlled Network Selector with Access Technology” list. 

· Once the network selection is complete, the UE registers with the network by providing the UE identity and credential corresponding to the SP-ID. It is assumed that the authentication request is routed to a subscriber database residing in the SP’s administrative domain. When the service provider is a PLMN, the subscriber database can correspond to a UDM.








6.3.3
Impacts on Existing Nodes and Functionality
-
The RAN node in the non-public network shall broadcast the following information:

-
Non-public network indication.
-
NPN-ID.

-
(Optional) Supported SP-IDs list.

-
The UE shall be configured with the following information:

-
Subscription parameters for at least one SP-ID for the service provider that owns the subscription.

-
Authentication parameters including credential, authentication method of the configured SP-ID.

-
NPN-ID or list of NPN-IDs for the NPNs that can provide the UE with access to the SP that owns the UE subscription .





6.3.4
Solution Evaluation


The principles described in Solution #3 addresses the Key Issue #1 and Key Issue #2 for non-public network identification, discovery and selection. Solution#3 allows for more deployment flexibility by having separate network provider and service provider.
Solution #1 is subsumed under Solution #3 by having a single NPN-ID in the “Equivalent Home Network” list and setting NPN-ID equal to SP-ID.
*** Next change ***

8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.
8.x
Conclusion for key issue 1 and 2
It is recommended to agree on the following principles for non-stand-alone non-public networks (i.e. non-public networks that are deployed as part of a PLMN) : 

· NG-RAN broadcasts PLMN ID in SIB.

· NG-RAN broadcasts CellReservedForOtherUse.

· NG_RAN broadcast one additional ID. Whether the additional ID is used as part of network selection or as part of cell selection will be decided as part of the normative work.
· UE uses the PLMN credentials to register with the network.
* * * End of change * * * *
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