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Introduction
I. Editor’s notes

The solution #23 “Co-location of UPF and FAGF” includes a number of open Editor’s notes. These are analysed here and proposal is provided for addressing them, where possible.
1.) Terminology for supporting FN-RG in integration scenario
Editor's note:
BBF terminology used in migration scenario may change, L-AGF (legacy AGF) is used as interim term for the AGF.

Observations:

The BBF’s SD-420 Release 3, as well as LS-IN S2-1811672 contains updated terminology for the AGF function that is used to connect an FN-RG to the 5G core, when using integration scenario. The current assumption is that the FN-RG is supported by same AGF that can also support 5G-RG; this AGF is also able to recognize whether the connecting RG is FN-RG or 5G-RG. The terminology used for such AGF is “adaptive AGF”. 

Conclusion:
The terminology needs to be updated to align TR23.716 with BBF’s study work
Proposal 
It is proposed to update the terminology and use “adaptive AGF”. The editor’s note can be removed.

2.) Authentication of the FN-RG
Editor's note:
The authentication of the FN-RG based on the trust relationship between 5GC/AMF and the access network/FAGF shall be defined/approved by BBF and SA3.

Observations:
· SA3 has started a study work under WID “FS_5WWC_SEC”; the result of which are captured in TR33.807

· SA3 has included a Key Issue #2, for addressing the authentication and authorization of the FN-RG. This key issue covers the aspects that are indicated as open issues in the current TR23.716

· In their SA3 #87 meeting, SA3 have discussed a solution proposal for this KI#2 of TR33.807 – refer to S3‑183518. However, this proposal was noted and SA3 decided to send an LS to SA2 (S3-183785, no S2 Tdoc available at the time of the SA2 #129bis contribution deadline) whereby they ask SA2 to clarify a number of aspects on the FN-RG’s integration to the 5GC. 

Conclusion:

At the time of SA2 #129bis, there is no progress in SA3 addressing this editor note and SA2 cannot include any preliminary conclusion about the authentication of FN-RG. 
Proposal:

· The above editor’s note is left open when TR23.716 is concluded. 
· It is proposed that we still assume that BBF, SA2 and SA3 will find an acceptable solution for the FN-RG authentication, so this use case and the solution #23 is considered as a candidate for normative work.

3.) PPP authentication for the FN-RG
Editor's note:
whether PPP authentication for the FN-RG is  supported for the interworking step of the migration scenario (see solution 24) is FFS. This is to be defined by BBF.
Observations:
· So far, BBF has not included any indication about the PPP authentication being required in 5GC. The SD420 included in their LS does not contain any reference to that, nor does their LS (S2-1811672) include any question on this aspect.
Conclusion:

· There is no known requirement for supporting PPP authentication for the FN-RG

Proposal:
· It is proposed to remove this editor’s note without any update to the solution #13.

4.) Further EN about FN-RG authentication
Editor's note: the assumption that 5GC does not perform further authentication exchange needs to be verified with SA3 and BBF.
Refer to the discussion and conclusion for the EN in point 2.).
Proposal: 

· The above editor’s note is left open when TR23.716 is concluded. 

5.) Applicability of specific 5GC solution aspects
Editor's note:
Whether the parameter Registration area. Mobility restrictions, PDU session status, NSSAI,  LADN Information and accepted MICO mode are sent to FMIF_CP and/or additional parameters needs to be send for supporting interworking scenario is for further study
Observations:

· The FN-RG only uses trusted non-3GPP access. Wireless access or hybrid access is out of scope. As per Rel-15 specifications, the registration area for non-3GPP access covers the whole access network. 
· Mobility restrictions are addressed by solution #14 and solution #18. These also cover the wireline access, thus they should be applicable also for the FN-RG case. However, the FN-RG is supposed to be identified based on its Line ID, which also happens to be its location. Thus, it is by definition impossible for an FN-RG to use other Line ID than what is allowed for it location.

· PDU session status is meaningful / used to check the state in the network and UEin periodic and mobility related registration requests, as well as service requests. There are not relevant for the FN-RG. However, the stage3 protocol contains the PDU session status for registration request, therefore it will be used..
· NSSAI is mandatory parameter at registration. LSs exchanged between SA2 and BBF clarified this and BBF has been requested to support NSSAI. It has to be noted though that these focused on 5G-RG.

· LADN information is related for wireless access being provided in a limited geographic area. There is no relevant requirement known whereby the FN-RG should be able to use a similarly limited service.

· MICO mode is not applicable for non-3GPP access. Thus, it is by definition N/A for FN-RG

· The above editor’s note refers to FMIF only, thus did not cover properly the FAGF cases, which may be either adaptive AGF or FMIF.

Conclusions:

· Registration area for FN-RG is the whole W-5GAN access network. 

· Mobility restriction is not applicable for FN-RG

· PDU session status is not applicable for FN-RG
· NSSAI is applicable for FN-RG as well
· LADN is not applicable for FN-RG

· MICO mode is not applicable for FN-RG

Proposal:
· It is proposed to add the following clarifications via a NOTE:
· Registration area for FN-RG is the whole W-5GAN.

· Mobility restrictions, PDU session status, LADN and MICO mode are not applicable for FN-RG

· NSSAI is applicable for FN-RG as well

· The above editor’s note can be removed, once this note is added. 

6.) De-registration by FAGF
Editor's note:
It is FFS whether FAGF initiated de-registration is required for the FN-RG.

Observations:
· According to SD-420, the protocols used between the FN-RG and adaptive AGF/BNG can support liveliness. E.g. DHCP lease may expire and not renewed by RG; also LCP protocol supports keep-alive messages.
· This allows that the Adaptive AGF and the FMIF (the latter also subject to BNG to FMIF communication, which appears not to be defined yet by BBF) can be aware of the FN-RG being disconnected/unavailable.

· There is no clear requirement communicated from BBF whether in this case, the adaptive AGF or FMIF shall release sessions or de-register the RG.  

· From 5GC perspective, the FAGF should be able to de-register the FN-RG, as otherwise, the only way to terminate a registration session would be to initiate this from the network, e.g. based on terminating the service. 
· The existing text is incorrect, in that it states that FAGF shall support re-registration as requested by 5GC. Given that the FN-RG only uses non-3GPP access, the re-registration is not applicable
Conclusion:
· The FAGF should be able to de-register the FN-RG

Proposal:

· Add text to clarify that the de-registration is applicable for FN-RG / FAGF

· Correct the text and remove re-registration by FAGF

7.) PDU session modification and PDU session release by FAGF 
Editor's note:
It is FFS whether FAGF initiated PDU session modification or PDU session release is applicable for the FN-RG.

Observations:

· Based on SD-420, the FN-RG may support one or more sessions. These can be delineated by the following methods:

· Multiple VLANs may be used and the FN-RG can initiate a session in each VLAN
· Multiple PPP sessions can be supported within a single VLAN
· The FN-RG is thus able to initiate and terminate sessions towards the adaptive AGF or BNG / FMIF
· The FAGF (adaptive AGF or FMIF) shall be able to relay this towards the 5G core, using PDU session setup and PDU session release procedures.
· Based on SD-420, it is understood that the FN-RG does not have signalling procedures for requesting changes to QoS parameters in an existing session. Therefore, the FAGF initiated session modification procedure is not applicable for the FN-RG. . 

Conclusion:

· PDU session release is applicable for FN-RG / the FAGF

· UE initiated PDU session modification is note applicable for the FN-RG / the FAGF 
Proposal:

· Add text to clarify that the UE initiated PDU session release procedure is applicable, but the UE initiated session modification procedure is not applicable for FN-RG / FAGF.
II. Impacts on Existing Functions
The solution #13 did not contain any impact analysis. Based on the above proposed updates, as well as the existing text, the following main impacts can be identified:
· New type of SUPI/SUCI needs to be supported; this impacts many nodes in 5GC – all of those handling subscription data and authentication: AMF, SMF, PCF, UDM, AUSF, UDR. Besides this, also NWDAF, CHF will be impacted   

· The new type of authentication (namely, no authentication in 5GC) that is needed for the FN-RG will impact UDM. However, this is still outstanding with SA3 / TR33.807.
It is proposed to include the above in an impact analysis section added to the solution #23.
Proposal
It is proposed to update TR 23.716 as follows.
* * * Start of Change * * * 
6.23
Solution #23: Supporting FN-RG in 5GC

6.23.1
Overview

This solution specifies the 5GC functionality required to support registration and session management of FN-RG, when interworking functionality defined by BBF is provided in the W-5GAN.

In essence, the solution is based on the FAGF authenticating the FN-RG, providing registration and session management for / on behalf of the FN-RG. The 5GC impacts are thus limited; the adjustments that are still needed are described in this solution.

This solution can be applicable in two scenarios defined by BBF:

-
The interworking scenario, where the FMIF is used in W-5GAN as the GW function to 5GC, i.e. FAGF=BBF's FMIF

-
The interworking step of the migration scenario, where the adaptive AGF provides the GW function to 5GC, i.e. FAGF=BBF's “adaptive AGF”

The relevant architecture is shown on figure 6.23.1-1; from 3GPP perspective FAGF represents both of the above BBF options.
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Figure 6.23.1-1: Solution architecture for supporting the FN-RG
6.23.2
Registration and PDU management for FN-RG

6.23.2.1
Initial registration and session setup for FN-RG

When the connectivity is established between FN-RG and the FAGF in the W-5GAN, the FAGF shall

-
Authenticate the FN-RG

-
Perform registration to 5GC, on behalf of the FN-RG

-
Setup  PDU session(s) on behalf of the FN-RG

The high level flow diagram for this procedure is represented on Figure 6.23.2-2.
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Figure 6.23.2-2: Registration and PDU session setup for FN-RG
1.
A layer-2 (L2) connection is established between the 5G-RG and the FAGF. This is defined in BBF specifications.
2.
The FN-RG is authenticated by the W-5GAN. This may be based e.g. on the fixed AN inserting line ID to a DHCP request. If the RG has sent a request for IP addressing (DHCPv4, DHCPV6, RS) the FAGF stores it until the RG has been registered and a PDU Session established for the RG. This step is defined in BBF specifications.
NOTE 1:
It is crucial that the existing BBF authentication methods can be used for FN-RG, also when connected to 5GC via the W-5GAN and this is the only authentication taking place during the procedure.

Editor's note:
The authentication of the FN-RG based on the trust relationship between 5GC/AMF and the access network/FAGF shall be defined/approved by BBF and SA3.


3.
The FAGF may use the line ID to get the required 5GC parameters (e.g. NSSAI) it needs to be able to send NAS signaling to 5GC (registration, PDU Session related etc…) and to perform initial AMF selection..

NOTE 2:
The method used by the FAGF to determine these 5GC parameters is to be defined by BBF;

The FAGF shall perform initial registration on behalf of the FN-RG. The NAS registration message is sent using same N2 mechanisms as defined in TS 23.502 for N3GPP access with the difference that ULI contains a different set of information (see solution 28).
4.
The FAGF sends a registration request to the AMF. The following differences exist, compared to the 5G-RG case:

-
The NSSAI is provided based on FAGF determination done in step 3.

NOTE 3:
mBased on FAGF determination of the 5GC NAS parameters in step 3, one or multiple S-NSSAI can be required; e.g. when the FAGF has been configured to use a specific slice for RG management purposes.

-
The FAGF shall use the LineID to build the SUCI that is used in the Registration request. This is further documented in solution 28.

-
The FAGF will indicate to the AMF that it has authenticated the F-RG, no authentication is to be performed by the 5GC.

-
The FAGF shall indicate that no PEI can be provided.

-
The NAS registration message is sent using same N2 mechanisms as defined in TS 23.502 for N3GPP access with the difference that
-
ULI contains a different set of information (see solution #28).

-
The FAGF will indicates to the AMF that it has authenticated the FN-RG, no authentication is to be performed by the 5GC.

Editor's note: the assumption that 5GC does not perform further authentication exchange needs to be verified with SA3 and BBF.
5.
the AMF selects an AUSF based on information received in the SUCI and asks for authentication from the AUSF.  This solution assumes that, no authentication is carried out and the AUSF answers with the SUPI corresponding to the subscription.
6.
The AMF selects an UDM, registers to UDM, gets subscription data from UDM and subscribes to changes of subscription data as defined in step 14 of TS 23.502 [3] Figure 4.2.2.2.2-1
7.
. As defined in TS 23.501 [2] caluse 5.5 for Non-3GPPP access The AMF shall create an MM context for the FN-RG taking into account that that the registration is for W-5GAN access The mobility and paging are not applicable.

8.
The AMF may interact with the PCF for obtaining the Access and Mobility policy for the FN-RG.

9.
The AMF sends Registration Accept message to the FAGF. This message contains at least a 5G-GUTI, the allowed NSSAI and a non-3GPP Deregistration timer as defined in TS 23.502 [3] clause 5.5.

NOTE: 
Registration area for FN-RG is the whole W-5GAN. Mobility restrictions, LADN and MICO mode are not applicable for FN-RG. 
10.
The FAGF send a registration complete message back to the AMF when the procedure is completed. The FAGF shall store the 5G-GUTI in order to be able to send it in potential later NAS procedures.
PDU session establishment procedure

The usage of the SUPI and ULI during this procedure is also documented in solution 28

11.
The FAGF may continue by establishing a PDU session for / on behalf of the FN-RG. For this, the FAGF generates a PDU session ID and derives and derives the parameters of the PDU Session (S-NSSAI, DNN, SSC mode,…) as defined in step 3 of the registration procedure.  If it had received a DHCPvV4/DHCPv6 request from the RG, the FAGF requests a deferred IP address allocation.
12.
The PDU session request is processed in the 5GC as defined in TS 23.502 clause 4.3.2.2.1.. This includes UPF selection and resource reservation in UPF.

NOTE 2: The UPF selection may be based on the UPF/FAGF co-location as defined in section 6.13, or UPF may be selected based on ULI equal LineID or based on the FAGF's identity.

13.
The SMF responds via AMF as defined in step 11 of TS 23.502 clause 4.3.2.2.1; the N2 with PDU Session Request includes QoS parameters and the N3 tunnel endpoint information for the UPF.

14.
The FAGF may perform BBF specific resource reservation with the AN

15.
The FAGF allocates AN N3 tunnel information for the PDU Session and includes the AN N3 tunnel endpoint in the PDU Session Request Ack message

16.
The PDU session setup procedure is completed in 5GC

17.
The FAGF sends on the user Plane of the PDU Session any DHCP or RS message received beforehand from the FN RG. This allows the IP address allocation to complete with the RG
NOTE 3: Typically, the DHCP request is sent by FN-RG during the authentication procedure; the FAGF caches this and completes the address allocation via 5GC after the PDU session setup.

6.23.2.2
Registration management for FN-RG

The FAGF shall be able to deregister the FN-RG, e.g. when it has lost connectivity to the FN-RG.

The 5GC may explicitly de-register the FN-RG, e.g. in case of termination of the subscription.


6.23.2.3
PDU session management for FN-RG

The FAGF shall be able to release a PDU session (e.g. when relevant PPP session is terminated by FN-RG).

The 5GC may modify the PDU session, e.g. due to the change in QoS subscription information.


6.23.3 Impacts on Existing Functions
The solution impacts the following 5GC nodes: 
· New type of SUPI/SUCI needs to be supported; and this impacts AMF, SMF, PCF, UDM, AUSF, UDR, NWDAF and also CHF

· The new type of authentication (namely, no authentication in 5GC) that is needed for the FN-RG will impact AUSF and UDM. 
NOTE: If SA3 defines additional security requirements for FN-RG authentication, the solution shall be adjusted accordingly
.

* * * End of Change * * * *
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