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Abstract: 

With the recent addition of the MCS Establishment Cause for release 15, we need to align the SA Architecture specifications to support these latest changes. This discussion paper identifies gaps as well as summarizes changes needed to support an MCS subscription in the different TS’s in order to meet the MCS service requirements. Similar non-standard mechanisms for MCS are being deployed in LTE and a standard  mechanism is needed for 5GC. 
Introduction

A UE that is used by Mission Critical Organizations (e.g., Fire, Police, EMS) should be able to subscribe for priority treatment when accessing the network during periods of network congestion. SA1 has defined “Access Identity 2” for mission critical services and consequently RAN2 defined an MCS Establishment Cause of value “MCS-PriorityAccess” that can be used to request priority treatment when accessing the network in case of congestion. The new Access Identity 2 and the MCS Establishment Cause are essential to support Public Safety and other Mission Critical users.  
In order to facilitate the discussion to justify the need for these changes, the following two use cases can be used. 

Use case 1: A law enforcement agent is traveling from Washington DC to Los Angeles to support an incident. Upon landing in Los Angeles, the law enforcement officer turns on his UE to register to the 5GS. The network at that time is experiencing congestion. The UE must be able to request and obtain radio resources and complete its registration if subscribed as an MCS User. 
Use case 2: A border law enforcement agent is traveling from Canada to the USA to assist in an incident across the border. Upon arriving in the USA, the law enforcement agent’s UE begins requesting radio resources from the roaming network. The network at that time is experiencing congestion. The UE must be able to request and obtain radio resources if the subscriber is identified as an MCS User.
SA1 Stage 1 Background

TS 22.261 clause 6.22.2.1 states the following “Based on operator’s policy, the 5G system shall be able to prevent UEs from accessing the network using relevant barring parameters that vary depending on Access Identity and Access Category. Access Identities are configured at the UE as listed in Table 6.22.2.2-1. Access Categories are defined by the combination of conditions related to UE and the type of access attempt as listed in Table 6.22.2.3-1. One or more Access Identities and only one Access Category are selected and tested for an access attempt.”. Also, in table 6.22.2.2, an Access Identity Number “2” is defined specifically for “Mission Critical Services”

6.22.2.2
Access identities

Table 6.22.2.2-1: Access Identities

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access Identity 1 is used by UEs configured for MPS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN, PLMNs equivalent to HPLMN, and visited PLMNs of the home country. Access Identity 1 is also valid when the UE is explicity authorized by the network based on specific configured PLMNs inside and outside the home country.

NOTE 2:
Access Identity 2 is used by UEs configured for MCS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN or PLMNs equivalent to HPLMN and visited PLMNs of the home country. Access Identity 2 is also valid when the UE is explicity authorized by the network based on specific configured PLMNs inside and outside the home country.

NOTE 3:
Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.


Any number of these Access Identities may be barred at any one time.
RAN2 Background

In an LS from RAN to SA2 that was presented during SA WG2 Meeting #S2-129 in Dongguan, China (S2-1810031), RAN2 informed SA2 that they have agreed to support the following "RRC establishment cause" values, to be provided by NAS, in the NR RRC layer in Rel-15:
“Emergency”, “High Priority Access”, “MT Access”, “MO Signalling”, “MO Data”, “MO Voice Call” , “MO Video Call”, “MO SMS”, “MPS-PriorityAccess” and “MCS-PriorityAccess”.

For RAN initiated paging, RAN2 has also informed SA2 that they agreed to align the mapping of establishment cause value with the CT1 specification for CN paging. RAN2 has then assumed that the “High Priority Access”, “MPS-PriorityAccess” and “MCS-PriorityAccess” will override “MT Access” when determining the cause value as follows:

· UE configured by upper layers with access identity 1 will use “MPS-PriorityAccess”

· UE configured by upper layers with access identity 2 will use “MCS-PriorityAccess”

· UE configured by upper layers with one or more access identities equal to 11-15 will use “High Priority Access”

· Otherwise UE will use “MT access”

More details on the support for these new establishment causes can be found in TS 33.331.
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Discussion

By reviewing the current registration procedures in subclause 4.2.2.2 in TS 23.502, we identified two missing requirements in order to support the new MCS Establishment Cause:
· In steps 1 & 2, the UE sends the establishment cause to the (R)AN which gets forwarded to the AMF. 
·  [Missing Requirement #1] In step 14a-c, it is expected that if the UE is subscribed to MCS in the serving PLMN, "MCS priority" is included in the Access and Mobility Subscription data provided to the AMF.
· [Missing Requirement #2] In step 21, in the case where the MCS UE is roaming,  if the AMF received "MCS priority" from the UDM as part of Access and Mobility Subscription data, then "MCS priority" should be included in the Registration Accept message to the UE to inform the UE whether configuration of Access Identity 2 is valid within the selected PLMN.
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Summary of Proposed Changes (see corresponding CRs for details)
Changes to TS 23.501

· Update clause “5.16.6 Mission Critical Services” to add MCS subscription details.
Changes to TS 23.502

· Update steps 14a-c and 21 of the registration procedures in subclause 4.2.2.2 to include “MCS Priority”.
· Update Table 5.2.3.3.1-1: UE Subscription data types to add an “MCS priority” field.
Changes to TS 23.503

· Add a new subclause 6.1.3.XX to capture PCC support for Mission Critical Services 
· Update table 6.2-2 to add “MCS subscription data” and “MCS priority” to the PDU Session policy control subscription information.
· This change is neccessary because MPS work has turned the indication for Priority service into MPS Priority due to the MPS service requirements. Therefore, additional indicators for MCS are needed to support MCS. 
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Figure 4.2.2.2.2-1: Registration procedure
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