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After reviewing solution 9, BBF has the following feedback:

· It should be noted that SLAAC + DHCP IA_PD is a possible addressing scheme, where SLAAC is used for WAN interface management for the RG.  This is currently not reflected in the solution.

· It should be noted that it is a common practice for DHCP options: IA_NA and IA_PD to be sent together in a single DHCP solicit or relay-forward message.   The SMF should be able to handle this use case.  This is currently not reflected in the solution.

· It is recommended for the solution to include a statement “the SMF should support the server and relay function specified in RFC 3315” which includes: 

· Supporting DHCPv6 inform request for DNS

· Supporting messages from LDRA

· Supporting various DHCPv6 options 

· This is a rare use case: The UE (RG) uses DHCPv6 to request additional IPv6 prefixes (i.e. prefixes in addition to the default prefix) from the network after completing the PDU Session establishment procedure including the acquisition of the default /64 prefix. 

· We would suggest the following: The UE (RG) MAY uses DHCPv6 to request additional IPv6 prefixes (i.e. prefixes in addition to the default prefix) from the network after completing the PDU Session establishment procedure including the acquisition of the default /64 prefix.

· Editor's note:
Interactions with MH/UL CL are FFS.

changes wrt previous version
void
Proposal
It is proposed to update TS 23.716 as follows.
* * * Change * * * * 
6.9
Solution #9 - new IPV6 address allocation mechanisms

6.9.1
Overview

This solution addresses KI # 15.

This solution is meant to apply to 5G-RG (connected over FWA and/or via a Wireline access) and FN-RG collectively called "UE (RG)" in this solution; the IPV6 address allocation mechanisms described in this solution could also apply to other kind of UE.

5GS Rel15 specifications already supports that IPv4 address allocation and/or IPv4 parameter configuration via DHCPv4 (according to RFC 2131 [17]) can be used once the PDU Session is established.

In this solution both for IPV4 and IPV6 cases the UE can get any IP configuration parameter without relying on PCO (i.e. these parameters can be retrieved via purely UP based DHCP interactions with the network).
NOTE 1:
IPv4 parameter configuration via DHCPv4 (according to RFC 2131 [9]) and IPv6 parameter configuration via Stateless DHCPv6 (according to RFC 3736 [14]) are already supported in R15 specifications.
As some BBF networks use DHCPv6 IA NA and/or PD (Prefix Delegation), the 5GS needs to supports these capabilities.

NOTE 2:
TS 23.401 [24] supports IPv6 Prefix Delegation via DHCPv6.

6.9.2
Description of the solution

6.9.2.1
IPv6 Prefix Delegation via DHCPv6

When IPv6 Prefix Delegation (PD) via DHCPv6 applies to a PDU Session, a single (global) network prefix of a size shorter than the default size /64 prefix may be assigned to the PDU Session and provided to the UE (RG) allowing the UE(RG) to further allocate /64 prefixes to other device within the customer premises. 
The default /64 prefix allocated to the UE (RG) at the PDU Session establishment may be allocated from this (global) shorter network prefix; the remaining address space from the network prefix can be delegated to the PDU Session using prefix delegation according to RFC 3633 [18].
In this case, the address space provided is maintained as an IPv6 address space pool available to the PDU session for DHCPv6 IPv6 prefix requests with the exclusion of the default IPv6 prefix that is allocated during the PDU Session establishment.

The UE (RG) uses DHCPv6 to request additional IPv6 prefixes (i.e. prefixes in addition to the default prefix) from the network after completing the PDU Session establishment procedure including the acquisition of the default /64 prefix. The UE acts as a "Requesting Router" as described in RFC 3633 [18] and inserts one or more IA_PD option(s) into a DHCPv6 Solicit message sent from the UE (RG) to the network in the User Plane. The SMF/UPF acts as the DHCP server and fulfils the role of a "Delegating Router" according to RFC 3633 [18].
While the RG may use DHCP IA_PD to get delegated Prefixes, for the own RG address (RG WAN interface management) any supported address allocation scheme may be used e.g. SLAAC or DHCPv6 IA_NA.  
The following figure shows the message flow for a PDU Session establishment (copied from TS 23.502 [3] Figure 4.3.2.2.1-1: "UE-requested PDU Session Establishment for non-roaming and roaming with local breakout"). The changes to the R15 procedure introduced for the support of the solution are highlighted in dark red in the figure and are described in the text below the figure while otherwise the PDU Session Establishment proceeds as described in R15 specifications.
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Figure 6.9.2-1: Impacts of IPv6 Prefix Delegation to TS 23.502 UE-requested PDU Session Establishment for non-roaming and roaming with local breakout (Figure 4.3.2.2.1-1)

Step 4:
For a subscription allowing Prefix Delegation, the subscription data provided by the UDM contains the maximum size of the prefix that may be allocated for the PDU Session.

Step 9:
The SMF indicates to the PCF the maximum size of the prefix received in step 4 together with the individual prefix that has been allocated as part of the PDU Session establishment procedure.

New step 21:
Once the UE has received an IPv6 address, acting as "Requesting Router" the UE may initiate a request for Prefix delegation. The Prefix Delegation procedure takes place as described in RFC 3633 [18]. If the Prefix to be provided via Prefix Delegation to the UE includes the /64 Prefix that was provided at PDU Session establishment, the SMF indicates to the UE that the /64 prefix is excluded as described in RFC 6603.
NOTE:
As an example, the SMF provides the UE with the /64 Prefix at PDU Session establishment and chooses this prefix as part of a /40 that can be delegated to the UE. If later on the RG(UE) requires a /40 Prefix via Prefix Delegation procedures, it gets a /40 Prefix with an indication per RFC 6603 that excludes the /64 Prefix allocated at PDU Session establishment.
6.9.2.2
IPv6 address allocation via DHCPv6

IPv6 address allocation and/or IPv6 parameter configuration via DHCPv6 (according to RFC 3315 [19]) may be used once the PDU Session is established. Corresponding exchanges between the UE and the 5GC take place in the User Plane.
The procedure may apply in case of following PDU Session Types: IPv6, IPv4v6, Combo Ethernet & IP.
IPv6 Router Advertisement (RA) using the (M) flag, according to RFC 5175 [20] may be used to force an UE (a RG) to go through DHCPv6 process for IPV6 Address allocation. In that case the IPv6 address of the UE is allocated using Identity Association for non-temporary addresses (IA_NA) and mechanisms defined in RFC 3315 [19].

Both RA and DHCPV6 signalling are exchanged between the UE (RG) and the SMF/UPF over the User Plane.
A /64 prefix may be allocated for the PDU Session at PDU Session Establishment. In that case /128 address(es) provided to the UE (RG) as part of DHCP IA_NA procedure are allocated from that /64 prefix. Alternatively, individual 128-bit address(es) are allocated for the PDU Session, and provided to the UE (RG) as part of DHCP IA_NA procedure. When a /64 prefix is allocated for the PDU Session, the SMF may provide the /64 prefix to the PCF instead of /128 bits address(es). When individual /128 address(es) are allocated, the SMF provides the /128 bits address(es) to PCF. Whether the SMF allocates a /64 prefix for the PDU Session or individual 128-bit addresses is transparent to the UE/RG.
Upon reception of DHCPv6 signalling from the UE, the SMF/UPF acts as a DHCPv6 server as seen from the UE. The SMF/UPF may allocate the IP address itself or use an external server to allocate the IP address. The alternative to apply may depend on local policies that take into account the (DNN, S-NSSAI) of the PDU Session but may also depend on policies received from the PCF.
NOTE:
The end point for DHCPV6 signalling exchanges with the UE depends on the deployment and on whether the solution endorsed as part of ETSUN objective 2 supports SMF delegating to the UPF the termination of DHCP signalling exchanges with the UE.

An RG may send both DHCP options: IA_NA and IA_PD together in a single DHCP solicit or relay-forward message. An SMF should be able to answer to both IA_NA and IA_PD; If it is not able, it should process the DHCP IA_NA first.
The UE may issue multiple different IA_NA related DHCP requests within the same PDU Session.
In this release of the specifications, a PDU Session where DHCP IA_NA applies cannot benefit of IPV6 multi-homing mechanisms.

The following figure shows the message flow for a PDU Session establishment (copied from TS 23.502 [3] Figure 4.3.2.2.1-1: "UE-requested PDU Session Establishment for non-roaming and roaming with local breakout"). The changes to the R15 procedure introduced for the support of the solution are highlighted in dark red in the figure and are described in the text below the figure while otherwise the PDU Session Establishment proceeds as described in R15 specifications.
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Figure 6.9.2.2-1: Impacts of IPv6 address allocation via DHCPv6 to TS 23.502 UE-requested PDU Session Establishment for non-roaming and roaming with local breakout (Figure 4.3.2.2.1-1)
The First uplink Data in the figure above may correspond to a RS (Router Solicitation) sent by the UE.
The First Downlink Data in the figure above may correspond to a RA (Router Advertisement) using the (M) flag, according to RFC 5175 [20], to force the UE (RG) to go through DHCPv6 process for IPV6 Address allocation.

The step 19 of the SLAAC procedure is replaced by DHCPV6 (according to RFC 3315 [19]) exchanges between the UE and the network in order for the UE to acquire an IPv6 address ad possibly IP(v6) related configuration parameters.
6.9.2.3
General DHCPv6 support
The SMF (/UPF) should support the server and relay function specified in RFC 3315 ([19]) and RFC which includes: 

· Supporting DHCPv6 inform request for DNS

· Supporting messages from LDRA (Lightweight DHCPv6 Relay Agent) further specified in RFC 6221 [zz]
NOTE1:  The SMF (/UPF) needs to be able to handle message from a LDRA agent which typically resides in the Access Network. A Lightweight DHCPv6 Relay Agent (LDRA) allows Relay Agent Information to be inserted by an access node that performs a link-layer bridging (i.e., non-routing) function.  An LDRA resides on the same IPv6 link as the client and a DHCPv6 Relay Agent or server. Unlike a DHCPv6 Relay Agent specified inRFC3315 [19], an LDRA does not implement any IPv6 control functions (e.g., ICMPv6) or have any routing capability in the node
· Supporting the various DHCPv6 options defined in RFC 3315[19].
NOTE2:  The Level of UPF involvement in DHCP procedures will be defined as part of ETSUN.
6.9.3
Impacts on existing Functions

1.
SMF/UPF need to support DHCPV6 NA and PD.
NOTE 1:
The end point for DHCPV6 signalling exchanges with the UE depends the deployment and on whether the solution endorsed as part of ETSUN objective 2 supports SMF delegating to the UPF the termination of DHCP signalling exchanges with the UE.
2.
During the life time of the PDU Session the PCF (CHF/LI) may receive indications (via PCRT) of the allocation of a new Prefix range for a PDU Session.
NOTE 2:
No N4 impact foreseen as 29.244 Frame-Routing IE and Framed-IPv6-Route IEs are alaredy defined in DL PDRs.
* * * Change * * * *
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