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1
Discussion
1.1
Need for support of other regional PLMN IDs
Solution 1 in TR 23.734 currently contains the following Editor's note:

Editor's note:
Whether other regional PLMN IDs assigned for non-public networks can be used is FFS.
The background of this Editor's note is that

-
it was proposed to use a PLMN ID consisting of MCC 999 (assigned by ITU for private networks [14]) and an MNC defined by 3GPP to identify a cell as part of a non-public network;

-
in some countries regional PLMN IDs for use by private networks may have already been assigned by local regulation and that those may potentially be used instead of the proposed MCC 999 to identify non-public networks.
If other, e.g. regional PLMN IDs assigned for use by private networks, are used for non-private networks, then the PLMN ID cannot serve as an indication anymore that the related cell is part of a non-public network. This is because the list of regional PLMN IDs assigned for such purposes is likely to change. However, this is no issue since the presence of the list of NPN-IDs in SIB already indicates that the cell is as part of a non-public network.
Therefore the following changes are proposed to address the editor's note listed above:

-
Clarify that any MNC can be used together with MCC 999. The reasoning is as follows: there is no need for 3GPP to select an MNC for use with MCC 999 by non-public networks if the presence of the list of NPN-IDs in SIB already indicates that the cell is as part of a non-public network.
-
Clarify that use of other, e.g. regional PLMN IDs for private networks is not precluded.
1.2
NAI syntax
Solution 1 in TR 23.734 currently contains the following Editor's note:

Editor's note:
The syntax of the username part of the non-IMSI-based NAI is FFS. [...]
The generic format of the NAI for SUPI has already been defined by Stage 3 as username@realm. For IMSI-based SUPIs also the syntax of the related IMSI-based username has been defined in TS 23.003 [1] since an existing identifier (IMSI) had to be represented as part of the NAI. For non-IMSI-based NAIs (referred to as a network specific identifier in [1]) the latter is not the case; therefore no further syntax has been provided for the username part of the NAI for network specific identifiers. The same applies to the realm part of the NAI, for which TS 23.003 [1] only provides a more detailed syntax in case of the IMSI-based NAI.

From the perspective of non-public networks as defined in solution 1 (i.e. stand-alone non public networks) there is neither a need to define the syntax of the username nor the realm parts of the NAI. The non-public network would essentially check if the subscription can be found (or not) in the non-public network's UDM based on the SUPI provided by the UE - regardless of the syntax of the username and/or realm parts of the NAI.
It is worth mentioning that the same considerations apply also to the NAI format of the SUCI.

Given this, it is proposed to remove the editor's note quoted above and to clarify for the realm part of the NAI that it may (or may not) include the NPN-ID.
1.3
PCF control of non-public networks a UE can access
Solution 1 in TR 23.734 currently contains the following Editor's note:

Editor's note:
[...] Whether the non-public networks a UE can access can be changed by PCF is FFS.

Changing which stand-alone non-public networks a UE can access, i.e. also enabling the UE to access an additional non-public network requires to provide or revoke the related credentials for those non-public networks to the UE. In other words, this implies that the PCF would need to perform credential management. Credential provisioning and management is however not part of the scope of FS_Vertical_LAN. Therefore it is proposed to remove the related editor's note.
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3
Proposal

The following changes are proposed to be applied to TR 23.734.
*** Start of changes ***

6.1
Solution #1: Identification, selection and access control for non-public networks
6.1.1
Description

The solution addresses key issue #1 ("Network discovery, selection and access control for non-public networks") and key issue #2 ("Network Identification for non-public networks").
The solution supports the following network types:

-
stand-alone non-public networks (i.e. networks that are not relying on network functions of a public PLMN)

The solution is based on the following principles:
-
Identities

-
A Non-public network ID (NPN-ID) identifies a non-public network. The NPN-ID supports two assignment models

-
Locally managed NPN-IDs are assumed to be chosen randomly at deployment time to avoid collisions (and may therefore not be unique in all scenarios)

-
Universally managed NPN-ID are managed by a central entity are are therefore assumed to be unique.

NOTE 1:
Which legal entity manages the number space is out of scope of 3GPP.

-
A human-readable network name identifies a non-public network. The human-readable name may be unique.
-
The following information is broadcasted in SIB by gNBs providing access to a non-public network:

-
PLMN ID, e.g. consisting of MCC 999 (assigned by ITU for private networks [14]) and an MNC selected by the non-public network operator.

NOTE 2:
Use of other, e.g. regional PLMN IDs assigned for private networks by local regulation, is not precluded.

NOTE 3:
Whether the full PLMN ID identifying non-public networks needs to be broadcasted or whether this can be further optimized in SIB is up to RAN2 and CT1 to decide.


-
Optionally cellReservedForOtherUse indication if the non-public network operator wants to prevent UEs not supporting non-public networks from accessing the cell; see also TS 38.304 [8], e.g. in case the cell only provides access to non-public networks. UEs that support non-public networks consider a cell that broadcasts both the cellReservedForOtherUse and the non-public network indication as not barred.
NOTE 4:
SIB indicator details will be decided by RAN2.

-
List of NPN-IDs per PLMN ID identifying the non-public networks the cell provides access to
-
(Optional) Human-readable network name (per NPN-ID)
-
Network and cell selection

-
UE performs network selection between gNBs broadcasting different NPN-IDs

-
UE performs cell (re-)selection between gNBs broadcasting the same NPN-ID
-
A UE shall only automatically select and attempt to register with a non-public network the UE has a subscriber identifier and credentials for. If multiple non-public networks are available that the UE has subscriber identifier and credentials for, then the priority order for selecting and attempting to register with non-public networks is based on UE implementation.

NOTE 5:
Further details of automatic network selection are up to CT1 to define.

-
For manual selection the UE presents the list of NPN-IDs and related human-readable names (if available) of the available non-public networks the UE has a subscriber identifier and credentials for.

-
Subscription

-
Subscriptions to a non-public network are stored in the non-public network's UDM.

-
A subscriber of a non-public network is identified based on a NAI. The realm part of the NAI may include the NPN-ID of the non-public network.

-
UE can be configured with subscriber identifiers and credentials for multiple non-public networks.
-
Authorization

-
The non-public network verifies whether a given UE is authorized to access the network using Rel-15 procedures, i.e. by retrieving the subscription from the non-public network's UDM for the SUCI/SUPI provided by the UE and by authenticating the UE.
NOTE 6:
Given that the PLMN ID of a non-public network is not necessarily unique (see above) the following is assumed: If the network rejects the registration of a UE, it is assumed that the UE will consider both the PLMN ID and NPN-ID as the network identification where it got rejected. The details of this are up to CT1.

Access control


The existing UAC framework can be reused as-is to prevent access for authorized UE(s) when the non-public network is overloaded. Access control information is configured in the UE per non-public network (i.e. as part of the subscription information that the UE has for a given non-public network).


6.1.2
Procedures

NOTE:
NPN-ID may need to be added in existing procedures where currently only PLMN ID is signaled. This will be analyzed and decided on a case by case basis during the normative phase.
6.1.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

UE:
-
Support for NPN-ID during network and cell (re-)selection
-
Support for human-readable network name for manual non-public network selection
RAN:

-
Support of additional information in SIB (list of NPN-IDs, optionally human readable network name per NPN‑ID)
NOTE:
In addition, NPN-ID may need to be added in existing procedures where currently only PLMN ID is signaled. This will be analyzed and decided on a case by case basis during the normative phase.
6.1.4
Solution Evaluation
Solution 1 enables network discovery, selection and identification for stand-alone non-public networks by broadcasting the list of non-public network IDs that a given cell provides access to. Impact to existing PLMN and cell (re-)selection is minimized by also broadcasting a PLMN ID, for which MCC 999 as recently assigned by ITU can be used. UEs not supporting non-public networks are prevented from accessing the related cells by leveraging the existing Rel‑15 cellReservedForOtherUse indication. The UE selects and attempts to register with a non-public network the UE has a subscriber identifier and credentials for. The non-public network verifies whether a given UE is entitled to access by trying to retrieve the subscription for the SUPI/SUCI provided by the UE and by authenticating the UE. Access control aspects for network overload are not specifically addressed since the existing UAC framework is assumed to be reused for non-public networks with the clarification that access control related information is configured per non-public network, i.e. as part of the subscription information that the UE has for a given non-public network.


*** End of changes ***
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