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	Reason for change:
	The existing functional description of the Negotiation of BDT contains some ambiguities:

1-    The network area information provided by the ASP is typically provided in the form of a geographical area rather than a list of TAs or RAs as currently defined in 23.503. The proposal is that if the ASP provides a geographical area that is mapped by the NEF into a list of TAs, cell ids or NG-RAN and provided to the PCF. This also aligns the BDT feature with the description in 23.682.
2-    The PCF determines the transfer policy based on some input information from the ASP, as well as the load level information per network slice provided by NWDAF, the PCF determines the network slice based on the ASP identifier. The proposal is to clarify that the PCF may map the ASP identifier into a target DNN and slicing information (i.e. S-NSSAI) to be used in the request for load level information to the NWDAF.

3-    Clarify that the ASP may not provide network area information, as stated in clause 6.1.2.4 the ASP request is not valid for a network area but in the operator´s PLMN.
4-     The AF may provide a RA as network location, but the PCF cannot subscribe to location change on RA level nor the PRA defined in 23.501 contains any RA, therefore the proposal is to remove RA to have a more general discussion on whether the PCF may receive events from UE moving to EPC connected to UTRAN or GERAN.
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	Clauses affected:
	6.1.2.4, 6.1.2.6

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


*** Start of Changes ***

6.1.2.4
Negotiation for future background data transfer

The AF may contact the PCF via the NEF (and Npcf_BDTPolicyControl_Create service operation) to request a time window and related conditions for future background data transfer. 
NOTE 1:
The NEF may contact any PCF in the operator network.

The AF request shall contain an ASP identifier, the volume of data to be transferred per UE, the expected amount of UEs, the desired time window and optionally, network area information . The AF provides as Network Area Information either a geograpical area (e.g. a civic address or shaps), or an area of interest that includes a list of TAs or list of NG-RAN nodes and/or a list of cell identifiers. When the AF provides a geographical area, then the NEF maps it based on local configuration into of a short list of TAs and/or NG-RAN nodes and/or cells identifiers that is provided to the PCF. 
NOTE 2:
A 3rd party application server is typically not able to provide any specific network area information and if so, the AF request is for the whole operator network.

The PCF shall first retrieve all existing transfer policies stored for any ASP from the UDR. Afterwards, the PCF shall determine, based on the information provided by the AF and other available information (e.g. network policy, , load level information in a S-NSSAI and for the required time window, network area, and existing transfer policies) one or more transfer policies. The PCF may be configured to map the ASP identifier into a target DNN and slicing information (i.e. S-NSSAI).
A transfer policy consists of a recommended time window for the background data transfer, a reference to a charging rate for this time window and optionally a maximum aggregated bitrate (indicating that the charging according to the referenced charging rate is only applicable for the aggregated traffic of all involved UEs that stays below this value). Finally, the PCF shall provide the candidate list of transfer policies or the selected transfer policy to the AF via NEF together with the Background Data Transfer reference ID. If the AF received more than one transfer policy, the AF shall select one of them and inform the PCF about the selected transfer policy.

NOTE 3:
The maximum aggregated bitrate (optionally provided in a transfer policy) is not enforced in the network. The operator may apply offline CDRs processing (e.g. combining the accounted volume of the involved UEs for the time window) to determine whether the maximum aggregated bitrate for the set of UEs was exceeded by the ASP and charge the excess traffic differently.

NOTE 4:
It is assumed that the 3rd party application server is configured to understand the reference to a charging rate based on the agreement with the operator.

The selected transfer policy is finally stored by the PCF in the UDR together with the Background Data Transfer reference ID and the network area information. The same or a different PCF can retrieve this transfer policy and the corresponding network area information from the UDR and take them into account for future decisions about transfer policies for background data related to the same or other ASPs.

At the time the background data transfer is about to start, the AF provides for each UE the Background Data Transfer reference ID together with the AF session information to the PCF (via the N5 interface). The PCF retrieves the corresponding transfer policy from the UDR and derives the PCC rules for the background data transfer according to this transfer policy.

NOTE 5:
The AF will typically contact the PCF for the individual UEs to request sponsored connectivity for the background data transfer.

NOTE 6:
A transfer policy is only valid until the end of its time window. The removal of outdated transfer policies from the UDR is up to implementation.

*** Next Change ***

6.2.1.6
Application specific policy information management
The application specific information used for policy control includes:

-
Negotiation of background data transfer information stored in the UDR as Data Set "Policy Data" and Data Subset "Background Data Transfer data": It contains an ASP identifier, a transfer policy together with the Background Data Transfer reference ID, the volume of data to be transferred per UE, the expected amount of UEs and optionally, the network area information;

-
Sponsored data connectivity profile information stored in the UDR as Data Set "Policy Data" and Data Subset "Sponsored data connectivity profile data": It contains a list of ASP identifiers and their applications per sponsor identity;

-
Application Function request information for multiple UEs (per group of UEs or all UEs) stored in the UDR as Data Set "Application Data" and Data Subset "AF request information for multiple UEs".

The application specific policy information may be requested/updated by the PCF per AF request.

The management of Application Function request information for multiple UEs is defined in clause 6.3.7.2 of TS 23.501 [2], the management of policies for the negotiation of background data transfer is defined in clause 6.1.2.4 of this specification and the provision and usage of sponsored data connectivity profile is defined in clause 6.2.1.1 of this specification.

*** End of Changes ***

