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	Consequences if not approved:
	TS 23.502 would be inconsistent with TS 23.501, and NEF misses service operation definition for AF influence.

	
	

	Clauses affected:
	4.3.6.2, 4.3.6.3, 5.2.6.7.X (new), 5.2.8.3.2

	
	

	
	Y
	N
	
	

	Other specs
	X
	
	 Other core specifications

	TS 23.501 CR 0558
TS 23.502 CR 0660

TS 23.503 CR 0131

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	replaces S2-187584 approved at SA2#128


***** Start of Change # 1 *****
4.3.6.2
Processing AF requests to influence traffic routing for Sessions not identified by an UE address
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Figure 4.3.6.2-1: Processing AF requests to influence traffic routing for Sessions not identified by an an UE address
NOTE 1:
The 5GC functions used in this scenario are assumed to all belong to the same PLMN (HPLMN in non-roaming case or VPLMN in case of a PDU Session in LBO mode).

NOTE 2:
Nnef_TrafficInfluence_Create or Nnef_TrafficInfluence_Update or Nnef_TrafficInfluence_Delete service operations invoked from an AF located in the HPLMN for local breakout and home routed roaming scenarios are not supported.

1.
To create a new request, the AF invokes an Nnef_TrafficInfluence_Create service operation. The content of this service operation (AF request) is defined in TS 23.501 [2] clause 5.2.6.7 and clause 5.6.7. The request contains also an AF Transaction Id. In case it subscribes to events related with PDU Sessions the AF indicates also where it desires to receive the corresponding notifications (AF notification reporting information).
To update or remove an existing request, the AF invokes an Nnef_TrafficInfluence_Update or Nnef_TrafficInfluence_Delete service operation providing the corresponding AF Transaction Id.

2.
The AF sends its request to the NEF. If the request is sent directly fom the AF to the PCF, the AF reaches the PCF selected for the existing PDU Session by configuration or by invoking Nbsf_management_Discovery service.

The NEF ensures the necessary authorization control, including throttling of AF requests and, as described in clause 4.3.6.1, mapping from the information provided by the AF into information needed by the 5GC.
3.
(in the case of Nnef_TrafficInfluence_Create or Update): The NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and/or Internal Group Identifier or SUPI).

NOTE 3:
Both the AF Transaction Internal ID and, S-NSSAI and DNN and/or Internal Group Identifier or SUPI are regarded as Data Key when the AF request information are stored into the UDR, see Table 5.2.12.2.1-1.


(in the case of Nnef_TrafficInfluence_delete): The NEF deletes the AF requirements in the UDR (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = AF Transaction Internal ID).


The NEF responds to the AF.

4.
The PCF(s) that have subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI) receive(s) a Nudr_DM_Notify notification of data change from the UDR.

5.
The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF updates the SMF with corresponding new PCC rule(s) by invoking Npcf_SMPolicyControl_UpdateNotify service operation as described in steps 5 and 6 in clause 4.16.5. 
If the AF request includes a notification reporting request for UP path change, the PCF includes in the PCC rule(s) the information required for reporting the event, including the Notification Target Address pointing to the NEF or AF and the Notification Correlation ID containing the AF Transaction Internal ID.
6.
When a PCC rule is received from the PCF, the SMF may take appropriate actions to reconfigure the User plane of the PDU Session such as:

-
Adding, replacing or removing a UPF in the data path to e.g. act as an UL CL or a Branching Point e.g. as described in clause 4.3.5.
-
Allocate a new Prefix to the UE (when IPv6 multi-Homing applies)

-
Updating the UPF in the target DNAI with new traffic steering rules


Subscribe to notifications from the AMF for an Area Of Interest via Namf_EventExposure_Subscribe service operation
***** Start of Change # 2 ***** [change 2 to be moved to 8833]
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Figure 4.3.6.3-1: Notification of user plane management event

1.
A condition for an AF notification has been met as described above. The SMF sends notification to the NF that is subscribed for SMF notifications. Further processing of the SMF notification depends on the receiving NF, as shown in steps 2a and 2c. 
2a. If early notification via NEF is requested by the AF, the SMF notifies the NEF of the target DNAI of the PDU Session by invoking Nsmf_EventExposure_Notify service operation. 

2b. When the NEF receives Nsmf_EventExposure_Notify, the NEF performs information mapping (e.g. AF Transaction Internal ID provided in Notification Correlation ID to AF Transaction ID, SUPI to GPSI, etc.) as applicable according to TS 23.501 [2], clause 5.6.7, and triggers the appropriate Nnef_TrafficInfluence_Notify message. In this case, step 2c is not applicable. 
2c. If early direct notification is requested by the AF, the SMF notifies the AF of the target DNAI of the PDU Session by invoking Nsmf_EventExposure_Notify service operation.
3.
The SMF enforces the change of DNAI or addition, change, or removal of a UPF. The SMF sends notification to the NF that is subscribed for SMF notifications. Further processing of the SMF notification depends on the receiving NF, as shown in steps 4a and 4c.
4a.
If late notification via NEF is requested by the AF, the SMF notifies the NEF of the selected target DNAI of the PDU Session by invoking Nsmf_EventExposure_Notify service operation.

4b.
When the NEF receives Nsmf_EventExposure_Notify, the NEF performs information mapping (e.g. AF Transaction Internal ID provided in Notification Correlation ID to AF Transaction ID, SUPI to GPSI, etc.) as applicable according to TS 23.501 [2], clause 5.6.7, and triggers the appropriate Nnef_EventExposure_Notify message. In this case, step 4c is not applicable. 
4c.
If late direct notification is requested by the AF, the SMF notifies the AF of the selected target DNAI of the PDU Session by invoking Nsmf_EventExposure_Notify service operation.
***** Start of Change # 4 (all new) *****

5.2.6.7.X
Nnef_TrafficInfluence_Notify operation
Service operation name: Nnef_ TrafficInfluence_Notify.

Description: Forward the notification of UP path management event report to AF.
Known NF Service Consumers: AF.

Inputs (required): AF Transaction Id, Event ID.

The AF Transaction Id identifies the AF request for traffic influence that the event report is related to. The event may be the UP path management event defined in TS 23.501 [2], clause 5.6.7.

Inputs (optional): Event information (defined on a per Event ID basis).

Outputs (required): Operation execution result indication.

Outputs (optional): None.

***** Start of Change # 5 *****

5.2.8.3.2
Nsmf_EventExposure_Notify service operation

Service operation name: Nsmf_EventExposure_Notify

Description: Report UE PDU Session related event(s) to the NF which has subscribed to the event report service.

Input Required: Event ID, Notification Correlation Information, UE ID (SUPI and if available GPSI), PDU Session ID.
Input, Optional: Event specific parameter list as described in clause 5.2.8.3.1.

Output Required: Results Indication.
Output, Optional: Redirection information.
See clause 4.3.3.2 and clause 4.3.6.3 for examples on usage of this service operation.

When the SMF detects the event subscribed by the NF consumer, the SMF reports the subscribed event together with the Notification Target Address (+ Notification Correlation ID) to the Event Receiving NF.
The optional event specific parameter list provides the values that matched for generating the event notification. The parameter values to match are specified during the event subscription (see clause 5.2.8.3.3).
See clause 4.3.6.3 for details on usage of this service operation toward Application Function.

If the NF consumer is AMF and the result of the service operation fails, the AMF shall set corresponding cause value in result indication which can be used by the SMF for further action. In case the related UE is not served by the AMF and the AMF knows which AMF is serving the UE, the AMF provides redirection information which can be used by the SMF to resend UE related message to the AMF that serves the UE.
NOTE:
In the case of UP plane path, as described in clause 4.3.6.2, this notification can be the result of an implicit subscription of the NEF/AF by the PCF as part of setting PCC rule(s) via the Npcf_SMPolicyControl service (see clause 5.2.5.4).
***** End of Changes *****
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