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Abstract of the contribution: This contribution will discuss the new Key Issue on new QoS & Policy Control features for URLLC.
1.
Discussion
According to the current scope of TR 23.725, it is needed to be studied on the impact on policy control.
1
Scope
The objective of this Technical Report is to study and perform an evaluation of potential architecture enhancements for supporting URLLC services in 5G system (5GS). Specifically, the following aspects are covered:

-  Investigate the key issues for meeting the URLLC requirements on latency, jitter and reliability in 5G system as defined in TS 22.261 [5].

-  Study how to minimize the impacts of UE mobility to the latency and jitter between AN and CN, and within CN.

-  Study how to realize transmission with reliability higher than the reliabilities of single user plane tunnel of N3 and N9 and NFs in the user plane path.

-  Study how to monitor the QoS of the QoS flow with URLLC requirement.

-  Study potential impacts to charging and policy control.
Currently there is no Key Issue about Policy & QoS control in the TR. There are several problems needed to be studied as described as below:

1) User Plane Security and UP delay for URLLC
In 5GS, the User Plane Security Policy is introduced and the SMF will get User Plane Security Policy during PDU Session Establishment from UDM and PCF. The SMF generates User Plane Security Enforcement and transfers it to the RAN. The RAN will enforce the policy. According to the TS 23.501:

The User Plane Security Enforcement information provides the NG-RAN with User Plane security policies for a PDU session. It indicates:

-
whether UP integrity protection is:

-
Required: for all the traffic on the PDU Session UP integrity protection shall apply.

-
Preferred: for all the traffic on the PDU Session UP integrity protection should apply.

-
Not Needed: UP integrity protection shall not apply on the PDU Session.

-
whether UP confidentiality protection is:

-
Required: for all the traffic on the PDU Session UP confidentiality protection shall apply.

-
Preferred: for all the traffic on the PDU Session UP confidentiality protection should apply.

-
Not Needed: UP confidentiality shall not apply on the PDU Session.

The RAN can only apply integrity protection in low speed (64kbps) according to the LS from RAN2 (S2-181420). For URLLC service, the RAN may cannot fulfill the QoS requirement with enforcing integrity protection.

The confidentiality protection may bring additional x ms (e.g. 0.1~2ms depending the implementation) delay. And this delay may has big impact on URLLC services. 
So, how can PCF make a policy decision when there are both user plane security requirements and low latency requirements?
Observation: How to enforce User Plane Security Policy when there are URLLC services in the PDU Session need to be studied.
2.
Proposal
It is proposed to add the following Architecture Assumption and Key Issue to study new QoS & Policy Control features for URLLC.
* * * * Start of Change * * * *
5.X
Key Issue #X: Impact on Policy control
5.X.1
General description
For URLLC services, E2E stringent QoS requirements include very low latency and very high reliability. Since the total E2E latency value is very low, any small additional latency introduced is a big impact to the total latency (e.g. additional 1 ms latency will contribute additional 20% latency increase for the current e2e 5ms URLLC latency). This may has impact on the current policy&QoS control mechanism, e.g. the enforcement of User Plane Security Policy.
In order to achieve requirements of URLLC services, the following aspects on Policy&QoS control should be studied:

· The enhancement of policy decision, e.g. how to generate User Plane Security Policy. In detail, which service information can be provided by the AF for URLLC service to make policy decision, which network information can be input from UDR/SMF and other NFs for policy decision and so on.
* * * * End of Change * * * *
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