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Abstract of the contribution: This contribution proposes a solution to solve MEANS owned by third party slices
Discussion
In TR 23.740, one topic is how the information of Mutually Exclusive Access to Network Slices (MEANS) is passed to UE, and how the UE can be prevented from requesting mutually exclusive network slices in Requested NSSAI. For those solutions in current TR, URSP/NSSP is used to configure UE to know the mutually exclusive network slices and the information of MEANS in most solutions are to categorize the network slices (i.e., S-NSSAIs) into different groups (e.g. slicing groups or slicing classes). UE cannot request those S-NSSAIs which are in different slicing groups or classes to prevent it from accessing mutually exclusive network slices. 5GC can update the information of MEANS by updating the URSP/NSSP rules or updating the Configured NSSAIs with additional information (i.e. MEANS information).
However, those operations based on the concept: mutually exclusive network slices cannot be served by same AMF/AMF Set. Its meaning the mutually exclusive information also prevents UE to trigger AMF relocation procedure. Only those network slices served by same AMF/AMF Set can be accessed simultaneously. Some solutions proposed that this can be achieved by the network operators when deploying the network slices. However, network slices may be owned by third party, and they may has their specific rules to make UE to access the network slices. Those network slices owned by third party may be served by same AMF/AMF Set. In addition, those slices can be added/deleted frequently, and thus, pre-configuration or update to URSP/NSSP may not suitable for those slices owned by third parties. Therefore, the current contribution wants to solve this type of MEANS by using the following proposed solution.
* * * * First Change * * * *
6.X
Solution #X: Mutually Exclusive Access to Network Slices owned by Third Party
6.X.1
General Description

In TR 23.740, one topic is how the information of Mutually Exclusive Access to Network Slices (MEANS) is passed to UE, and the UE can be prevented from requesting mutually exclusive network slices in Requested NSSAI. For those solutions in current TR, URSP/NSSP is used to configure UE to know the mutually exclusive network slices and the information of MEANS in most solutions are to categorize the network slices (i.e., S-NSSAIs) into different groups (e.g. slicing groups or slicing classes). UE cannot request those S-NSSAIs which are in different slicing groups or classes to prevent it from accessing mutually exclusive network slices. 5GC can update the information of MEANS by updating the URSP/NSSP rules or updating the Configured NSSAIs with additional information (i.e. MEANS information).

However, those operations based on the concept: mutually exclusive network slices cannot be served by same AMF/AMF Set. Its meaning the mutually exclusive information at the same also prevents UE to trigger AMF relocation procedure. Only those network slices served by same AMF/AMF Set can be accessed simultaneously. Some solutions proposed that this can be achieved by the operators when deploying the network slices. However, network slices may be owned by third party, and they may has their specific rules to make UE to access the network slices. Those network slices may be served by same AMF/AMF Set. In addition, those slices can be added/deleted frequently, and thus, pre-configuration or update to URSP/NSSP may not suitable for those slices owned by third parties. Therefore, the current proposed method wants to solve this type of MEANS by using the following proposed solution.
6.X.2
Functional description
This solution proposes to introduce how the mutually exclusive access to network slices supports the network slices owned by third party. In the working assumption, the network slices owned by third parties may be frequently created or deleted on demand. Therefore, the configuration of UE or the update to URSP/NSSP for those frequently created or deleted are not sufficient since it may take much signalling exchange between UE and the network. Therefore, 

· UE may request any combination of S-NSSAIs for those network slices since there is no additional limitation or no real-time update to URSP/NSSP for those network slices. 

· UE may request PDU Session but has no appropriate S-NSSAIs to be transmitted in the requested NSSAIs.

To solve this issue, an online notification method using the Allowed NSSAI to inform the UE which network slices can be accessed simultaneously by the network. As described in TS 23.501, the allowed NSSAI consists of those S-NSSAIs which are verified by the network to be checked according to the subscription S-NSSAIs of this UE stored in the network (i.e. UDM). Therefore, the Allowed NSSAI tells the UE about which S-NSSAIs are agreed to access simultaneously in Rel-15. However, in order to satisfy the dynamically created or deleted network slices owned by the third party, a slight modification is done to the Allowed NSSAI such that UE can know how to access the network slices via the allowed NSSAI.

The modification is to use the subset concept in the Allowed NSSAI. The network (i.e. AMF or NSSF) can generate the Allowed NSSAI after verification of the subscribed S-NSSAIs of the UE. The S-NSSAIs in the Allowed NSSAI is grouped as one or more subsets in the Allowed NSSAI. Each subset in the Allowed NSSAI is the maximal set of the network slices that can be accessed simultaneously. Therefore, when the UE receives the Allowed NSSAI, UE can have the same concept as network to know which combinations of S-NSSAIs can be requested simultaneously. In the Allowed NSSAI, a biggest combined subset is that eight S-NSSAIs can be accessed simultaneously for this UE. 

6.X.3
Procedures
No new procedure is required.
6.X.4
Impacts on existing entities and interfaces
The solution can be adapted to any MEANS rules requested by third parties without changing the principles in Rel-15 and is able to be applied to Rel-15 and Rel-16 UEs which do not needs the pre-configuration in the UE or frequently update to URSP/NSSP.
6.X.5
Evaluation
Editor's note: This clause provides an evaluation of the solution.
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