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Abstract: This paper proposes a solution to Key issue #3: Enhancement of Session Continuity during UE Mobility.
Discussion
Key issue #3 Enhancement of Session Continuity during UE Mobility includes the following problem in its study:
How to handle ULCL relocation or PSA relocation (for SSC mode 3) for URLLC services, and how the traffic routing on N6 interface is fulfilled are FFS.
This paper proposes a solution to Key #3 to address this problem. 
For an IP-type PDU Session, when a PSA is relocated, e.g. due to UE mobility, the UE IP address associated with the PSA may be reallocated. This may break service continuity unless application layer supports IP address change. It is thus proposed to preserve UE IP address, if needed, during PSA relocation in SSC mode 3. To preserve UE IP address, when PSA relocation happens through establishment of a new PDU Session, the 5GC should allocate the same IP address to the UE for the new PDU Session.
To ensure the IP address can be preserved for a UE during PSA relocation, two basic problems should be resolved:

a) how to ensure the DL packet can be routed appropriately on N6 interface. i.e. when PSA relocation happens, DL packet can be routed to the new PSA not the old PSA.

b) how to avoid potential IP conflict of different UEs. When the PSA is relocated to a new UPF, the same IP address has been allocated (likely by another SMF) to a different UE that is currently being served by that new UPF. This is due to that IP address space is associated with UPF and the old PSA UPF and the new PSA UPF have overlapping IP address space.

To resolve problem a), when UE IP address is preserved regardless of PSA relocation, N6 traffic routing defined in TS 23.501, clause 5.6.10.3 can be used for negotiation of N6 traffic routing information. When the 5GC relies on AF influence to support N6 traffic routing negotiation, the AF shall subscribe to receive notifications of UP path management events. N6 traffic routing may be implemented through Point-to-Point (PtP) tunnelling, as described in TS 23.501, clause 5.6.10.3. When PtP tunnelling is used for N6, the content of N6 traffic routing information negotiated between the 5GC and the AF includes tunnelling protocol parameters (e.g. tunnel endpoint information).
To resolve problem b), the 5GC can avoid UE IP conflict by allocating the IP address from an IP address pool that is independent from UPFs and does not overlap with any of those associated with individual UPFs belonging to the target network slice (and possibly serving the target DN). The 5GC needs to identify the need of IP address preservation during PDU Session establishment, e.g. from operator policy, in order to decide where to allocate an IP address from to the UE. The operator may include UE IP address preservation as part preconfigured (by OAM) operator policy related to a network slice or to a DN and require the UE to connect to an application needing UE IP address preservation via that network slice or that DN (URSP rules).

Proposal
It is proposed to include the following solution in TR 23.725.
**** Start of Change (all new) ****
6.X
Solution for Key Issue #3: IP address preservation for session continuity 
6.X.1
Introduction
This solution addresses Key Issue #3: Enhancement of Session Continuity during UE Mobility, in particular, how to handle ULCL relocation or PSA relocation (for SSC mode 3) for URLLC services and how the traffic routing on N6 interface is fulfilled.
For an IP-type PDU Session, when a PSA is relocated, e.g. due to UE mobility, the UE IP address associated with the PSA may be reallocated. This may break service continuity unless application layer supports IP address change. This solution proposes to preserve UE IP address, if needed, during PSA relocation.
To preserve UE IP address, when PSA relocation happens through establishment of a new PDU Session (in SSC mode 3), the 5GC should allocate the same IP address to the UE for the new PDU Session. When UE IP address is preserved regardless of PSA relocation, N6 traffic routing can be supported by AF influenced traffic routing (for negotiation of N6 traffic routing information). When the 5GC relies on AF influence to support N6 traffic routing, the AF shall subscribe to receive notifications of UP path management events. N6 traffic routing may be implemented through Point-to-Point (PtP) tunnelling, as described in TS 23.501, clause 5.6.10.3. When PtP tunnelling is used for N6, the content of N6 traffic routing information negotiated between the 5GC and the AF includes tunnelling protocol parameters (e.g. tunnel endpoint information).
When UE IP address preservation is applied during PSA relocation, IP conflict may occur at the PSA UPF unless the IP ranges associated with the UPFs are disjoint. The 5GC can avoid UE IP conflict by allocating the IP address from an IP address pool that is independent from UPFs and does not overlap with any of those associated with individual UPFs belonging to the target network slice (and possibly serving the target DN). The 5GC needs to identify the need of IP address preservation during PDU Session establishment, e.g. from operator policy, in order to decide where to allocate an IP address from to the UE. The operator may include UE IP address preservation as part preconfigured (by OAM) operator policy related to a network slice or to a DN and require the UE to connect to an application needing UE IP address preservation via that network slice or that DN (URSP rules).

6.X.2
Procedures
Figure 6.x.2-1 illustrates the procedure of IP address allocation, for avoiding IP conflict during PSA relocation when IP address preservation is applied.
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Figure 6.x.2-1: Procedure of IP address allocation for IP address preservation without IP conflict
1.
The UE requests to establish a PDU Session targeting an S-NSSAI and a DNN.

2.
The SMF selects an IP address pool from which to allocate an IP address to the UE. 

When IP address preservation is needed for the PDU Session as indicated by local configuration (by OAM), e.g. DN-related operator policy or slice-level operator policy, the SMF selects the pool using, e.g. DNN (by mapping the DNN to a pool ID) or local configuration (by a default pool ID or by mapping the S-NSSAI to a pool ID). The IP address pool is configured to be independent from UPFs and not to overlap with any of those associated with individual UPFs belonging to the target network slice (and possibly serving the target DN).
3.
The SMF allocates an IP address to the UE from the selected IP address pool. After the allocation, the IP address becomes unavailable in the IP address pool.


If the IP address pool is managed by the SMF, the SMF obtains the IP address directly from the pool through a request-response procedure. The pool should be external to the SMF so as to allow multiple SMFs to use it.


If the IP address pool is managed by a separate IP address management function, e.g. the NRF, the DN-AAA server, or the DN-DHCP server, the SMF obtains the IP address from the pool via the IP address management function. The SMF sends a request for IP address allocation to the IP address management function, which includes the pool ID. In response to the request, the IP address management function allocates an IP address from the pool identified by the pool ID and sends the IP address to the SMF.

NOTE 2:
Whether the IP address pool is managed by the SMF or managed by a separate IP address management function is defined by solutions developed in TR 23.726 (ETSUN).

4.
The SMF responds to the UE, acknowledging the acceptance of the PDU Session establishment request. The response includes the IP address.

5.
PSA relocation happens and N6 traffic routing is (re)negotiated between the SMF and AF. The UE IP address is preserved in this step. This step can be implemented by a combination of the following:


- PSA relocation, through single PDU Session (TS 23.502, clause 4.3.5.3) or multiple PDU Sessions (TS 23.502, clause 4.3.5.2) 


- AF influence on traffic routing, where SMF provides N6 traffic routing info to AF (TS 23.502, clause 4.3.6.3) and AF provides N6 traffic routing info to SMF (TS 23.502, clause 4.3.6.4)
6. 
The SMF release the PDU Session. During PDU Session release, the SMF returns the IP address to the IP address management function; the IP address then becomes available again for allocation in the IP address pool.
6.X.3
Impacts on Existing Nodes and Functionalities
In the SMF:

-
For a PDU Session of SSC mode 3, if PSA relocation happens through establishment of a new PDU Session, the SMF allocates the same IP address to the UE for the new PDU Session.
-
The SMF allocates UE IP address from a IP address pool that does not overlap with any of those associated with individual UPFs of the target network slice (for the target DNN).
6.X.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.

**** End of Changes ****
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