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Abstract of the contribution: This contribution proposes a solution to key issue #1 based on existing slicing mechanism
Discussion
A number of the solutions addressing the key issue the Mutually Exclusive Access to Network Slices in TR 23.740 proposes new information towards the UE, but the existing Rel-15 slice selection mechanisms is already complex and it is therefore worthwhile to understand why the existing mechanisms is not suitable to solve the key issue.
Example Network Configuration:
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Figure: Example Network configuration for Mutually Exclusive Network Slices 
Example UE configuration:
-
Configured NSSAI: Slice A, B, C, D

-
URSP/NSSP: App1->Slice A, App2->Slice B, App3->Slice C, *->Slice D 
Scenario 1:
1.
The UE wants to use all its 3 applications with prio App1, App3, App2

2.
Requested NSSAI (Slice A, Slice C, Slice B)

3.
Allowed NSSAI (Slice A, Slice B)
-
The network does not include Slice C in the Allowed NSSAI as it is not allowed to be accessed at the same time as the higher prioritized Slice A. 

4.
From the Allowed NSSAI, the UE understands that Slice C is mutually exclusive from Slice A

-
as wildcard rule is towards Slice D, then UE could try adding Slice D, but that would fail i.e. drawback as UE is not aware of which slices are mutually exclusive

5.
Time pass and the UE wants to use App3 i.e. the UE puts the Slice C with higher priority: Requested NSSAI (Slice C, Slice B, Slice D)

-
The wildcard rule is towards Slice D and the rule is with a precedence causing it not to be selected first, but as UE learned that Slice A and Slice C are mutually exclusive the UE used next rule in the URSP/NSSP for App1 i.e. the Slice D was added in the Requested NSSAI. 

6.
Allowed NSSAI (Slice C, Slice D)

-
UE can now use all Applications
If for some reason an application can use two or more slices which some are mutually exclusive, then using existing mechanisms may imply more slices are requested as part of the Requested NSSAI or that there is some iteration before the optimal registration to network slices is established. However, it seems like the Rel-15 mechanism as such can be used to support the key issue.
Proposal

It is proposed to update TR 23.740 as follows

***** Second Change *****

6.x
Solution #x: Mutually Exclusive Access to Network Slices using existing mechanisms

6.x.1
Introduction

This is a solution to Key Issue #1, "Mutually Exclusive Access to Network Slices".

This solution is based on existing Rel-15 slice selection mechanisms and does not require any protocol impacts.
6.x.2
Functional description
This solution assumes the following:

-
It is assumed that the UE has internal logic (e.g. MMI, or software support) to understand which applications are needed at a given time, and is able to prioritize the applications requiring different S-NSSAIs. The UE also orders the S-NSSAIs in the Requested NSSAI according to their priority from how the UE wants to use them.
-
It is assumed that the AMF/NSSF leverage on the understanding that the Requested NSSAI is sorted in a priority order, and that the AMF/NSSF does not include in the Allowed NSSAI S-NSSAIs of lower priority which are Mutuall Exclusive from higher priority S-NSSAIs

-
The UE understands that an S-NSSAI requested (i.e. it exists in the Configured NSSAI for the serving PLMN) which is not rejected nor in the Allowed NSSAI is mutual exclusive to one or more of the S-NSSAIs in the Allowed NSSAI. If the UE wants to access such an S-NSSAI, the UE puts it with high priority in a new Requested NSSAI
6.x.3
Procedures

No new procedures are required with this solution.
6.x.4
Impacts on existing entities and interfaces
Impacts compared to Rel-15:

-
This solution has no protocol impacts, but only a few logical assumptions. 

UE impact:

-
The UE provides the list of S-NSSAIs in the Requested NSSAI in priority order.
-
The UE understands that an S-NSSAI requested (i.e. it exists in the Configured NSSAI for the serving PLMN) which is not rejected nor in the Allowed NSSAI is mutual exclusive to one or more of the S-NSSAIs in the Allowed NSSAI. If the UE wants to access such an S-NSSAI, the UE puts it with high priority in a new Requested NSSAI

5GC impact (serving and home):

-
The AMF/NSSF assumes that the UE provides the list of S-NSSAIs in the Requested NSSAI in priority order.

-
If the Requested NSSAI includes Mutually Exclusive S-NSSAIs, then the AMF/NSSF does not include the S-NSSAIs of lower priority in the Allowed NSSAI until all S-NSSAIs of the Allowed NSSAI are allowed to be access together.
In this solution, Mutually Exclusive Access to Network Slices in the network is already supported in Rel-15 and does not require any further changes. Actual isolation of resources between network slices is supported by the underlying virtualisation environment and OAM (see SA5 specifications).

6.x.5
Evaluation

Editor's note:
This clause provides an evaluation of the solution.

***** End of Changes *****
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