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1. Overall Description:

SA2 thanks CT3 for the LS on the questions concerning Events related to Service Data Flows in the Nsmf_EventExposure service.
SA2 has updated the definitions of Npcf_SMPolicyControl service operations and the corresponding procedures in clause 5.2.5.4, clause 4.16.4, clause 4.16.5 and clause 4.16.6 of TS 23.502, in which the SM Policy Association is created between the SMF and the PCF at PDU Session establishment, and the SM Policy Association can be updated during the PDU session when any Policy Control Request Trigger is met. The Policy Control Request Trigger is provided by the PCF to the SMF together with the PCC rule or PDU session related policy information when the SM Policy Association is created or updated. 

Additionally, Table 6.1.3.5-1 of TS 23.503 has been renamed to “Access independent Policy Control Request triggers”, and all the triggers listed in the table are the conditions when the SMF shall interact again with PCF after a PDU Session establishment.
SA2 also updated clause 5.2.8.3 of TS 23.502 to remove Table 6.1.3.5-1 of TS 23.503 from the list of events exposed by the SMF to the NF consumers, see the attachment.
Please find below the SA2 answers to the questions:
1. Do the "Removal of PCC rule", "QoS targets of the QoS Flow cannot be fulfilled or can be fulfilled again", "Start of application traffic detection", "Stop of application traffic detection", and "Usage report" events indeed relate to PCC rules defined as part of the Npcf_SMPolicyControl service?

[SA2 Answer] Those are the Policy Control Request Triggers provided by the PCF to the SMF as part of the policy information of Npcf_SMPolicyControl service when the SM Policy Association is created or updated. 
2. If so, is also a subscription to those events for individual PCC rules intended?

[SA2 Answer] No, they are provided by Npcf_SMPolicyControl service per SM Policy Association of the PDU session, they can be applied to multiple PCC rules of the PDU session. It is assumed that the PCF maintains the association between the Policy Control Request Trigger and the PCC rule. 
3. If so, what is the scope of uniqueness and visibility of PCC rules identifiers?

[SA2 Answer] The PCC rule identifier is unique per PDU session. The control of uniqueness of PCC rules identifiers and their visibility is under the scope of Policy Control procedures, i.e. Npcf_SMPolicyControl service.
4. Are there additional events of the Nsmf_EventExposure Service not listed in question 1 that relate to PCC rules?

[SA2 Answer] Table 6.1.3.5-1 of TS 23.503 lists all the Policy Control Request triggers that may trigger the update of the PCC rules. Nsmf_EventExposure Service, as defined in clause 5.2.8.3.1 of TS 23.502, is not used to subscribe events to trigger SM policy association update.
2. Actions:

To CT3 group.

ACTION: 
SA2 kindly asks CT3 to take the information above into account in their specifications.
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