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1. Overall Description:

SA4 intends to update its xMB Stage 2 specification to make xMB Reference Point CAPIF compliant. Reviewing TS 23.222 Stage 2 and TS 29.222 Stage 3 documents on CAPIF, we have the following questions for which we seek guidance from SA6.
SA4 assumes that part of the xMB interface is already CAPIF-1e (the Authorization/Authentication) compliant, and the remaining part is already CAPIF-2 compliant. Does SA6 confirm this assumption?

Is SA4’s understanding correct that, in order for xMB to be CAPIF compliant, SA4 needs to ensure that xMB has the right properties set in order to respond to CAPIF-3, CAPIF-4 and CAPIF-5 API messages (no need to define procedures for these 3 CAPIF interfaces)? 
If so, SA4 needs further guidance on the meaning of the following parameters, so that SA4 can define their values:

· In the Publishing function: “service name”, “service type”, “communication type”, “description”, “interface details” (e.g. “IP address”, “port number”, “URI”), “protocols”, “version numbers”, and “data format” as defined in table 8.3.2.1-1 table of TS 23.222? Besides, shall SA4 define these values or is there a central repository for service naming? For instance, can “xMB” be used as the “service name” or does SA6 expect a different naming format (e.g. “org.3gpp.capif.services.xMB”)?
· What is meant by “API publisher information”, particularly the requested information (“The information of the API publisher may include identity, authentication and authorization information”)  as detailed in table 8.3.2.1-1 of TS 23.222? Does the API publisher need to authorize itself to the CAPIF core function? 
· Why is there provision for only one BM-SC (one IP address, port)? In a network, several BM-SC instances could coexist.

Regarding the Authorization/Authentication function (in the CAPIF core, but that the API provider needs to validate), SA3 had recommended that xMB uses Digest authorization for user authorization. What is the method used for CAPIF? Is it Digest authorization also or is it token-based? Does SA6 plan to use OAuth2? Since the xMB aims at becoming CAPIF compliant, SA4 would like to reuse CAPIF security, but it is not defined yet, neither in TS 23.222 nor in TS 29.222.

SA4 has recognized that there is no mentioning of UserPlane Authorization/Authentication in CAPIF. UserPlane Authentication/Authorization and Encryption is mandatory for xMB-U. Since the CAPIF core function manages Authentication/Authorization, how does CAPIF core function transfer such Authentication/Authorization information to the xMB UserPlane?
 
Finally, as CAPIF is optional, SA4 needs to ensure that xMB can work in isolation. Is SA4’s understanding correct that xMB needs to implement the CAPIF core function portion linked to Authentication/Authorization to embed CAPIF-1(e) functions (as in section 7.2 of TS 23.222)?
2. Actions:

To SA6 group.

ACTION: SA4 kindly asks SA6 to provide responses to the above questions to enable SA4 to update xMB Reference Point to become CAPIF compliant.
To SA6 and CT3 group.
SA4 kindly invites interested representatives in SA6 and CT3 to the Ad Hoc Telco listed below.

3. Date of Next SA4 Meetings:

SA4 Ad Hoc Telco  
25th April 2018
4pm – 6 pm CEST.

SA4 Meeting #99 
9th – 13th July 2018
Rome, Italy.

SA4 Meeting #100
15th – 19th October 2018
Kochi, India
