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This PCR proposes the solution to support the complete slice isolation support among groups of network slices in 5GS.  Within a group of network slices, each network slice can serve the UE simultaneously with other network slice within the 5GS.  However, network slices that are not in the same group cannot serve the subscriber’s device simultaneously within the 5GS.

*** Start of changes ***
6.x
Solution#x: Full Isolation and Coexistence Support
The intent of this solution is to support a complete isolation support among groups of network slices in 5GS.  Within a group of network slices, each network slice can serve the UE simultaneously with other network slice within the 5GS.  However, network slices that are not in the same group cannot serve the subscriber’s device simultaneously within the 5GS.
6.x.1
Design Principles

The design principles of the proposed solution to support complete slice isolation are as follows: 

· Reuse the existing Rel-15 network slicing signaling procedures between the UE and the network 

· Minimum impact and simple enhancement to the UE and to the network to be aware of the different groups of S-NSSAIs that cannot be coexisted and are required to be isolated from each other. 
· Minimum impact to the UE’s registration procedures

· Minimum impact to the slice selection procedure

· No impact to other basic system procedures such as the PDU Session Management procedure, Mobility Management procedure, UE Configuration Update procedures etc. 
· The NSSF is responsible to determine for which set of S-NSSAIs from a particular Slice Isolated Group (see definition in next clause) to become Allowed NSSAI during the UE registration procedure.  Such decision is made by the serving PLMN based on local policy.  In case of roaming, the serving PLMN may also have been taking the inter-operators’ slice isolation policy into considerations by referring to mapping information with Configured NSSAI for the HPLMN. 
NOTE: Given so many roaming partners needs to be supported, it would be very difficult to take all the roaming partners’ policies into considerations to organize the Slice Isolated Group dynamically.  Hence, it is truly between the operators’ and their roaming partners to decide how to coordinate among themselves on how to align their slice isolation policies to support the mapping of their Configured NSSAIs. 
The Figure-6.x.1-1 below presents the idea on how the serving PLMN organizes the Slice Isolated Groups within its system and how the Allowed NSSAI is eventually derived from those Slice Isolated Groups to serve the UE. 
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Figure-6.x.1-1: Relationship between PLMN’s Slice Isolated Groups and UE’s Allowed NSSAI
· The Slice/Service type (SST) and Slice Differentiator (SD) information are reused to support the slice isolation policy to organize the Slice Isolated Group in which the S-NSSAIs within the same Slice Isolated Group can serve the UE simultaneously, but not with the S-NSSAIs from the other Slice Isolated Group.      For example, certain bits of the SST field can be reserved to indicate the priority of the S-NSSAI, and certain bits of the SD field can be reserved to identify the slice isolation group.  The exact details are determined by the CT group. 
Prioritization among different S-NSSAIs may also be supported by referring to these two values based on the operator’s policy.  Such Slice Priority information could be used by the network to prioritize the Slice Isolated Group to serve the UE during the UE registration.

The Slice Isolated Group and Slice Priority are only applicable within the serving PLMN.  

Figure-6.x.1-2 below presents an example on how the values of SST and SD information are used to support Slice Isolated Groups and Slice Priority. 
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Figure-6.x.1-2: Example of reusing the values of SST and/or SD to support Slice Isolation 

6.x.2
Functional Overview
6.x.2.1

Definitions

Slice Isolated Group:  The set of S-NSSAIs within the same group can serve the UE simultaneously, however, the S-NSSAIs in one Slice Isolated Group cannot serve the UE simultaneously with other S-NSSAIs belonged to different Slice Isolated Group.  The identification of the group is by referring to the values of SST or/and SD which are determined by the serving PLMN.  In case of roaming, the serving PLMN may also take the policy from the HPLMN into consideration.   
6.x.2.2

Functional Descriptions

The following are the general descriptions of how to extend the UE registration procedures, the contents of S-NSSAI and Configured NSSAI storage handling to support the Slice Isolation Group as proposed by this PCR:
(1)  During the UE registration in the serving PLMN, if slice isolation support is required, the UE includes the set of S-NSSAIs from Allowed-NSSAI or/and from Configured-NSSAI in the Requested NSSAI of the Registration Request.  If the Requested NSSAI includes S-NSSAIs from both Allowed-NSSAI and Configured-NSSAI, all S-NSSAIs in the Requested NSSAI shall all in the same Slice Isolated Group.     
If the UE does not include the Requested NSSAI, and if the Default S-NSSAIs are provided by the UE’s subscription, just as in today Rel-15, it is the NSSF in the serving PLMN determines the Allowed and/or Configured NSSAI for the UE.  As for determining the Allowed NSSAI for the UE, in addition to what has been described in TS 23.501 clause 5.15.5.2, NSSF selects a set of S-NSSAIs which are all belonged to one particular Slice Isolated Group to become the Allowed NSSAI and selects also the corresponding target AMF that serves the Allowed NSSAI.  The NSSF making such decision is based on the serving PLMN’s local policy.  In case of roaming, the NSSF of the serving PLMN may have been taking the inter-operators’ slice isolation policy into considerations by referring to mapping information with Configured NSSAI for the HPLMN.   
NOTE: Given so many roaming partners needs to be supported, it would be very difficult to take all the roaming partners’ policies into considerations to organize the Slice Isolated Group dynamically.  Hence, it is truly between the operators’ and their roaming partners to decide how to coordinate among themselves on how to align their slice isolation policies to support the mapping of their Configured NSSAIs. 
Similar to Rel-15 procedure, NSSF may also provide the list of rejected S-NSSAI.  
(2)   The values of SST and SD can be reused to support the organization and the identification of the Slice Isolated Groups among the S-NSSAIs within the PLMN and can also be used to support priority differentiation between S-NSSAIs.  However, the details on how to leverage the values of SST and SD are determined by the CT group. 
(3)  Once the UE receives the Registration Accept or UE Configuration Update, the UE shall re-organize its NSSAI storage aspects as described in TS 23.501, clause 5.15.4.

Editor’s note: The coexistence support for 5G Ph1 and Ph2 UEs in 5GS is for further study. 
*** End of changes ***
Appendix

The following is just for information purpose by showing the design impacts towards TS 23.501 with this proposal.   

******
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

5G Access Network: An access network comprising a NG-RAN and/or non-3GPP AN connecting to a 5G Core Network.

5G Core Network: The core network specified in the present document. It connects to a 5G Access Network.

5G QoS Flow: The finest granularity for QoS forwarding treatment in the 5G System. All traffic mapped to the same 5G QoS Flow receive the same forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.). Providing different QoS forwarding treatment requires separate 5G QoS Flow.

5G QoS Identifier: A scalar that is used as a reference to a specific QoS forwarding behaviour (e.g. packet loss rate, packet delay budget) to be provided to a 5G QoS Flow. This may be implemented in the access network by the 5QI referencing node specific parameters that control the QoS forwarding treatment (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.).

5G System: 3GPP system consisting of 5G Access Network (AN), 5G Core Network and UE.
Allowed NSSAI: NSSAI provided by the Serving PLMN during e.g. a Registration procedure, indicating the S-NSSAIs values the UE could use in the Serving PLMN for the current registration area.

Allowed Area: Area where the UE is allowed to initiate communication as specified in clause 5.3.2.3.

AMF Region: An AMF Region consists of one or multiple AMF Sets.

AMF Set: An AMF Set consists of some AMFs that serve a given area and Network Slice. Multiple AMF Sets may be defined per AMF Region and Network Slice(s).

Application identifier: An identifier that can be mapped to a specific application traffic detection rule.

Configured NSSAI: NSSAI provisioned in the UE applicable to one or more PLMNs.

DN Access Identifier (DNAI): Identifier of a user plane access to one or more DN(s) where applications are deployed.

Endpoint Address: An address used by a NF service consumer to access the NF service (i.e. to invoke service operations) provided by a NF service provider. An Endpoint Address is represented in the syntax of Uniform Resource Identifier (e.g. part of Resource URI of the NF service API).

Expected UE Behaviour: Set of parameters provisioned by an external party to 5G network functions on the foreseen or expected UE behaviour, see clause 5.20.

Forbidden Area: An area where the UE is not allowed to initiate communication as specified in clause 5.3.2.3.

Initial Registration: UE registration in RM-DEREGISTERED state as specified in clause 5.3.2.

Local Area Data Network: a DN that is accessible by the UE only in specific locations, that provides connectivity to a specific DNN, and whose availability is provided to the UE.
Local Break Out (LBO): Roaming scenario for a PDU Session where the PDU Session Anchor and its controlling SMF are located in the serving PLMN (VPLMN).

Mobility Pattern: Network concept of determining within the AMF the UE mobility parameters as specified in clause 5.3.2.4.

Mobility Registration Update: UE re-registration when entering new TA outside the TAI List as specified in clause 5.3.2.

MPS-subscribed UE: A UE having a USIM with MPS subscription.

NGAP UE association: The logical per UE association between a 5G-AN node and an AMF.

NGAP UE-TNLA-binding: The binding between a NGAP UE association and a specific TNL association for a given UE.

Network Function: A 3GPP adopted or 3GPP defined processing function in a network, which has defined functional behaviour and 3GPP defined interfaces.

NOTE 2:
A network function can be implemented either as a network element on a dedicated hardware, as a software instance running on a dedicated hardware, or as a virtualised function instantiated on an appropriate platform, e.g. on a cloud infrastructure.
Network instance: Information identifying a domain. Used by the UPF for traffic detection and routing in the case of different IP domains or overlapping IP addresses.
Network Slice: A logical network that provides specific network capabilities and network characteristics.

Network Slice instance: A set of Network Function instances and the required resources (e.g. compute, storage and networking resources) which form a deployed Network Slice.

NSI ID: an identifier for a Network Slice instance.
NF service: a functionality exposed by a NF through a service based interface and consumed by other authorized NFs.

NF service operation: An elementary unit a NF service is composed of.

NG-RAN: A radio access network that supports one or more of the following options with the common characteristics that it connects to 5GC:

1)
Standalone New Radio.

2)
New Radio is the anchor with E-UTRA extensions.

3)
Standalone E-UTRA.

4)
E-UTRA is the anchor with New Radio extensions.

Non-Allowed area: Area where the UE is allowed to initiate Registration procedure but no other communication as specified in clause 5.3.2.3.

Non-Seamless Non-3GPP offload: The offload of user plane traffic via non-3GPP access without traversing either N3IWF or UPF.

PDU Connectivity Service: A service that provides exchange of PDUs between a UE and a Data Network.

PDU Session: Association between the UE and a Data Network that provides a PDU connectivity service.

PDU Session Type: The type of PDU Session which can be IPv4, IPv6, IPv4v6, Ethernet or Unstructured.

Periodic Registration Update: UE re-registration at expiry of periodic registration timer as specified in clause 5.3.2.

(Radio) Access Network: See 5G Access Network.

Requested NSSAI: NSSAI provided by the UE to the Serving PLMN during registration.

Service based interface: It represents how a set of services is provided/exposed by a given NF.

Service Continuity: The uninterrupted user experience of a service, including the cases where the IP address and/or anchoring point change.
Service Data Flow Filter: A set of packet flow header parameter values/ranges used to identify one or more of the packet (IP or Ethernet) flows constituting a Service Data Flow.

Service Data Flow Template: The set of Service Data Flow filters in a policy rule or an application identifier in a policy rule referring to an application detection filter, required for defining a Service Data Flow.

Session Continuity: The continuity of a PDU Session. For PDU Session of IPv4 or IPv6 or IPv4v6 type "session continuity" implies that the IP address is preserved for the lifetime of the PDU Session.

Subscribed S-NSSAI: S-NSSAI based on subscriber information, which a UE is subscribed to use in a PLMN
UPF Service Area: The area within which PDU Session associated with the UPF can be served by (R)AN nodes via a N3 interface between the (R)AN and the UPF without need to add a new UPF in between or to remove/re-allocate the UPF.
Uplink Classifier: UPF functionality that aims at diverting Uplink traffic, based on filter rules provided by SMF, towards Data Network.
Slice Isolated Group: The set of S-NSSAIs within the same group can serve the UE simultaneously, however, the S-NSSAIs in one Slice Isolated Group cannot serve the UE simultaneously with other S-NSSAIs belonged to different Isolated Group.  The identification of the group is by referring to the values of SST or/and SD which are determined by the serving PLMN.  In case of roaming, the serving PLMN may also take the policy from the HPLMN into consideration.  
******
5.15
Network slicing

5.15.1
General

A Network Slice is defined within a PLMN and shall include:

-
the Core Network Control Plane and User Plane Network Functions, as described in clause 4.2,
and, in the serving PLMN, at least one of the following:
-
the NG Radio Access Network described in 3GPP TS 38.300 [27],

-
the N3IWF functions to the non-3GPP Access Network described in clause 4.2.7.2.

The 5G System deployed in a PLMN shall always support the procedures, information and configurations specified for network slicing in the present document, TS 23.502 [3] and TS 23.503 [45].

Network slicing support for roaming is described in clause 5.15.6.

Network slices may differ for supported features and network functions optimisations, in which case such Network Slices may have e.g. different S-NSSAIs with different Slice/Service Types (see clause 5.15.2.1). The operator can deploy multiple Network Slice instances delivering exactly the same features but for different groups of UEs, e.g. as they deliver a different committed service and/or because they are dedicated to a customer, in which case such Network Slices may have e.g. different S-NSSAIs with the same Slice/Service Type but different Slice Differentiators (see clause 5.15.2.1).

The network may serve a single UE with one or more Network Slice instances simultaneously via a 5G-AN and associated with at most eight different S-NSSAIs in total, regardless of the access type(s) over which the UE is registered (i.e. 3GPP Access and/or N3GPP Access). The AMF instance serving the UE logically belongs to each of the Network Slice instances serving the UE, i.e. this AMF instance is common to the Network Slice instances serving a UE.
Due to regulatory (e.g. cyber security), architectural (e.g. incompatible network functional components between different slices for different vertical applications)  and/or security constraints (e.g. government agencies that require complete network isolation), it is not always possible to select the same AMF to support all S-NSSAIs that are allowed to serve the UE simultaneously at the UE’s Registration Area.  The handling of how to determine the set of S-NSSAIs, that are allowed and coexisted to serve the UE simultaneously at the UE’s Registration Area and are isolated from other sets of S-NSSAIs, are described in clause 5.15.4.1 and clause 5.15.5.2.1. 

The selection of the set of Network Slice instances for a UE is triggered by the first contacted AMF in a Registration procedure normally by interacting with the NSSF, and can lead to a change of AMF. This is further described in clause 5.15.5.

A PDU Session belongs to one and only one specific Network Slice instance per PLMN. Different Network Slice instances do not share a PDU Session, though different slices may have slice-specific PDU Sessions using the same DNN.
During the Handover procedure the source AMF selects a target AMF by interacting with the NRF as specified in clause 6.3.5.
******
5.15.4
UE NSSAI configuration and NSSAI storage aspects
5.15.4.1
General
A UE can be configured by the HPLMN with Network Slice configuration information.
The Network Slice configuration information contains one or more Configured NSSAI(s). A Configured NSSAI may apply either to one PLMN or to all PLMNs that do not have a specific Configured NSSAI (e.g. this could be possible for NSSAIs containing only S-NSSAIs with standard values, see clause 5.15.2.1). There is at most one Configured NSSAI per PLMN.
In case of the slice isolation support is required, each Configured NSSAI will be organized into different Configured NSSAI Isolated Groups based on the serving PLMN’s policy by referring to the values of SST or/and SD of the S-NSSAI.  In case of roaming, the serving PLMN would have taken the policy from the HPLMN into consideration in the same way for determinng the mapping with the Configured NSSAI for the HPLMN in advance. 
The Configured NSSAI of a PLMN may include S-NSSAIs that have standard values or PLMN-specific values.
The Configured NSSAI for the Serving PLMN includes the S-NSSAI values which can be used in the Serving PLMN and may be associated with mapping of each S-NSSAI of the Configured NSSAI to one or more corresponding S-NSSAI values in the Configured NSSAI for the HPLMN.
The S-NSSAIs in the Configured NSSAI for the HPLMN, at the time when they are provided to the UE, shall match the Subscribed S-NSSAIs for the UE. When the Subscribed S-NSSAI(s) are updated (i.e. removing an old and/or adding a new) and it is applicable to the Serving PLMN the UE is registered in as described in clause 5.15.3 , the AMF may update the UE with the Configured NSSAI of the Serving PLMN and/or Allowed NSSAI and/or the associated mapping with Configured NSSAI for the HPLMN.

When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN only includes and uses S-NSSAIs applying to this PLMN, possibly associated with mapping of each S-NSSAI of the Requested NSSAI to the S-NSSAIs of the Configured NSSAI for the HPLMN i.e. part of the Configured and/or Allowed NSSAIs applicable for this PLMN. In case of the slice isolation support is required, all the S-NSSAIs included in the Requested NSSAI shall all in the same Slice Isolated Group. 
Upon successful completion of a UE's Registration procedure over an Access Type, the UE obtains an Allowed NSSAI for this Access Type, which includes one or more S-NSSAIs, from the AMF, possibly associated with mapping of Allowed NSSAI to Configured NSSAI for the HPLMN. These S-NSSAIs are valid for the current Registration Area and Access Type provided by the AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU Sessions).
The UE might also obtain one or more rejected S-NSSAIs with cause and validity of rejection from the AMF. An S-NSSAI may be rejected:

-
for the entire PLMN; or

-
for the current Registration Area.
While it remains RM-REGISTERED in the PLMN and regardless of the Access Type, the UE shall not re-attempt to register to an S-NSSAI rejected for the entire PLMN until this rejected S-NSSAI is deleted as specified below.

While it remains RM-REGISTERED in the PLMN, the UE shall not re-attempt to register to an S-NSSAI rejected in the current Registration Area until it moves out of the current Registration Area.
NOTE 1:
The details and more cases of S-NSSAI rejection are described in TS 24.501 [47].
The UE stores (S-)NSSAIs as follows:

-
When the UE is provisioned with a Configured NSSAI for a PLMN and/or the associated mapping of this Configured NSSAI to the Configured NSSAI for the HPLMN, the Configured NSSAI and/or if present, the associated mapping shall both be stored in the UE until a new Configured NSSAI for this PLMN and/or the associated mapping are provisioned in the UE:
-
When provisioned with a new Configured NSSAI for a PLMN and/or the new associated mapping of this Configured NSSAI to the Configured NSSAI for the HPLMN, the UE shall:

-
replace any stored (old) Configured NSSAI for this PLMN with the new Configured NSSAI for this PLMN; and

-
delete any stored associated mapping of this old Configured NSSAI for this PLMN to the Configured NSSAI for the HPLMN and, if present, store the associated mapping of this new Configured NSSAI to the Configured NSSAI for the HPLMN; and

-
delete any stored Allowed NSSAI and associated mapping as well as rejected S-NSSAI for this PLMN;

NOTE 2:
It is expected that the UE keeps storing a received Configured NSSAI for a PLMN and associated mapping to the Configured NSSAI for the HPLMN even when registering in another PLMN. However, the number of Configured NSSAI and associated mapping to be kept stored in the UE for PLMNs other than the HPLMN is up to UE implementation.
-
If received, the Allowed NSSAI for a PLMN and Access Type and any associated mapping of this Allowed NSSAI to the Configured NSSAI for the HPLMN shall be stored in the UE. The UE should store this Allowed NSSAI and any associated mapping of the Allowed NSSAI to the Configured NSSAI for the HPLMN also when the UE is turned off;

NOTE 3:
Whether the UE stores the Allowed NSSAI and any associated mapping of the Allowed NSSAI to the Configured NSSAI for the HPLMN also when the UE is turned off is left to UE implementation.
-
When a new Allowed NSSAI for a PLMN and any associated mapping of the Allowed NSSAI to the Configured NSSAI of the HPLMN are received over an Access Type, the UE shall:

-
replace any stored (old) Allowed NSSAI and any associated mapping for these PLMN and Access Type with this new Allowed NSSAI; and
-
delete any stored associated mapping of this old Allowed NSSAI for this PLMN to the Configured NSSAI for the HPLMN and, if present, store the associated mapping of this new Allowed NSSAI to the Configured NSSAI for the HPLMN;

-
If received, an S-NSSAI rejected for the entire PLMN shall be stored in the UE while RM-REGISTERED in this PLMN regardless of the Access Type or until it is deleted.
-
If received, an S-NSSAI rejected for the current Registration Area shall be stored in the UE while RM-REGISTERED until the UE moves out of the current Registration Area or until it is deleted.
NOTE 4:
The storage aspects of rejected S-NSSAIs are described in TS 24.501 [47].
One or more S-NSSAIs in an Allowed NSSAI provided to the UE can have values, which are not part of the UE's slice configuration information for the Serving PLMN. In this case, the Allowed NSSAI is associated with mapping information regarding how each S-NSSAI of the Allowed NSSAI corresponds to the S-NSSAI(s) of the Configured NSSAI for the HPLMN. This mapping information is sufficient to allow the UE to associate for a given application the S-NSSAI as per NSSP of the URSP rules, as defined in clause 6.6.2 of TS 23.503 [45], with the corresponding S-NSSAI from the Allowed NSSAI.
******
5.15.5
Detailed Operation Overview

5.15.5.1
General

The establishment of User Plane connectivity to a Data Network via a Network Slice instance(s) comprises two steps:

-
performing a RM procedure to select an AMF that supports the required Network Slices.
-
establishing one or more PDU Session to the required Data network via the Network Slice Instance(s).
5.15.5.2
Selection of a Serving AMF supporting the Network Slices

5.15.5.2.1
Registration to a set of Network Slices

When a UE registers over an Access Type with a PLMN, if the UE for this PLMN has a Configured NSSAI or for this PLMN and Access Type has an Allowed NSSAI, the UE shall provide to the network in AS layer and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the 5G-S-TMSI if one was assigned to the UE.

The Requested NSSAI shall be one of:

-
the Configured-NSSAI, or a subset thereof as described below, e.g. if the UE has no Allowed NSSAI for the serving PLMN; or

-
the Allowed-NSSAI for the Access Type over which the Requested NSSAI is sent, or a subset thereof and Access Type; or

-
the Allowed-NSSAI for the Access Type over which the Requested NSSAI is sent, or a subset thereof, plus one or more S-NSSAIs from the Configured-NSSAI as described below. In case of slice isolation support is required, all S-NSSAIs included in the Requested NSSAI shall be in the same Slice Isolated Group.
The subset of Configured-NSSAI for the Access Type provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, for which no corresponding S-NSSAI for the Access Type is present in the Allowed NSSAI. The UE shall not include in the Requested NSSAI any, S-NSSAI that is currently rejected (i.e. rejected for the current Registration Area or rejected for the entire PLMN) by the network (i.e. rejected in the current registration area or rejected in the PLMN).
The UE shall not include in the Requested NSSAI any, S-NSSAI that is currently rejected (i.e. rejected for the current Registration Area or rejected for the entire PLMN) by the network (i.e. rejected in the current registration area or rejected in the PLMN).

The UE shall include the Requested NSSAI in the RRC Connection Establishment and in the establishment of the connection to the N3IWF (as applicable) and in the NAS Registration procedure messages. However, the UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI for the corresponding PLMN or an Allowed NSSAI for the corresponding PLMN and Access Type. The (R)AN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment or connection to N3IWF respectively. If the (R)AN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs. In the NAS signalling the UE provides the mapping of each S-NSSAI of the Requested NSSAI to the S-NSSAIs of the Configured NSSAI for the HPLMN.
When a UE registers with a PLMN, if for this PLMN the UE has not included a Requested NSSAI nor a 5G-GUTI while establishing the connection to, the (R)AN, the (R)AN shall route all NAS signalling from/to this UE to/from a default AMF. When receiving from the UE a Requested NSSAI and a 5G-S-TMSI or a 5G GUTI in RRC Connection Establishment or in the establishment of connection to N3IWF, if the 5G-AN can reach an AMF corresponding to the 5G-S-TMSI or 5G-GUTI, then 5G-AN forwards the request to this AMF. Otherwise, the 5G-AN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the 5G-AN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.

When the AMF selected by the AN receives the UE Registration request:

-
As part of the Registration procedure described in TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.
-
The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs (to identify the Subscribed S-NSSAIs the AMF may use the mapping to the S-NSSAI(s) of the Configured NSSAI for the HPLMN provided by the UE, in the NAS message, for each S-NSSAI of the Requested NSSAI).
-
When the UE context in the AMF does not yet include an Allowed NSSAI for the corresponding Access Type, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling). The address of the NSSF is locally configured in the AMF.
NOTE 1:
The configuration in the AMF depends on operator's policy.
-
When the UE context in the AMF already includes an Allowed NSSAI for the corresponding Access Type, based on the configuration for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

NOTE 2:
The configuration in the AMF depends on the operator's policy.
(A) Depending on fulfilling the configuration as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:

-
AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs (potentially using configuration for mapping S-NSSAI values between HPLMN and Serving PLMN), or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in the case that no Requested NSSAI was provided or none of the S-NSSAIs in the Requested NSSAI were present in the Subscribed S-NSSAIs (see clause 5.15.3).
-
If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if no Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling). It also determines the mapping if the S-NSSAI(s) included in the Allowed NSSAI needs to be mapped to Subscribed S-NSSAI(s) values. If no Requested NSSAI is provided, or the Requested NSSAI includes an S-NSSAI that is not valid in the Serving PLMN, the AMF based on the Subscribed S-NSSAI(s) and operator's configuration may also determine the Configured NSSAI for the Serving PLMN or/and the associated mapping of the Configured NSSAI to the Configured NSSAI for the HPLMN.
-
If this is not the case, the AMF queries the NSSF (see (B) below).
(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:

-
The AMF queries the NSSF, with Requested NSSAI, mapping of Requested NSSAI to Configured NSSAI for the HPLMN, the Subscribed S-NSSAIs (with an indication if marked as default S-NSSAI), any Allowed NSSAI it might have for the other Access Type (including its mapping to the Configured NSSAI for the HPLMN), PLMN ID of the SUPI and UE's current Tracking Area(s).
NOTE 3:
When more than one UE's Tracking Area is indicated, the UE is using more than one Access Type.
-
Based on this information, local configuration, and other locally available information including RAN capabilities in the current Tracking Area for the UE or load level information for a network slice instance provided by the NWDAF, the local and/or inter-PLMN policy for the slice isolation/coexistence, the NSSF does the following:

-
It verifies which S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs and the mapping of Requested NSSAI to Configured NSSAI for the HPLMN. It considers the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in the case that no S-NSSAI from the Requested NSSAI are present in the Subscribed S-NSSAIs.
-
It determines the Allowed NSSAI(s) for the applicable Access Type(s), taking also into account the availability of the Network Slice instances as described in clause 5.15.8 that are able to serve the S-NSSAI(s) in the Allowed NSSAI in the current UE's Tracking Areas.  If slice isolation support is required, the S-NSSAIs that are included in the Allowed NSSAI shall all be in the same Slice Isolated Group.  
-
It selects the Network Slice instance(s) corresponding to the given S-NSSAI(s) in the Allowed NSSAI to serve the UE. When multiple Network Slice instances in the UE's Tracking Areas are able to serve a given S-NSSAI, based on operator's configuration, the NSSF may select one of them to serve the UE, or the NSSF may defer the selection of the Network Slice instance until a NF/service within the Network Slice instance needs to be selected.

-
It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.


-
It also determines the mapping of each S-NSSAI of the Allowed NSSAI(s) to the Subscribed S-SNSSAIs if necessary.
-
Based on operator configuration, the NSSF may determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).
-
Additional processing to determine the Allowed NSSAI(s) in roaming scenarios and the mapping to the Subscribed S-NSSAIs, as described in clause 5.15.6.

-
If no Requested NSSAI is provided or the Requested NSSAI includes an S-NSSAI that is not valid in the Serving PLMN, the NSSF based on the Subscribed S-NSSAI(s) and operator configuration may derive the Configured NSSAI for the Serving PLMN or/and the associated mapping of the Configured NSSAI to the Configured NSSAI for the HPLMN.

-
The NSSF returns to the current AMF the Allowed NSSAI for the applicable Access Type(s), the mapping of each S-NSSAI of the Allowed NSSAI to the Subscribed S-NSSAIs if determined and the target AMF Set, or, based on configuration, the list of candidate AMF(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s), and the NRF to be used to determine the list of candidate AMF(s) from the AMF Set. The NSSF may return NSI ID(s) to be associated to the Network Slice instance(s) corresponding to certain S-NSSAIs. NSSF may return the rejected S-NSSAI(s) as described in clause 5.15.4.1. The NSSF may return the Configured NSSAI for the Serving PLMN and the the associated mapping of the Configured NSSAI to the Configured NSSAI for the HPLMN.
 -
Depending on the available information and based on configuration, the AMF may query the appropriate NRF (e.g. locally pre-configured or provided by the NSSF) with the target AMF Set. The NRF returns a list of candidate AMFs.
-
If rerouting to a target serving AMF is necessary, the current AMF reroutes the Registration Request to a target serving AMF as described in clause 5.15.5.2.3.

(C) The serving AMF shall determine a Registration Area such that all S-NSSAIs of the Allowed NSSAI for this Registration Area are available in all Tracking Areas of the Registration Area (and also considering other aspects as described in clause 5.3.2.3) and then return to the UE this Allowed NSSAI and the mapping of the Allowed NSSAI to the Subscribed S-NSSAIs if provided. The AMF may return the rejected S-NSSAI(s) as described in clause 5.15.4.1.

NOTE:
As there is a single distinct Registration Area for Non-3GPP access in a PLMN, the S-NSSAIs in the Allowed NSSAI for this Registration Area (i.e. for Non-3GPP access) are available homogeneously in the PLMN.

Upon successful Registration, the UE is provided with a 5G-S-TMSI by the serving AMF. The UE shall include this 5G-S-TMSI in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.

If the UE receives an Allowed NSSAI from the serving AMF over an Access Type, it shall store this new Allowed NSSAI and the associated mapping of the Allowed NSSAI to the Configured NSSAI for the HPLMN, if any, and override any previously stored Allowed NSSAI for these PLMN and Access Type, as described in clause 5.15.4.1.
When no Requested NSSAI was included or when an S-NSSAI was rejected in the PLMN, the AMF may update the UE slice configuration information for the PLMN as described in clause 5.15.4.2.
If the UE receives a Configured NSSAI for the Serving PLMN and the associated mapping of the Configured NSSAI to the Configured NSSAI for the HPLMN, the UE shall store this new Configured NSSAI for the Serving PLMN and the associated mapping information, and override any previously stored Configured NSSAI for this PLMN and the associated mapping information, as described in clause 5.15.4.1.

******
6.2.14
NSSF

The Network Slice Selection Function (NSSF) supports the following functionality:

-
Selecting the set of Network Slice instances serving the UE,

-
Determining the Allowed NSSAI and, if needed, the mapping to the Subscribed S-NSSAIs,
· If slice isolation support is required, all identified S-NSSAIs within the Allowed NSSAI shall be able to serve the UE simultaneously
-
Determining the Configured NSSAI and, if needed, the mapping to the Subscribed S-NSSAIs,

-
Determining the AMF Set to be used to serve the UE, or, based on configuration, a list of candidate AMF(s), possibly by querying the NRF.
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