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Abstract of the contribution: This contribution proposes an Architecture Assumption for External Exposure.

Discussion

TS 23.501 has defined non-roaming architecture for Network Exposure Function as below 

Figure 4.2.3-5 depicts the non-roaming architecture for Network Exposure Function, using reference point representation.
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Figure 4.2.3-5: Non-roaming architecture for Network Exposure Function in reference point representation

NOTE 1:
In figure 4.2.3-5, Trust domain for NEF is same as Trust domain for SCEF as defined in TS 23.682 [36].

NOTE 2:
In figure 4.2.3-5, 3GPP Interface represents southbound interfaces between NEF and 5GC Network Functions e.g. N29 interface between NEF and SMF, N30 interface between NEF and PCF, etc. All southbound interfaces from NEF are not shown for the sake of simplicity.

As shown NEF interface towards AFs outside 3GPP trust domain. 

TS 23.501 has defined functionality for External Exposure for Network Capability as below 

5.20
External Exposure of Network Capability

The Network Exposure Function (NEF) supports external exposure of capabilities of network functions. External exposure can be categorized as Monitoring capability, Provisioning capability, and Policy/Charging capability. The Monitoring capability is for monitoring of specific event for UE in 5G System and making such monitoring events information available for external exposure via the NEF. The Provisioning capability is for allowing external party to provision of information which can be used for the UE in 5G System. The Policy/Charging capability is for handling QoS and charging policy for the UE based on the request from external party.

Monitoring capability is comprised of means that allow the identification of the 5G network function suitable for configuring the specific monitoring events, detect the monitoring event, and report the monitoring event to the authorised external party. Monitoring capability can be used for exposing UE's mobility management context such as UE location, reachability, roaming status, and loss of connectivity.

Provisioning capability allows an external party to provision the foreseen UE behavioural information to 5G NF via the NEF. The provisioning comprises of; the authorisation of the provisioning external third party, receiving the provisioned external information via the NEF, storing the information as part of the subscription data, and distributing that information among those NFs that use it. The externally provisioned data can be consumed by different NF, depending on the data. The externally provisioned information is defined as the Expected UE Behaviour in TS 23.502 [3] clause 4.15.6.3, and it consists of information on expected UE movement and expected UE communication intervals. The provisioned Expected UE Behaviour parameter may be used for the setting of mobility management or session management parameters of the UE. The affected NFs are informed of the subscriber data update.

Policy/Charging capability is comprised of means that allow the request for session and charging policy, enforce QoS policy, and apply accounting functionality. It can be used for specific QoS/priority handling for the session of the UE, and for setting applicable charging party or charging rate.

An NEF may support CAPIF functions for external exposure as specified in clause 6.2.5.1.

Also as part of description of various network function it has been mentioned that NEF support functionality of external exposure - 

6.2.10
AF

The Application Function (AF) interacts with the 3GPP Core Network in order to provide services, for example to support the following:

-
Application influence on traffic routing (see clause 5.6.7),

-
Accessing Network Exposure Function (see clause 5.20),

-
Interacting with the Policy framework for policy control (see clause 5.14),

Based on operator deployment, Application Functions considered to be trusted by the operator can be allowed to interact directly with relevant Network Functions.

Application Functions not allowed by the operator to access directly the Network Functions shall use the external exposure framework (see clause 7.4) via the NEF to interact with relevant Network Functions.
The functionality and purpose of Application Functions are only defined in this specification with respect to their interaction with the 3GPP Core Network.

6.2.5
NEF

The Network Exposure Function (NEF) supports the following independent functionality:

-
Exposure of capabilities and events:

3GPP NFs expose capabilities and events to other NFs via NEF. NF exposed capabilities and events may be securely exposed for e.g. 3rd party, Application Functions, Edge Computing as described in clause 5.13.

NEF stores/retrieves information as structured data using a standardized interface (Nudr) to the Unified Data Repository (UDR).

NOTE:
The NEF can access the UDR located in the same PLMN as the NEF.

-
Secure provision of information from external application to 3GPP network: 

It provides a means for the Application Functions to securely provide information to 3GPP network, e.g. Expected UE Behaviour. In that case the NEF may authenticate and authorize and assist in throttling the Application Functions.

-
Translation of internal-external information:

It translates between information exchanged with the AF and information exchanged with the internal network function. For example, it translates between an AF-Service-Identifier and internal 5G Core information such as DNN, S-NSSAI, as described in clause 5.6.7.

In particular, NEF handles masking of network and user sensitive information to external AF's according to the network policy.
-
The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). NEF stores the received information as structured data using a standardized interface to a Unified Data Repository (UDR) (interface to be defined by 3GPP). The stored information can be accessed and "re-exposed" by the NEF to other network functions and Application Functions, and used for other purposes such as analytics.

-
A NEF may also support a PFD Function: The PFD Function in the NEF may store and retrieve PFD(s) in the UDR and shall provide PFD(s) to the SMF on the request of SMF (pull mode) or on the request of PFD management from NEF (push mode), as described in TS 23.503 [45].
A specific NEF instance may support one or more of the functionalities described above and consequently an individual NEF may support a subset of the APIs specified for capability exposure.

NOTE:
The NEF can access the UDR located in the same PLMN as the NEF.

The services provided by the NEF are specified in clause 7.2.8.

6.2.5.1 Support for CAPIF

When an NEF is used for external exposure, the CAPIF may be supported. When CAPIF is supported, an NEF that is used for external exposure supports the CAPIF API provider domain functions. The CAPIF and associated API provider domain functions are specified in TS 23.222 [64].

Conclusion: External exposure of network capabilities towards Application Function/Application Server (AF/AS) is supported via NEF. 

Proposal

It is proposed to add following architectural assumption to clause 4 of TR 23.724: 

* * * * Beginning of Changes * * * *
4
Architectural Assumptions and Principles
The following architecture assumptions and principles apply:

-
The assumption is that WB-E-UTRA and NB-IoT are connected to 5GC via N2/N3.

-
Regulatory requirements (e.g. LI) shall be fulfilled at the same level as in EPC.

-
No architectural enhancements made to EPC.

-
APIs for CIoT related services provided to the SCS/AS shall be common for UEs connected to EPS and 5GS.

NOTE 1:
The level of support of the API may differ between EPS and 5GS.
-
Support for small data delivery using IP data and Unstructured (Non-IP).

-
At least equivalent level of security for UEs used for CIoT in 5GS system as in EPS;

NOTE 2:
Security may need to be investigated by SA WG3;

-
Equivalent or reduced level of power consumption for UEs used for CIoT in 5GS system to that in EPS shall be supported;

-
UEs used for CIoT can be mobile or nomadic/static, and resource efficiency should be considered for both for relevant optimization(s);

-
The 5GS system is assumed to operate with a large number of UEs used for CIoT in the system and be able to appropriately handle overload and congestion situations;

- 
External exposure of network capabilities towards SCS/AS or AF is supported via NEF.
* * * * End of Changes * * * * 
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